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Preface

The Anti-Money Laundering Committee (AML Committee) of the Chartered Professional
Accountants of Canada (CPA Canada) has commissioned this publication Guide to Com-
ply with Canada’s Anti-Money Laundering (AML) Legislation to help CPA Canada mem-
bers and Accounting Firms deal with recent changes in AML regulatory requirements.
Accountants and Accounting Firms are reporting entities under Canada’s Proceeds of
Crime (Money Laundering) and Terrorist Financing Act (PCMLTFA) with specific regula-
tory requirements when they engage in certain activities.

This Guide sets out recent changes to Canada’s AML Legislation and provides practical
guidance for AML compliance that is relevant to Accountants and Accounting Firms.

Accountants and Accounting Firms are at risk of penalties (both monetary and crimi-
nal) for non-compliance with the AML Legislation in the event of, for example, failure to
report suspicious transactions. An effective AML compliance program is key to mitigat-
ing this risk.

This publication aids Accountants and Accounting Firms by addressing comprehensive

topics including:

e AML standards and regime

< who and what activities fall within the AML obligations

* money laundering risk assessment

« development of a compliance regime

e AML and privacy obligations

 Financial Transactions and Reports Analysis Centre of Canada (FINTRAC)
examinations

* ongoing monitoring of business relationships

Throughout the Guide there are questionnaires and checklists to help Accountants and
Accounting Firms ask the right questions, FINTRAC forms, and practical guidance on
how to complete the forms.
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CHAPTER 1

Motivation for the Guide

Since 2000, professional accountants in Canada have been an official part of the
country’s fight against money laundering and terrorist financing.! Our part in the fight
generally involves keeping specified records about transactions and identifying clients
from which we receive funds? in case that information should be needed for investiga-
tions; collecting, retaining and reporting large cash transactions;® as well as reporting
attempted and completed suspicious transactions® and terrorist property® to add to the
national money laundering intelligence database. AML Legislation was recently amended
with changes to obligations effective February 1, 2014.° Those amendments also require
Accountants and Accounting Firms to conduct ongoing monitoring of the relationships
with clients involved in Triggering Activities.”

Canada codified obligations for Accountants and Accounting Firms in the Proceeds of
Crime (Money Laundering) and Terrorist Financing Act (PCMLTFA) and its Regulations
(collectively referred to in this document as “AML Legislation”). The regulator respon-
sible for ensuring adherence to that legislation is the Financial Transactions and Reports
Analysis Centre of Canada (FINTRAC). FINTRAC issues its own guidance to assist indi-
viduals and entities to comply with their obligations.8

—

Details about the offences of money laundering and terrorist financing, and Canada’s anti-money laundering and
counter terrorist financing initiatives and their history are included in Appendix A—Canada’s AML Legislation.

See section 3.1.1 for details.
See section 3.1.2 for details.
See section 3.1.3 for details.

See section 3.1.4 for details.

o A NN

Those changes are incorporated into this guidance, and summarized in Appendix C—Summary of Changes Effective
February 1, 2014.

~

See section 3.2 for details.

8 A listing of links to FINTRAC guidance relevant to Accountants and Accounting Firms is included in Appendix B—Links
to FINTRAC Guidance.
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The obligations only apply to Accountants and Accounting Firms in certain circum-
stances, generally instances where they are dealing with assets on behalf of their clients.’
Once it is determined that they do apply, fulfilling the obligations may seem complex.
Failing to comply with applicable AML Legislation in the prescribed circumstances can
result in significant fines, penalties and jail time for Accountants and Accounting Firms.'°

CPA Canada and its members are mandated to maintain the reputation of our profes-
sion. The profession’s reputation can be tainted by non-compliance with legislation
designed to combat crime, and worse, by association with activities that enable crime.

With that in mind, this Guide has three main purposes:

1.  To help Accountants and Accounting Firms determine if AML obligations are appli-
cable to their activities.

2. To guide Accountants and Accounting Firms to which AML Legislation applies in the
development of a program to comply with their obligations.

3. To educate Accountants and Accounting Firms about the enforcement methods by
the regulator FINTRAC and risks of non-compliance.

This Guide itself does not constitute an AML program. Each Accountant and Accounting
Firm must develop its own policies and procedures, risk assessment and training pro-
gram, as applicable.

9 These circumstances are described in section 2.2.

10 See section 7.4 for details.



CHAPTER 2
Determining if the Obligations
Are Applicable

AML Legislation is applicable to Accountants and Accounting Firms engaging in Trig-
gering Activities (described in section 2.2). Accountants and Accounting Firms have
ongoing obligations to identify the performance of Triggering Activities and to perform
all prescribed measures within specified timelines. As a practical matter, Accounting
Firms are advised to perform annual training to make their organization aware

of Triggering Activities in order that those in their firm are equipped to self-identify
those circumstances. As a safeguard, Accounting Firms are advised to conduct an
annual self-assessment to determine whether individuals in their organizations are
involved in Triggering Activities, and to evaluate conformance of the related docu-
mentation to AML standards. Questionnaires aimed at assisting that determination
are included in section 2.3.

2.1 Definition of Accountant and Accounting Firm
An “Accountant” is defined by AML Legislation as being a Chartered Accoun-
tant (CA), Certified General Accountant (CGA), or a Certified Management
Accountant (CMA)." We expect that AML Legislation may be amended to
include the new Chartered Professional Accountant (CPA) designation. This
Guide has been prepared as though CPAs are covered.

11 Proceeds of Crime (Money Laundering) and Terrorist Financing Regulations (PCMLTFR) subsection 1(2).
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An “Accounting Firm” is defined by AML Legislation as being an entity that is
engaged in the business of providing accounting services” to the public and
has at least one partner, employee or administrator that is an accountant.”

The definition of Accountant does not require the professional to be engaged
in providing professional accounting services to the public to be covered

by the AML Legislation, only that they are a designated Accountant that
performs, however infrequently, Triggering Activities.

An Accountant is not subject to AML Legislation if they only perform Trig-
gering Activities on behalf of their employer. That employer could be an
Accounting Firm, or any other entity. An Accountant performing any Trigger-
ing Activities for any client in addition to, or outside of their regular employ-
ment relationship would still be subject to AML Legislation, in respect of
those outside activities.

2.2 Definition of Triggering Activities

Generally, Triggering Activities involve dealing with client assets on their
behalf. Dealing with client assets might involve actually conducting transac-
tions on their behalf, or giving instructions to a party to conduct the transac-
tions.”” Exceptions and other considerations are explained in section 2.2.2.

There are three categories of Triggering Activities which are listed below with
illustrative examples. These examples do not represent an exhaustive list of all
possible Triggering Activity scenarios.

1. Receiving, Paying or Transferring Funds'®"”

a. Your Accounting Firm performs bookkeeping services and has signing
authority over the account of a not-for-profit organization client and
pays invoices from that account on its behalf.

“Accounting services” is not defined in the PCMLTFR. In Alberta, the Regulated Accounting Profession Act para-
graph 1(00) defines “public accounting practice” to include the providing or offering to provide one or more of the
following services to the public: (i) an assurance engagement; (ii) a specified auditing procedures engagement;
(iii) a compilation engagement; (iv) accounting services; (v) forensic accounting, financial investigation or financial
litigation support services; (vi) advice about or interpretation of taxation matters; (vii) preparation of a tax return
or other statutory information filing, if prepared in conjunction with any service referred to in subclauses (i) to (vi).

PCMLTFR subsection 1(2).

PCMLTFR subsection 34(2).

The concept of “giving instructions” is explained in more detail in section 2.2.1.
PCMLTFR paragraphs 34(1) @) () (iii).

“Funds” are defined in the PCMLTFR 1(2) as meaning “cash, currency or securities, or negotiable instruments or other
financial instruments, in any form, that indicate a person’s or an entity’s title or interest in them”.
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b. A client issues a cheque to you as a sole practitioner Accountant in
an amount equal to their income tax payable and your accounting
fees. You then deposit the cheque and wire the income tax payable
to the Canada Revenue Agency from your account.

c. A client instructs their vendor to settle their invoice by remitting
funds to your Accounting Firm and then asks that your firm issues
a cheque for the difference between the value of the wire and your
outstanding fees.

d. A client requests assistance in transferring funds from a sanctioned
country into Canada, in respect of which an Accountant arranges for
Canadian accounts and wire transfers through intermediate countries.

2. Purchasing or Selling Real Property, Business Assets, or Entities'®
a. The leader of the corporate finance group of your Accounting Firm
travels to the U.S. to finalize the purchase of a business on behalf
of their client.
b. Acting as the trustee for an estate, an Accountant instructs a real
estate broker to sell a piece of land owned by the estate.

3. Purchasing, Transferring or Selling Securities'®

a. An Accountant within your Accounting Firm has been engaged by
the lawyer of a client without capacity to manage their investments,
and exercises discretionary authority to buy and sell securities on
their behalf.

b. As part of a tax restructuring engagement, an Accountant opens
investment accounts in other countries on behalf of their clients
and orders domestically-held securities transferred there.

c. In connection with a corporate reorganization, an Accountant docu-
ments and executes share transfers in a minute book on behalf of
their client.

2.2.1 Giving Instructions Versus Giving Advice
An interpretation notice from FINTRAC?® distinguishes the concept of “giving
instructions”, which would constitute a Triggering Activity in respect of any
of the three categories, from “giving advice”, which would not constitute
a Triggering Activity. Giving instructions is synonymous with “ordering” a
specific transaction in this context (e.g. “Based on my client’s instructions,
| request that you transfer $600 from my client’s account 12345 to his other

19 /bid.
20 See the Interpretation Notice No. 2 at Appendix D—FINTRAC Interpretation Notice No. 2.
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2.2.2

2.2.2.1

2.2.2.2

account 67890”). Giving advice involves a recommendation to the client or
their advisors rather than giving instructions to take action with respect to

their assets (e.g. “For tax purposes, we recommend that you transfer your

money into long-term investments”).

Specified Exemptions and Considerations

Once it has been determined that you are an Accountant or an Account-

ing Firm that engages in Triggering Activities, AML Legislation is applicable

unless one of three exemptions apply:

1. In the case of an Accountant, when all Triggering Activities are performed
on behalf of an employer.

2. In the case of an Accountant or an Accounting firm, where all Trigger-
ing Activities are performed in respect of an audit, review or compilation
engagement.

3. In the case of an Accountant or Accounting firm acting solely in the
capacity of a Trustee in Bankruptcy.

Additionally, for risk and other legislative reasons, some Accounting Firms
have incorporated a separate entity through which they conduct Triggering
Activities. Those entities are typically subject to other provisions of the same
AML Legislation.

Employment Relationship

As mentioned earlier, an Accountant who performs Triggering Activities only
for their employer is not subject to the AML Legislation. Triggering Activi-
ties performed by an Accountant outside of their employment relationship
would not be exempted by this provision. An Accountant who both worked as
full-time employee controller and maintained bookkeeping clients on whose
behalf they transferred funds, would be covered by AML Legislation because
of the latter activity, and only in respect of that latter activity.

Assurance Related Activities

AML Legislation holds that what would otherwise constitute Triggering Activi-
ties do not subject an Accountant or an Accounting Firm to its obligations

in cases where those activities are performed in respect of “audit, review or
compilation engagements carried out in accordance with the recommenda-
tions set out in the CICA Handbook”.?' Given the nature and standards gov-
erning those types of engagements, it is unlikely in any event that any Trig-
gering Activities would be performed in connection with them.

21 PCMLTFR subsection 34(3). Also refer to Footnote 51.
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Trustee in Bankruptcy Services

FINTRAC issued an interpretation notice?? advising that Accountants and
Accounting Firms appointed by a Court, or acting solely as a trustee in bank-
ruptcy, are not considered to be acting on behalf of any other individual or
entity, and therefore, are not engaged in Triggering Activities.

Additionally, FINTRAC advised in the notice that practices that only provide
the services listed below are not considered to be “providing accounting ser-
vices to the public”, and therefore would not be considered to be an Account-
ing Firm subject to AML Legislation:

1. As a receiver, pursuant to the provisions of a Court order or by way of
a private letter appointment pursuant to the terms of a security interest.

2. A trustee in bankruptcy.

3. As monitor under the provisions of the Companies’ Creditors Arrange-
ment Act or any other proceeding that results in the dissolution or
restructuring of an enterprise or individual and to which the firm, indi-
vidual or insolvency practitioner serves as an officer of the Court or agent
to one or more creditors or the debtor.

Notwithstanding, a firm which provides any accounting services to the pub-
lic outside of the scope of those three listed services will be deemed to be

an Accounting Firm. An insolvency practice may, for instance, also perform
restructuring and interim controller services outside of the context of an
appointment which would bring their firm into the definition of an Accounting
Firm. In that case, Triggering Activities performed by that practice, such as
the sale of real property in the capacity of an interim controller, would subject
them to the obligations of prevailing AML Legislation.

Implications of Organizational Structure

For risk management purposes and to comply with other legislation, it is com-
mon practice for Accounting Firms to incorporate separate entities—such as
a corporate finance division—for activities that relate to purchasing or selling
real property, business assets, entities or securities. If these entities do not
offer accounting services to the public, then they would not be considered

to be Accounting Firms and therefore not subject to AML Legislation on that
basis. However, other obligations arise from AML Legislation for entities that

»523

are considered to be “securities dealers””” or real estate brokers. Firms that

22 See Interpretation Notice No. 7 at Appendix E—FINTRAC Interpretation Notice No. 7.

23 PCMLTFR subsection 1(2) defines “securities dealers” as being: a person or entity that is authorized under provincial
legislation to engage in the business of dealing in securities or any other financial instruments or to provide portfolio
management or investment advising services.
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2.2.2.5

2.3

2.3.1

organize separate entities should comply with laws relevant to their activities,
and take care not to provide or offer accounting services to the public from
those entities.

A Note on Client Fees
For clarity, Triggering Activities give rise to the obligations of AML Legislation
whether or not professional fees are received for those activities.

Receiving payment for client fees does not in itself constitute a Triggering
Activity as the funds are not received on behalf of a client—they are received
on behalf of the firm itself. However, payments from clients where the amount
is comprised of both fees and value for further payment to a third party, such
as the Canada Revenue Agency, would be considered a Triggering Activity.

Questionnaires to Assist in Determining
Applicability

Do | Have Obligations as an Accountant?

1.  Are you a professionally des- Yes Designated professional Accountants
ignated Accountant (CPA, CA, have responsibilities if they perform
CMA, CGA)? Triggering Activities.

Proceed to Question 2.

No Non-designated accountants do not
have responsibilities to AML Legisla-
tion by virtue of being accountants.

2. Do you perform transactions Yes Performing Triggering Activities gives
or give instructions for transac- rise to obligations defined in AML
tions that involve any of these Legislation, unless exceptions apply.
Triggering Activities on behalf
of a client (on a compensated Proceed to Question 3.

or non-compensated basis)?
a. Receiving, Paying or Trans-
ferring Funds

No If no Triggering Activities are per-
formed or offered, no obligations
b. Purchasing or Selling Real arise from AML Legislation by virtue

Property, Business Assets, of being an Accountant.

or Entities
c. Purchasing, Transferring
or Selling Securities
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3. Are all Triggering Activities you Yes If all Triggering Activities are per-
perform or offer done so as part formed in the course of an employ-
of your employment? ment relationship, the obligations

defined by AML Legislation are not
applicable.

No If any one Triggering Activity is
performed outside of an employment
relationship, obligations set out
in AML Legislation are applicable,
unless other exemptions apply.

Proceed to Question 4.

4. Are all Triggering Activities Yes If all Triggering Activities are per-
performed in connection with formed in connection with assurance
assurance engagements or as engagements or as part of trustee in
part of trustee in bankruptcy bankruptcy appointments, obligations
appointments? defined by AML Legislation are not

applicable.
No If any one Triggering Activity is con-

ducted that is not performed in con-
nection with assurance engagements
or as part of trustee in bankruptcy
appointments, obligations defined
by AML Legislation are applicable.

LEGISLATION APPLICABLE
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2.3.2 Do We Have Obligations as an Accounting Firm?

1. Does your firm provide account- Yes An entity that provides any account-
ing services to the public? ing services to the public may be

considered an Accounting Firm if it
has at least one partner, employee or
administrator that is an Accountant.
Note that insolvency related engage-
ments that involve appointments as:
receiver, trustee in bankruptcy, or as
monitor under the provisions of the
Companies’ Creditors Arrangement
Act are not considered to constitute
accounting services.

Proceed to Question 2.

No An entity that does not provide any
accounting services to the public is
not considered to be an Accounting
Firm, and therefore would not have
obligations pursuant to AML Legisla-
tion on that basis.

2. Is at least one of your entity’s Yes Any entity that offers accounting
partners, employees or admin- services to the public and has at
istrators a professionally des- least one designated professional
ignated Accountant (CPA, CA, Accountant as a partner, employee
CMA, CGA)? or administrator is considered to be

an Accounting Firm, and would have
responsibilities if they perform Trig-
gering Activities.

Proceed to Question 3.

No Any entity that offers accounting
services to the public, but has no
designated Accountant partners,
employees or administrators, is not
considered to be an Accounting Firm,
and therefore would not be subject
to AML Legislation obligations on
that basis.
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3. Does your firm perform transac- Yes Performing any Triggering Activity,
tions or give instructions for for any fees or no fees, gives rise to
transactions that involve any obligations defined in AML Legisla-
of these Triggering Activities tion, unless exceptions apply. Receiv-
on behalf of a client (on a com- ing client fees does not itself consti-
pensated or non-compensated tute a Triggering Activity.
basis)?

a. Receiving, Paying or Trans- Proceed to Question 4.

ferring Funds
b. Purchasing or Selling Real
Property, Business Assets,

No If the firm performs no Triggering
Activity, no obligations arise from
o Entiies AML Legislation by virtue of being

c. Purchasing, Transferring an Accounting Firm.

or Selling Securities @

4. Are all Triggering Activities Yes If all Triggering Activities are per-
performed in connection with formed in connection with assurance
assurance engagements or as engagements or as part of trustee in
part of trustee in bankruptcy bankruptcy appointments, obligations
appointments? defined by AML Legislation are not

applicable.
No If any one Triggering Activity is con-

ducted that is not performed in con-
nection with assurance engagements
or as part of trustee in bankruptcy
appointments, obligations defined
by AML Legislation are applicable.

LEGISLATION APPLICABLE

Determination of Triggering Activities

in Larger Firms

Once it is determined that you are an Accountant or an Accounting Firm,
there is an ongoing risk that you or your firm conducts a Triggering Activ-

ity (even if it is determined at a point in time that no Triggering Activity has
occurred in the past or is not expected in the future). The engagement in one
single Triggering Activity gives rise to the full scope of obligations under AML
Legislation applicable to Accountants and Accounting firms, including train-
ing obligations, policies and procedures, risk assessments, etc. AML Legisla-
tion does not address the issue of how long obligations apply following an
Accountant’s or Accounting Firm’s engagement in a single Triggering Activity.
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Given the extent of effort required to maintain a Compliance Regime, and
the significance of consequences for non-compliance, it is advisable that
Accounting Firms direct resources to the determination of engagement in
Triggering Activities across their firm at a point in time and then annually
thereafter. A sole-practitioner Accountant may just complete the question-
naire provided above annually. At an Accounting Firm with less than ten
partners, that determination may be limited to adding the item to the annual
partner meeting agenda for discussion and declaration. At larger firms, edu-
cation coupled with questionnaires, engagement checklists, and internal audit
procedures may be more appropriate.

Some Accounting Firms have adopted a policy to prohibit engagement of
Triggering Activities because of the risk and resource they entail, or to con-
duct them by authorized exception only. To satisfy examiners, those firms
may wish to engage in an annual and documented self-assessment exercise to
assess adherence to that prohibition policy. Even Accounting Firms that pro-
hibit Triggering Activities or believe that they do not engage in such activities
adopt a program to comply with AML Legislation in case Triggering Activities
are inadvertently performed.
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CHAPTER 3

What to Do if the Obligations
Are Applicable

Accountants and Accounting Firms that engage in Triggering Activities are subject

to the obligations of AML Legislation. Those obligations include the requirement to
perform certain tasks when engaging in Triggering Activities that are associated with
certain types of transactions, and to implement and maintain a program to ensure that
those tasks are performed.

3.1 Required Tasks When Engaged
in Triggering Activities
Being engaged in a Triggering Activity by itself does not trigger any required
transaction-related tasks.?* Certain tasks must be performed if engaged in
a Triggering Activity and one or more of the following situations (or “Spe-
cial Cases”) arise in connection with the Triggering Activity: the receipt of
C$3,000 or more;?® the receipt of C$10,000 or more in cash; reasonable
grounds to suspect money laundering or terrorist financing; and, knowledge
of terrorist property. The following table summarizes those situations and the
associated task obligations.

24 Notwithstanding, engaging in any Triggering Activity gives rise to the obligation to implement and maintain a compli-
ance program.

25 All amounts are expressed in Canadian dollars. Amounts received in foreign currencies must be translated to Canadian
dollar equivalents using the official conversion rate of the Bank of Canada for that currency as published in the Bank
of Canada’s Daily Memorandum of Exchange Rates that is in effect at the time of the transaction to assess whether
applicable thresholds have been met (PCMLTFR paragraph 2(a)).
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Transaction Report

Receipt of Funds
Third Party

Identification
Large Cash
Determination
Report

Terrorist Property

Special Case

Receiving funds of C$3,000 or more . .
(section 3.1.1)

Receiving C$10,000 or more in cash . . . .
(section 3.1.2)

Suspicious activity or transaction (section 3.1.3) . .

Knowledge of terrorist property (section 3.1.4) .

3.1.1 Receiving Funds of $3,000 or More

If funds®® of C$3,000 or more are received by an Accountant or Accounting
Firm in a single transaction in connection with a Triggering Activity, two task
obligations are triggered:

1.  Keep a receipt of funds record.

2. ldentify the client from whom the funds are received.

Those funds might be received in respect of fees, or for any other reason
connected with the Triggering Activity. AML legislation does not specify that
the funds must be received from the client for which the Triggering Activity
is being performed.

3.1.1.1 Exemptions

26

27

28

The obligations noted do not apply if the funds are received from a client that
is a financial entity?’ or a public body.?®

“Funds” are defined in the PCMLTFR 1(2) as meaning “cash, currency or securities, or negotiable instruments or other
financial instruments, in any form, that indicate a person’s or an entity’s title or interest in them.”

“Financial Entity” means an authorized foreign bank, as defined in section 2 of the Bank Act, in respect of its business
in Canada or a bank to which that Act applies, a cooperative credit society, savings and credit union or caisse populaire
that is regulated by a provincial Act, an association that is regulated by the Cooperative Credit Associations Act, a
financial services cooperative, a credit union central, a company to which the Trust and Loan Companies Act applies
and a trust company or loan company regulated by a provincial Act. It includes a department or agent of Her Majesty
in right of Canada or of a province when the department or agent is carrying out an activity referred to in section 45.

“Public Body” means (a) any department or agent of Her Majesty in right of Canada or of a province; (b) an incor-
porated city, town, village, metropolitan authority, township, district, county, rural municipality or other incorporated
municipal body or an agent of any of them; and (c) an organization that operates a public hospital and that is desig-
nated by the Minister of National Revenue as a hospital authority under the Excise Tax Act, or any agent of such an
organization.
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If the funds received involve C$10,000 or more in cash, a Large Cash Trans-
action Report should be completed, retained and filed with FINTRAC instead
of producing a receipt of funds record (see section 3.1.2 —Receiving funds
of $10,000 or More in Cash).

Receipt of Funds Record

A sample receipt of funds record is shown in Appendix F—Sample Receipt
of Funds Record. All fields on that form are mandatory. An Accountant or
Accounting Firm may choose to maintain the information required in a receipt
of funds record as part of its regular records (on paper or electronically in
order that a paper copy can be readily produced from it),?° as long as all
information can be produced to FINTRAC within 30 days of a request.30
The receipt of funds record must be retained for five years following the
date of its creation. Receipt of funds records should not be filed with FIN-
TRAC, however, their details might be subsequently referenced as necessary
in Large Cash Transaction Reports (see section 3.1.2.4) or Suspicious Transac-
tion Reports (section 3.1.3).

Client Identification

Client identification must occur at or before the time of the transaction to
which the receipt relates, although it should occur as soon as practical after
being engaged to conduct a Triggering Activity. In instances where funds are
received unexpectedly and without the client present, and where the client
had not been previously identified, the Accountant or Accounting Firm should
identify the client prior to processing or returning the funds (both to meet
regulatory obligations and to establish ownership over the property).

The purpose of client identification is to verify the identity of the person
(name, address and date of birth) with whom you are dealing, in the case
of a natural person, and, in the case of an entity, to verify the existence
of the entity with which you are dealing and to verify the identity of the
individual who is dealing on its behalf (with reference to corporate/other
entity documentation).

29 PCMLTFR subsection 68(a).
30 PCMLTFR section 70.

15
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AML Legislation permits client identification to occur in the following ways:

1.

For individuals (natural persons):

a. Face-to-face: If the client is met in person, AML Legislation permits
Accountants and Accounting Firms to verify their identity with refer-
ence to one piece of original government-issued valid and unexpired
identification. See Appendix G—ldentification of Individuals in Person:
Method and Form.

b. Non-Face-to-Face: When a client is identified remotely (i.e., they
are not physically present when you inspect their original, valid, and
unexpired piece of government-issued identification), AML Legislation
permits reference to a combination of one necessary and one suffi-
cient identification method. The necessary methods include reference
to credit checks or an attestation by a limited class of professionals,
and the acceptable sufficient identification methods generally include
confirmation against a Canadian deposit account. See Appendix H
— |ldentification of Individuals Non-Face-to-Face: Methods.

c. Using an Agent or Mandatary: It is possible to contract a third party
to conduct face-to-face identification measures on your behalf (i.e.
have a third party pre-contracted to verify the identity of a client
with reference to one piece of original government-issued valid and
unexpired identification. While the task can be delegated to an agent,
the responsibility for client identification rests with the Accountant/
Accounting Firm. See Appendix | —Identification of Individuals by
Third Parties: Methods.

Individual client information records must be maintained for five years fol-
lowing the date on which they were created. It may be prudent to retain
those records for a longer period in case of the need for subsequent reli-
ance in other identification scenarios, and on account of other obligations
and uses, while respecting privacy obligations.

For entities: Where an entity is the client for Triggering Activities, the
Accountant or Accounting Firm must confirm the existence of the entity
with reference to its incorporation records, organizing agreements,
and retain a copy of the part of official corporate records that con-
tains any provision relating to the power to bind the corporation. See



3.1.2

3.1.2.1

3.1.2.2

CHAPTER 3 | What to Do if the Obligations Are Applicable

Appendix J— Confirming the Existence of an Entity. Information collected
in respect of this obligation must be maintained for five years following
the date the last business transaction is conducted.

Successful client identification need not be repeated for subsequent
transactions if the Accountant/Accounting Firm recognizes the client.”

Receiving Funds of $10,000 or More in Cash

When you receive an amount of C$10,000 or more in cash® over one or
more transactions over 24 consecutive hours, in respect of a Triggering Activ-
ity, by, or on behalf of the same person or entity, you must (@) keep a large
cash transaction record; (b) file a large cash transaction report with FINTRAC
within 15 days; and (c) take reasonable measures to determine whether there
is third party involvement.

While an Accountant or Accounting Firm might prohibit the acceptance of
cash by policy or practice, cash may still be received inadvertently (by mail or
otherwise). As a consequence, it is advisable to adopt a policy and procedure
to deal with that eventuality. Some firms have adopted a policy whereby the
sender will be invited to identify themselves to the firm in person and retrieve
the funds intact within a certain number of days following receipt, and noti-
fied that the funds will be returned intact otherwise by the same method

by which they were received. Depositing the funds into the Accountant’s or
Accounting Firm’s account and then remitting them back to the sender may
assist in achieving money laundering objectives, given the apparent legiti-
macy of payments received from an Accountant/Accounting Firm. It has been
the administrative practice of FINTRAC that obligations described below still
apply if the funds are returned, since the cash has been received.

Exemptions
The noted obligations do not apply if the funds are received from a client
that is a financial entity or a public body.

Client Identification

Client identification must occur at or before the time the funds are received,
although it should occur as soon as practical after being engaged to conduct
a Triggering Activity. In instances where funds are received unexpectedly and
without the client present, the Accountant or Accounting Firm should identify
the client prior to processing or returning the funds (both to meet regulatory
obligations and to establish ownership over the property).

31 FINTRAC’s administrative position is that “recognizing the client” involves recognizing the face or voice of an individual.

32 “Cash” means coins or notes issued by the Bank of Canada or coins or bank notes of countries other than Canada.

17
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The purpose of client identification is to verify the identity of the person
(name, address and date of birth) with whom you are dealing, in the case
of a natural person, and, in the case of an entity, to verify the existence of
the entity with which you are dealing and to verify the identity of the indi-
vidual who is dealing on its behalf (with reference to corporate/other entity
documentation).

AML Legislation permits client identification to occur in the following ways:

1. For individuals (natural persons):

a.

Face-to-face: If the client is met in person, AML Legislation permits
Accountants and Accounting Firms to verify their identity with refer-
ence to one piece of original government-issued valid and unexpired
identification. See Appendix G—ldentification of Individuals in Person:
Method and Form.

Non-Face-to-Face: When a client is identified remotely (i.e., they

are not physically present when you inspect their original, valid, and
unexpired piece of government-issued identification), AML Legislation
permits reference to a combination of one necessary and one suffi-
cient identification method. The necessary methods include reference
to credit checks or an attestation by a limited class of professionals,
and the acceptable sufficient identification methods generally include
confirmation against a Canadian deposit account. See Appendix H
—|dentification of Individuals Non-Face-to-Face: Methods.

Using an Agent or Mandatary: It is possible to contract a third party

to conduct face-to-face identification measures on your behalf (i.e,,
have a third party pre-contracted to verify the identity of a client with
reference to one piece of original government-issued valid and unex-
pired identification). See Appendix |—Identification of Individuals by

Third Parties: Methods.

Individual client information records must be maintained for five years
following the date on which they were created.

2. For entities: Where an entity is the client for Triggering Activities, the
Accountant or Accounting Firm must confirm the existence of the entity
with reference to its incorporation records, organizing agreements,
and retain a copy of the part of official corporate records that con-
tains any provision relating to the power to bind the corporation. See
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Appendix J—Confirming the Existence of an Entity. Information collected
in respect of this obligation must be maintained for five years following
the date the last business transaction is conducted.

Successful client identification need not be repeated for subsequent transac-
tions if the Accountant/Accounting Firm recognizes the client.*®

Third Party Determination

Third party determination involves taking measures to confirm whether or

not the person from whom the cash is received is acting on someone else’s

instructions, and then collecting details about that instructing party. The

instructing party may be an individual or an entity. The required details

include:

¢ name, address and principle business or occupation of the third party

e if the third party is an individual, their date of birth

¢ if the third party is a corporation, the incorporation number and place
of incorporation

¢ the nature of the relationship between the third party and the individual
who gives you the cash

This information can be recorded on the Large Cash Transaction Record,
and must be maintained for five years following the transaction.

An employee is not considered to be a third party with respect to their
employer.

Large Cash Transaction Record and Report

AML Legislation requires that Accountants and Accounting Firms create a
Large Cash Transaction Record and retain it for five years following the trans-
action, and also that they file a Large Cash Transaction Report with FINTRAC
on paper or electronically within 15 days following the transaction. Client
identification and third party determination should precede the completion
of the record and report to obtain all necessary details (as long as those
steps can be completed and the report filed within the 15 day timeline).

A sample of the Large Cash Transaction Report form is included in Appen-
dix K—Large Cash Transaction Report Form.** All fields marked with an
asterisk are mandatory fields. All other fields are “reasonable efforts” fields,
which mean that they must be completed if the information is available to
the Accountant or Accounting Firm. Maintaining a copy of the Large Cash

33 FINTRAC’s administrative position is that “recognizing the client” involves recognizing the face or voice of an individual.

34 An electronic version can be obtained from FINTRAC’s website by following this link: www.fintrac.gc.ca/publications/
LCTR-2008-eng.pdf.
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Transaction Report can serve as a Large Cash Transaction Record, since the
mandatory fields of the report cover all the requirements of the record. Field-
by-field guidance on completing the report is included after the sample in
Appendix K—Large Cash Transaction Report Form.

A suspicious transaction report (explained in section 3.1.3) may also be filed
in respect of the transactions reported as large cash transactions if circum-
stances warrant.

3.1.3 Suspicious Transaction or Activity
Within 30 days of the detection of facts first giving rise to suspicion, Accoun-
tants and Accounting Firms must report electronically or on paper attempted
and completed suspicious transactions which relate to Triggering Activities to
FINTRAC using the prescribed forms. A sample form is included at Appen-
dix L—Suspicious Transaction Report Form.*> The occurrence of a suspicious
transaction also gives rise to an obligation to take reasonable measures to
ascertain the identity of a person that attempts or conducts the suspicious
transaction unless that person had been previously identified according to
the AML Legislation standards, or if conducting the identification would make
the person aware that a report was being filed (known as “Tipping Off”).

3.1.3.1 Establishing Reasonable Grounds for Suspicion
According to AML Legislation, Accountants and Accounting Firms are
required to report to FINTRAC, using the prescribed form, every financial
transaction that occurs or is attempted in the course of Triggering Activities
and in respect of which there are reasonable grounds to suspect that the
transaction is related to the commission or the attempted commission of
(@) a money laundering offence; or (b) terrorist activity financing offence.*®

The offence of money laundering in Canada broadly involves a person who
deals with property or proceeds of any property they know or believe was
derived directly or indirectly as a result of a designated offence committed
in Canada or elsewhere, with the intent to conceal or convert®’ that property
or those proceeds.*® Designated offences include all manner of offences
that can generate proceeds and could result in jail sentences of two years
or more (even murder for hire). Particularly, they include offences related to:

35 An electronic version can be obtained from FINTRAC’s website by following this link: www.fintrac.gc.ca/publications/
STR-2008-eng.pdf.

36 PCMLTFA section 7.

37 Convert means to change or transform, and does not require an element of concealment (R. v. Daoust, [2004] 1 SCR
217, 2004 SCC 6).

38 Criminal Code of Canada subsection 462.31.
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drugs, fraud, theft, robbery, tax evasion, copyright, as well as break and enter.
According to FINTRAC, the person reporting the transaction need not have
knowledge or suspicion of the specific offence that gave rise to the proceeds,
only reasonable grounds to suspect that reported transactions are related to
money laundering or terrorist 1‘inanc:ing.39

The offence of terrorist financing generally involves providing or collect-

ing property intending or knowing that it will be used in whole or in part to
carry out a terrorist activity. Terrorist activity includes such things as acts
committed for a political, religious, ideological purpose with the intention
of intimidating the public with regard to economic or physical security, or
compelling any person, government or international organization to do or to
refrain from doing any act, and that intentionally causes or endangers health,
property, services, facilities or systems.40 The government maintains a list
of entities they have reasonable grounds to believe have knowingly carried
out, attempted to carry out, participated in or facilitated terrorist activity; or
knowingly acting on behalf of such an entity.”

Research has found that the methods employed for money laundering and
terrorist financing are similar.

Reasonable grounds to suspect has been held to be equivalent to a “suffi-
cient reasonable articulable suspicion,”? which must rely on a “constellation
of objectively discernible facts”.** A “hunch based on intuition gained by
experience™* is not sufficient. The discernible facts can consist of information
collected about the client, their historical and expected transaction behaviour,
and research conducted. One way of identifying potentially suspicious trans-
actions is to be vigilant about indicators of money laundering (see section
3.1.3.3) at the time of the transaction. Another is through the conduct of
ongoing monitoring and enhanced due diligence of clients and their activities
(discussed in section 3.2).

How Money is Laundered

Money laundering methods are often described in three stages: placement,
layering and integration. A money launderer’s first problem is typically plac-
ing cash into the financial system. The placement stage attracts the most

39 FINTRAC Frequently Asked Questions: www.fintrac.gc.ca/questions/FAQ/2-eng.asp?ans=65.

40 Criminal Code of Canada section 2.

41 www.publicsafety.gc.ca/cnt/ntnl-scrt/cntr-trrrsm/Istd-ntts/crrnt-Istd-ntts-eng.aspx
42 R.v.Mann, [2004] 3 SCR 59, 2004 SCC 52.

43 R.v.Simpson (1993), 12 O.R. (3d) 182.

44 R.v.Mann, [2004] 3 SCR 59, 2004 SCC 52.
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3.1.3.2.1

attention, and is the one at which most money laundering laws and risk miti-
gation tools are directed, and is therefore one of the hardest stages. Even if
just this one stage is accomplished, money is laundered —since the proceeds
of crime have been converted. Placement is so critical to money laundering
because once nefariously generated funds are in the system, it becomes dif-
ficult to distinguish a good dollar from a bad dollar. Placement is sometimes
accomplished by simply depositing illicitly generated funds at a financial
institution, while others involve converting cash into commodities like gold
and diamonds before selling them into the financial system.

More sophisticated schemes also try to create further distance and obscurity
between that original transaction and the ultimate use of the money —ide-
ally severing the audit trail, a process called layering. Layering might involve
changing the domicile of money, or transferring it in ways that obscures the
origin or destination of the funds. Integration is commonly known as the
final stage of money laundering —it is the stage during which the proceeds
of crime are used to buy assets or pay for further criminal operations. For a
money launderer, it is ideal that the assets and payments funded by criminal
activities have an alternative legitimate explanation for their origin.

The methods and techniques employed at any of those stages vary in com-
plexity and sophistication and will depend on the jurisdiction, the origins and
amount of money that needs to be cleaned. A report issued by the Egmont
Group,*® a worldwide association of Financial Intelligence Units, suggests five
general categories of means by which money is laundered (known as “typolo-
gies”): Concealment within Business Structures; Misuse of Legitimate Busi-
nesses; Use of False Identities, Documents, or Straw Men; Exploiting Interna-
tional Jurisdictional Issues; and the Use of Anonymous Asset Types.

Concealment within Business Structures

Money laundering schemes can involve concealing illicit proceeds of crime
within the structure of an existing business owned or controlled by the crimi-
nal organization. The funds can be intermingled with legitimate transactions
of the business and moved throughout the financial system. Detecting this
type of activity is difficult as it may be take great amounts of analysis to
distinguish between legitimate business transactions and those above and
beyond which would be from criminal activities. False invoices and receipts
can be utilized to demonstrate to their financial institution that the transac-
tions have in fact “occurred”. However, the funds being deposited are in fact
proceeds of crime disguised as legitimate business profits.

45 FIU’s in Action: 100 cases from the Egmont Group.



3.1.3.2.2

3.1.3.2.3

3.1.3.2.4

3.1.3.2.5

3.1.3.3

CHAPTER 3 | What to Do if the Obligations Are Applicable

Misuse of Legitimate Businesses

A similar scheme is through legitimate businesses which are not controlled
by the criminal organization. One advantage over the previous scheme is that
this method provides additional separation for the criminal organization as the
criminal funds would be linked to the legitimate business and not the crimi-
nals misusing the business. For instance, illicit funds may be deposited with
a financial institution and transferred to an account held at a foreign financial
institution.

Use of False Identities, Documents, or Straw Men

False identities, documents and “straw men” are another common method uti-
lized to launder proceeds of crime. This involves separating the assets from a
criminal and associating the funds with an individual who had no involvement
with the initial criminal activity. For instance, false documents and identities
can be used to open bank accounts and create a buffer between the criminal
and the illicit funds. Even if the criminal is prosecuted and has all assets under
their name seized, the assets held under a false identity will be available.

Exploiting International Jurisdictional Issues

On a larger scale, international jurisdictions are exploited for the benefit of
laundering money. Criminals will take advantage of differing legislation in for-
eign jurisdictions to successfully launder illicit proceeds of crime. For instance,
identification requirements, disclosure requirements, company formation laws
and secrecy laws all provide avenues that are exploited for the benefit of dis-
guising and laundering funds. In favourable jurisdictions, criminals can open
bank accounts, form corporations and send funds with ease and secrecy and,
therefore, distort the true source and ownership of the illicit funds.

Use of Anonymous Asset Types

Similarly, the use of anonymous asset types allows criminals to separate the
ownership of the assets from themselves and any law enforcement actions
related to those assets. Cash, jewellery and precious metals are all anonymous
asset types favoured by criminals. This explains the prevalence of conducting
drug trafficking in cash as opposed to other payment methods which can be
traced back to the criminal.

Indicators of Money Laundering and Terrorist Financing

In its Guideline 2 in respect to suspicious transaction reports, FINTRAC pro-
vides a number of indicators about which Accountants and Accounting Firms
should be vigilant.46 The presence of an indicator is one factor which may
lead to the consideration of a suspicious transaction report, but by itself is

46 www.fintrac.gc.ca/publications/guide/Guide2/2-eng.asp
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not definitive. Contextual information about the client, the transaction(s) and

historical behaviour will assist in determining whether there are sufficient

grounds to suspect the transactions are relevant to a money laundering

or terrorist financing offence.

e« Client appears to be living beyond his or her means.

e Client has cheques inconsistent with sales (i.e., unusual payments from
unlikely sources).

e Client has a history of changing bookkeepers or accountants yearly.

e Client is uncertain about location of company records.

e Company carries non-existent or satisfied debt that is continually shown
as current on financial statements.

e Company has no employees, which is unusual for the type of business.

e Company is paying unusual consultant fees to offshore companies.

< Company records consistently reflect sales at less than cost, thus putting
the company into a loss position, but the company continues without
reasonable explanation of the continued loss.

¢ Company shareholder loans are not consistent with business activity.

*  Examination of source documents shows misstatements of business
activity that cannot be readily traced through the company books.

e Company makes large payments to subsidiaries or similarly controlled
companies that are not within the normal course of business.

e Company acquires large personal and consumer assets (i.e., boats, luxury
automobiles, personal residences and cottages) when this type of trans-
action is inconsistent with the ordinary business practice of the client or
the practice of that particular industry.

e Company is invoiced by organizations located in a country that does not
have adequate money laundering laws and is known as a highly secretive
banking and corporate tax haven.

Tipping Off

It is an offence to disclose that a suspicious transaction report has been filed,
or to disclose the content of such a report, with the intent to prejudice a crim-
inal investigation, whether or not a criminal investigation has begun.*’ How-
ever, it is common practice in other industries for reporting entities to request
clarifying information about transactions for the purpose of enhanced due
diligence, without reference to suspicious transaction reporting obligations.

47 PCMLTFA section 8.
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Client Identification

The occurrence of a suspicious transaction gives rise to an obligation to take
reasonable measures to ascertain the identity of a person that attempts or
conducts the suspicious transaction unless that person has been previously
identified according to the AML Legislation standards. Identification should
not be attempted if that attempt risks tipping off the client to the consid-
eration or filing of a report. The policy of conducting identification at the
engagement stage for a Triggering Activity helps to alleviate both the need
to identify following a suspicious transaction and the risk that doing so will
tip off a client to the filing of a report.

The purpose of client identification is to verify the identity of the person
(name, address and date of birth) with whom you are dealing, in the case
of a natural person, and, in the case of an entity, to verify the existence of
the entity with which you are dealing and to verify the identity of the indi-
vidual who is dealing on its behalf (with reference to corporate/other entity
documentation).

AML Legislation permits client identification to occur in the following ways:
1. For individuals (natural persons):

a. Face-to-face: If the client is met in person, AML Legislation permits
Accountants and Accounting Firms to verify their identity with refer-
ence to one piece of original government-issued valid and unexpired
identification. See Appendix G—Identification of Individuals in Person:
Method and Form.

b. Non-Face-to-Face: When a client is identified remotely (i.e., they
are not physically present when you inspect their original, valid, and
unexpired piece of government-issued identification), AML Legislation
permits reference to a combination of one necessary and one suffi-
cient identification method. The necessary methods include reference
to credit checks or an attestation by a limited class of professionals,
and the acceptable sufficient identification methods generally include
confirmation against a Canadian deposit account. See Appendix H
—ldentification of Individuals Non-Face-to-Face: Methods.

c. Using an Agent or Mandatary: It is possible to contract a third party
to conduct face-to-face identification measures on your behalf (i.e,,
have a third party pre-contracted to verify the identity of a client with
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reference to one piece of original government-issued valid and unex-
pired identification). See Appendix |—Identification of Individuals by
Third Parties: Methods.

Individual client information records must be maintained for five years follow-
ing the date on which they were created.

2. For entities: Where an entity is the client for Triggering Activities, the
Accountant or Accounting Firm must confirm the existence of the entity
with reference to its incorporation records, organizing agreements, and
retain a copy of the part of official corporate records that contains any
provision relating to the power to bind the corporation. See Appen-
dix J—Confirming the Existence of an Entity. Information collected in
respect of this obligation must be maintained for five years following
the date the last business transaction is conducted.

Completing the Suspicious Transaction Record and Report

Completed and attempted suspicious transactions can be reported to
FINTRAC either electronically, if the Accountant/Accounting Firm has the
technical capability to do so, or, otherwise, in paper format. A copy of the
paper form is attached in Appendix L—Suspicious Transaction Report Form
along with field-by-field guidance on completing the report. A copy must be
retained for five years following the transaction(s), and filed with FINTRAC
within 30 days of the detection of facts first giving rise to suspicion. All fields
marked with an asterisk are mandatory fields. All other fields are “reasonable
efforts” fields, which mean that they must be completed if the information is
available to the Accountant or Accounting Firm.

Maintaining a copy of the Suspicious Transaction Report can serve as a Suspi-
cious Transaction Record, since the mandatory fields of the report cover all
the requirements of the record.

Client identification, if possible, should precede the completion of the record
and report to obtain all necessary details (so long as those steps can be com-
pleted and the report filed within the 30 day timeline).

FINTRAC has identified the suspicious transaction narrative portion of the
report (known as section G) as being the most critical to their intelligence
objectives. In addition to detailing reasons for suspicion, FINTRAC desires
these information elements in the narrative: the names of individuals and
entities involved in transactions; directorships and signing authorities for busi-
ness entities; account numbers and other key identifiers (e.g., date of birth,
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government-issued ID, addresses, telephone numbers); the flow of funds;
historical transaction activity; and associated entities and individuals and
relationships between them (e.g., family members, business associates).*®

Knowledge of Terrorist Property

In the context of performing Triggering Activities, Accountants and Account-
ing Firms are required to report to FINTRAC using the prescribed paper form
without delay when they know they are in possession or control of property
that is owned or controlled on behalf of a terrorist or terrorist group, and
when they believe they are in possession or control of property that is owned
or controlled by or on behalf of a designated person. It is an offence to deal
with such property, and imperative that it be reported without delay to the
RCMP and the Canadian Security Intelligence Service (CSIS). AML Legislation
does not impose a duty on Accountants or Accounting Firms to screen the
names of their Triggering Activities clients against terrorist lists. An Accoun-
tant or Accounting Firm may, for example, become aware of such a situation
because of research conducted during engagement acceptance procedures,
through press clippings, or based on the advice of law enforcement.

If the Accountant or Accounting Firm is not sure that the property is owned
or controlled on behalf of a terrorist, terrorist group or designated person,
FINTRAC encourages the filing of a suspicious transaction report (see sec-
tion 3.1.3) instead of a terrorist property report.

Terrorists, Terrorist Groups, and Designated Persons

Canada’s listings of terrorists, terrorist groups, and designated persons are
available on the Public Safety Canada website (www.publicsafety.gc.ca/cnt/
ntnl-scrt/cntr-trrrsm/Istd-ntts/crrnt-Istd-ntts-eng.aspx) and from the Office
of the Superintendent of Financial Institutions’ website (www.osfi-bsif.gc.ca/
Eng/fi-if/amlc-clrpc/atf-fat/Pages/default.aspx).

Definition of Property

Property means any type of real or personal property which includes any
deed or instrument giving title or right to property, or giving right to money
or goods (for example, cash, bank accounts, insurance policies, money orders,
real estate, securities, precious metals and stones, and traveler’s cheques).

48 FINTRAC Feedback on Suspicious Transaction Reporting.


http://www.publicsafety.gc.ca/cnt/ntnl-scrt/cntr-trrrsm/lstd-ntts/crrnt-lstd-ntts-eng.aspx
http://www.publicsafety.gc.ca/cnt/ntnl-scrt/cntr-trrrsm/lstd-ntts/crrnt-lstd-ntts-eng.aspx
http://www.osfi-bsif.gc.ca/Eng/fi-if/amlc-clrpc/atf-fat/Pages/default.aspx
http://www.osfi-bsif.gc.ca/Eng/fi-if/amlc-clrpc/atf-fat/Pages/default.aspx
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Filing a Terrorist Property Report

The Terrorist Property Form included as Appendix M—Terrorist Prop-

erty Form®® must be filed with FINTRAC without delay by faxing it to
1.866.226.2346. A copy must be retained for five years following the transac-
tion, and it is advisable to maintain a record of successful transmission of the
fax. Instructions to complete the form are included on the pages following the
form. All fields marked with an asterisk are mandatory fields. All other fields
are “reasonable efforts” fields, which mean that they must be completed if
the information is available to the Accountant or Accounting Firm.

Advising the RCMP and CSIS

Concurrent with the filing of a terrorist property report, the Accountant or
Accounting Firm must send the information to the RCMP and CSIS without
delay. That may be accomplished by faxing the completed terrorist property
report to the RCMP Anti-Terrorist Financing Team at 613.949.3113 and to the
CSIS Financing Unit at 613.231.0266. It is advisable to maintain a record of the
successful transmission of both faxes.

Ongoing Monitoring of Triggering Activity
Business Relationships
Pursuant to regulatory amendments known as SOR/2013-15, Accountants
and Accounting Firms must recognize the establishment of a “business
relationship” with any client for which two or more Triggering Activities are
performed and client identification is required after January 31, 2014, within
any rolling five year period. That is, a business relationship is established for
every client for which two or more transactions occur involving the creation
of a receipt of funds record and a large cash or suspicious transaction report
is filed within any rolling five year period. The establishment of a business
relationship gives rise to the immediate obligation to keep a record that sets
out the “purpose and intended nature of the business relationship”, and then
the ongoing obligations to periodically monitor the business relationship, on
a risk-sensitive basis, for the purpose of:
1. Detecting any reportable suspicious transactions or attempted suspicious
transactions.
2. Keeping client identification information up-to-date.
3. Reassessing the level of risk associated with the client’s transactions and
activities.

49 An electronic version can be obtained from FINTRAC’s website by following this link: www.fintrac.gc.ca/publications/
TPR-2008-eng.pdf.


http://www.fintrac.gc.ca/publications/TPR-2008-eng.pdf
http://www.fintrac.gc.ca/publications/TPR-2008-eng.pdf

3.2.1

3.2.2

CHAPTER 3 | What to Do if the Obligations Are Applicable

4. Determining whether transactions or activities are consistent with the
information obtained about the client, including the risk assessment
of the client.

All of the measures and the definition of purpose and intended nature of the
business relationship are with reference only to Triggering Activities. Non-
Triggering Activities (such as the performance of an audit engagement) are
to be excluded from the analysis.

Measures undertaken to conduct ongoing monitoring, as well as findings and
outcomes, must be documented. Ideally, all ongoing monitoring for any given
client is conducted on the same cycle to achieve efficiencies.

Defining the Purpose and Intended Nature
of a Business Relationship

In FINTRAC’s Guideline 6D, a non-exhaustive list of three potential “Purpose
and Intended Nature of Business Relationship” descriptions is suggested:

e transferring funds or securities

e paying or receiving funds on behalf of a client

e purchasing or selling assets or entities

The Purpose and Intended Nature of Business Relationship must be recorded
in a Business Relationship Record created at the inception of the business
relationship. FINTRAC guidance suggests that the information recorded is
meant to assist in understanding the client’s activities over time, and that a
determination could be achieved through a combination of information on
hand and inquiries of the client. In professional accounting scenarios, the
engagement letter typically documents the client’s objectives (purpose of
the business relationship) and services to be offered (nature of the business
relationship). It is critical that policies and procedures reflect the adoption of
that information source for the determination if that is the approach taken by
the Accountant or Accounting Firm.

Ongoing Monitoring: Detecting Suspicious Transactions and
Assessing Consistency of Transactions with Client Knowledge
and Risk

An ongoing monitoring exercise to detect suspicious transactions for a cli-
ent with which an Accountant or Accounting Firm has established a business
relationship for Triggering Activities would generally involve a historical review
of Triggering Activities conducted in the period under the review. The review
frequency and scope would depend on the assessment of the client’s risk,
and should be documented. Triggering Activity transactions would generally
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be compared against expectations and in view of suspicious transaction indi-
cators, for a perspective that might not have arisen for consideration of each
Triggering Activity transaction in isolation.

Ongoing Monitoring: Keeping Client Identification Information
Up-To-Date

Keeping client identification up-to-date for clients with which the Accountant
or Accounting Firm has established a business relationship must occur with

a frequency commensurate with the client’s money laundering risk. Updating
client information does not involve re-identifying the client —re-identification
should generally occur only when the veracity of identification is in question,
or when a client is not recognized in the course of a transaction attempt.
Client information updates, rather, involve re-confirming and updating infor-
mation regarding client identification which might change over time, such as
legal name, address and occupation. The measures taken and outcomes must
be documented contemporaneously.

Ongoing Monitoring: Reassessing Client Risk Levels

As explained in the section titled 3.3.2 Risk Assessment and Mitigation, client
risk levels are determined with reference to their characteristics, products
and services, relevant geographies and other relevant factors. Through ongo-
ing monitoring with a frequency determined by the pre-existing risk level,
client risk is re-evaluated against risk factors established by the Accountant
or Accounting Firm. Based upon a review of the client’s activities and transac-
tions and the updated client information, it may result in a higher or lower risk
assessment for the client. For instance, if the client has reduced the amount
of activity and their transactions have become less frequent, all else being
equal, their risk level may be reduced to low from medium. The opposite is
also true where based on a change in client information and activity, the level
of risk can be raised from low to medium or high. The rationale for changes
to the risk level should reflect the risk assessment methodology established
when the risk assessment documentation was created.
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Implementing and Maintaining a Program to Ensure
Performance of Compliance Tasks

AML Legislation requires that Accountants and Accounting Firms implement
and keep an up-to-date program to achieve compliance with required tasks.
The Compliance Regime is comprised of five mandatory components:

1. a designated compliance officer

an inherent risk assessment and risk mitigation plan

policies and procedures

an ongoing training program

an effectiveness review

GEFNENEN

Designated Compliance Officer

As part of the Compliance Regime, you are required to appoint a person
who is responsible for the implementation of the Compliance Regime. The
Compliance Officer has an overall accountability for the Compliance Regime.
The person that is appointed the role of the Compliance Officer should be
adequately qualified and maintain relevant anti-money laundering and coun-
ter terrorist financing knowledge.

Sample Role Description of a Compliance Officer

¢ The Compliance Officer is to ensure that the AML policies and procedures
are kept up-to-date and that all changes are approved by Senior Manage-
ment and the Board of Directors.

e The Compliance Officer is to ensure that the risk-based training program
is documented and tailored to meet the AML roles and responsibilities of
different staff.

¢ The Compliance Officer is to ensure that the effectiveness review of
the organization’s Compliance Regime will be conducted at least every
two years.

*  The Compliance Officer is to conduct an assessment of the inherent risk
of money laundering and terrorist financing on an ongoing basis.

e The Compliance Officer should understand and monitor the effectiveness
of the technology used to enable AML compliance to ensure that transac-
tional alerts and regulatory reports generated are accurate, complete and
reflect the actual operations of the organization.

31
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Sample Qualifications of a Compliance Officer

The person that is appointed the role of the Compliance Officer should be

adequately qualified and maintain relevant anti-money laundering and coun-

ter terrorist financing knowledge. The Compliance Officer should have the

following:

e Thorough working knowledge of money laundering and counter terrorist
financing risks and controls of the organization.

«  Knowledge of the anti-money laundering and counter terrorist financing
regulatory requirements.

 Broad knowledge of the operations of the organization.

e Appropriate professional qualifications, experience and strong leadership
skills.

The appointment of the Compliance Officer, and any changes to that appoint-
ment, should be formally documented.

Risk Assessment and Mitigation

Accountants and Accounting Firms’ Risk of Money Laundering/Terrorist
Financing

Accountants are considered “gatekeepers” of the financial system. Gatekeep-
ers, as defined by the Financial Action Task Force (FATF), are individuals that
protect the gates to the financial system through which potential users of the
system, including launderers, must pass in order to be successful.

According to studies conducted by international organizations, accountants
are highly susceptible to money laundering risk and have been exploited by
money launderers, with and without the accountant’s knowledge of the illicit
operations or objectives. Money launderers increasingly rely on the advice
or services of specialized professionals to help facilitate their financial opera-
tions. Accountants have specific skills and expertise and can provide special-
ized services, advice and access to industry insiders.

Accountants provide a wide range of services that are most useful to poten-

tial money launderers. These services include:

*  buying and selling real estate

e management of client money, securities or other assets

 management of bank, savings or securities accounts

e organization of contributions for the creating, operation or management
of companies

e creation, operation or management of legal person or arrangements,
and buying and selling of business entities
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According to the Global Money Laundering and Terrorist Financing Threat
Assessment published by the FATF in 2010, the most significant cases
involved sophisticated schemes that were only possible with the assistance
of skilled professionals that were able to set up corporate structures to dis-
guise the source and ownership of the money.

Requirement for a Risk Assessment

Accountants and Accounting Firms are obligated to include in their Compli-
ance Regimes the conduct and documentation of a money laundering and
terrorist financing risk assessment, and to adopt measures which mitigate
identified risks.

Risk assessment requirements are prescribed at subsection 9.6(2) of the
PCMLTFA, and paragraph 71(1)(c) of the Proceeds of Crime (Money Laun-
dering) and Terrorist Financing Regulations (PCMLTFR). Those provisions
require that Accountants and Accounting Firms assess and document the
risk (likelihood and significance) of money laundering or terrorist financing
activity occurring in the course of their activities. It must take into account
the organization’s:

1. clients and business relationships

2. products and delivery channels

3. geographic location of activities

4. other relevant factors

Neither the FATF nor FINTRAC advocate a particular method or format for
risk assessments, but expect that the risk-based approach will lead to greater
diversity in practice which can lead to innovation and improved compliance.

The PCMLTFA at subsection 9.6(3) and the PCMLTFR at section 71.1 require
that prescribed special measures be taken for higher risk activities, including
policies and procedures for periodic client identification updates, ongoing

monitoring for the purpose of detecting suspicious transactions, and others

that mitigate identified risks.

Ultimately, risk assessments should lead to controls designed to make it more
difficult for criminal elements to use Accountants and Accounting Firms to
launder their illicit proceeds.

Risk Assessment Process

The risk assessment process is a consultative process throughout the orga-
nization which allows for a thorough understanding of the business structure
along with all areas of risk. The first step in the risk assessment process is
identifying where within your organization Triggering Activities are being
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conducted and classifying those activities into the correct category. For
instance, the business consulting team at an Accounting Firm may purchase
and sell businesses on behalf of their clients. To determine what activities are
being conducted can involve interviews with partners or service line leads to
obtain an adequate understanding of the business to determine if Qualify-
ing Activities are being conducted or could be conducted in the future. A
guestionnaire can be used if the organization is large with offices across the
country. Once it has been determined where the activities are being con-
ducted and which specific ones they are, a risk rating can be completed on
each specific Qualifying Activity.

FINTRAC guidance provides assistance with the risk rating process and allows
for objective classification using established criteria. For instance, services
that allow for client anonymity are recommended to be rated as high risk
services. This criterion can be applied to Triggering Activities because it is not
a requirement to identify a client unless they have provided funds of $3,000
and above, conducted a large cash transaction or conducted/attempted

a suspicious transaction. Therefore, any Triggering Activity that does not
involve a trigger for ascertaining identification may be classified as high risk.
This example is meant as a guide and, in practice, many other factors can be
considered in the risk rating process of all products and services.

Regardless of the risk rating, it is important to provide rationale for the rating
and to ensure that the reasons provided are reasonable. The level of risk asso-
ciated to each Triggering Activity will determine if any additional enhanced
due diligence needs to be taken. For activities deemed to be low or medium
risk, it is not a requirement to have enhanced due diligence measures, but if
the risk of the activity is high, enhanced due diligence measures are manda-
tory. In the example above, if the transaction is conducted without requiring
identification and it is deemed high risk, additional enhanced due diligence
measures should be documented and conducted.

Risk Assessment

The Compliance Regime is to include a documented risk assessment of the
risk of money laundering and the terrorist financing offence. The risk assess-
ment involves assessing and documenting the risks, taking into consideration
the following risk categories:

Clients and business relationships

This factor should fully explain all clients that you are dealing with and it
should consider the nature of the relationship with the clients. It is about
understanding your clients and the types of activities and transactions that
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they normally conduct. The nature of the relationships should consider things
such as the length of the relationship and how the client was acquired or
introduced. Certain client industries are considered a higher risk of money
laundering and/or terrorist financing such as cash-intensive businesses,
and these elements should be considered within the risk of each client. For
instance, the risk level of a client with a convoluted legal structure based in
a known client offshore secrecy jurisdiction would, all else being equal, be a
higher risk client than an individual client engaged in a personal tax return
service. It is recommended that a list of low, medium and high risk business
types be created that can be used objectively for all future clients. The same
process is recommended for occupation types.

Products and delivery channels

Elements to consider within this factor include itemizing all products and
services that are offered and assessing the risk of money laundering and/

or terrorist financing associated with each specific product and service. For
instance, the risk associated with a short tax engagement may be lower than
the risk of an extensive investment advisory engagement spanning several
years. The delivery channels through which products and services are offered
also need to be analyzed within this risk factor. Specifically, you need to con-
sider how the products and services are actually delivered to your clients. For
instance, are all clients serviced through face-to-face meetings or are there
any offerings available through non-face-to-face methods. The risk of hav-
ing non-face-to-face delivery methods would, all else being equal, be higher
than face-to-face as the ability to disguise identification becomes easier with
the increase in distance between the service/product supplier and the client.
It is recommended that a list of all products and services be created along
with their associated risk. Any products or services that are determined to
be a high risk of money laundering and/or terrorist financing would require
your organization to document enhanced due diligence measures when those
products or services are offered.

Geographic location of the activities

It is important to consider the geographic locations in which your organiza-
tion operates in addition to the geographic location of your clients. Specific to
area of operations, the level of detail may be as high-level as a breakdown by
province or as granular as an office-by-office risk assessment. The crime level
and prevalence of specific criminal activities are elements to consider when
completing the assessment of geographic risk of your operations. As well,
the same framework will guide your organization in assessing the geographic
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location of your clients. However, the geographic location of the client may
be included in their specific risk assessment. It is recommended that a risk
scoring be done on all office locations to rank them according to risk.

3.3.2.4.4 Any other relevant factor

3.3.2.4.5

3.3.3

Within this “catch-all” remaining factor, things to consider include all elements
outside of the first three factors. For instance, what is the level of turnover
within your organization? Is there a restriction placed on staff members
before they successfully complete AML training? The risk of money launder-
ing and/or terrorist financing will increase for these elements if the turnover
is high and there are no restrictions to staff responsibilities prior to complet-
ing training. It is recommended that for staff working in areas more prone to
money laundering and/or terrorist financing risks, restrictions or oversight be
placed upon their day-to-day activities until such a time as their training has
been successfully completed.

Risk Mitigation

The purpose of the risk assessment is to apply a risk-based approach where
resources are appropriately allocated to address high risk areas. The risk
assessment should also include risk mitigation measures. This means that
where you have identified areas of high risk, you have to take special mea-
sures to mitigate the risks to a level to which you are comfortable.

The AML Legislation prescribes special measures that are to be applied for
identified areas of high risk, also known as enhanced due diligence measures.
These measures can be specific to the prescribed factor or can be applied
directly to the clients if they are deemed high risk.

Enhanced Due Diligence and Ongoing Monitoring

Where a client conducts a transaction that requires you to identify them,
there are specific AML obligations that require you to conduct ongoing
monitoring. Where you have identified a client to be high risk, you must
also conduct enhanced due diligence measures to mitigate those risks.

Where you have identified the client to be high risk based on your ongoing
monitoring, you must apply enhanced due diligence measures to mitigate the
risk. The AML Legislation prescribes specific enhanced due diligence mea-
sures that are to be applied where there are high risk clients. This includes
applying the following:
 Taking enhanced measures to ascertain client identification that are

in addition to the standard client identification requirements.
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¢ Taking any other enhanced measures to mitigate the identified risks
including:
— keeping client identification information and beneficial ownership
information up-to-date
— enhanced ongoing monitoring of business relationships for the pur-
pose of detecting suspicious transactions to be reported to FINTRAC

Enhanced Due Diligence —Client Specific
The following enhanced due diligence measures can be utilized for high risk
clients:

¢ Requiring that only an acceptable photo identification be accepted when
required to ascertain the client’s identification.

« Requiring a second piece of identification when required to ascertain the
client’s identification.

¢ Confirming the address of the client by requesting affirming documenta-
tion such as a utility bill or cable bill with a matching name.

¢ Confirming the occupation by requesting affirming documentation
such as an employment letter or recent pay stub to confirm the current
occupation.

¢ When dealing with an entity:

— requiring that a status of corporation be provided instead of articles
of incorporation to ensure the corporation is still active

— ascertaining the identification of all directors or authorized signers
of the entity

— confirming the entity’s operations by conducting a physical drive-by
of the premises

— asking for beneficial ownership information on all clients

¢ Reviewing the client’s activity on a pre-determined frequency, such as
every six months or annually, for any suspicious transactions.

* Internet searches for any negative news matches on individual clients or
directors/signing officers from an entity client.

¢ Checking names against a reputable names list such as World-Check for
potential Politically Exposed Foreign Persons (PEFP) upon the creation
of an engagement.

¢ Extending the PEFP determination to include any domestic positions.
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Enhanced Due Diligence —Products, Services, Delivery Channels,
Geographical

The following enhanced due diligence measures can be utilized for high risk

factors:

 For geographical areas ranked high risk, require secondary approval of
all transactions.

e Prohibiting certain transactions if the client is domiciled in a high risk
geographical area.

* Requesting source of funds/source of wealth documentation for clients
in high risk areas.

 Requesting additional identification when offering products or services
deemed high risk.

Ultimately the enhanced due diligence taken is a measure that goes above
and beyond what is required for regular transactions to satisfy standard leg-
islative requirements. It should be noted that a combination of measures may
be used depending on the specific situation and when warranted.

Policies and Procedures

Accountants and Accounting Firms are required to have written and up-
to-date compliance policies and procedures in support of the Compliance
Regime. The compliance policies and procedures should document applicable
legislative requirements and the organization’s procedures to satisfy those
requirements. Procedures should also include those that were developed as
part of the risk-based approach program.

The compliance policies and procedures should be approved by a Senior

Officer and kept up to date, taking into consideration:

e changes to AML legislative requirements

* changes to internal processes and procedures

e changes in products and services that have an effect on AML require-
ments (for example, new services that will trigger a qualifying activity)

e changes in organizational structures that could affect reporting
procedures

Minimum Policies

Considering the parameters and organization of AML Legislation in respect
to Accountants and Accounting Firms, we would expect that, at a minimum,
the policies listed below would form part of their compliance program. In the
immediately following section, we have listed expected headers in a set of
policies and procedures for an Accountant or Accounting Firm.
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General Policies

e “We will identify all Qualifying Activities as they occur within our
organization.”

«  Definitions of Qualifying Activities along with explanations of where
within the organization such activities are being conducted.

Reporting

e “All large cash transactions will be reported to FINTRAC within 15 calen-
dar days of receipt whether received at one time or within 24 hours.”

«  “All suspicious transactions, whether completed or attempted, will be
reported to FINTRAC within 30 days of suspicion.”

e A listing of all suspicious transaction indicators which will lead
to reporting.

e “Any terrorist property will be reported to FINTRAC immediately
upon knowing.”

Record Keeping

«  “All required records will be documented and stored for at least five
years.”

e “All records will be stored in such a way that allows for their retrieval
within 30 days of notice by FINTRAC.”

e “Areceipt of funds record will be kept for every transaction where
we accept $3,000 or more from a client.”

e “Alarge cash transaction record will be kept for every transaction where
we accept $10,000 or more in cash from a client, whether at one time or
within 24 hours.”

¢ “Copies of official corporate records will be kept for all transactions that
require the confirmation of the existence of a corporation.”

¢ “All suspicious transaction reports will be stored on file.”

Ascertaining Identification

«  “When a large cash transaction is conducted, the identity of the conduc-
tor will be ascertained.”

«  “All clients who are the subject of suspicious transactions will have their
identification ascertained except when doing so would tip off the client
that a suspicious report is being sent to FINTRAC.”

e “When a receipt of funds record is created, the client’s identification will
be ascertained and if the individual is acting on behalf of an entity, the
entity’s existence will also be confirmed.”
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3.3.4.1.5 Third Party Determination
« “For every large cash transaction, a third party determination will be
made and if there is a third party connected to the transaction, a record
will be kept documenting their details.”

3.3.4.2 Sample List of Policies and Procedure Headings
Policies and Procedures need to include all legislative requirements under
the PCMLTFA and be specific to your organization. The factors below can
be used to determine the framework of a complete set of Policies and
Procedures.

e Policy Statement

— Objective —explains the objective of the policy.

— Responsibility —explains who is responsible for the compliance
program.

— Background (including relevant legislative requirements and guid-
ance) —provides a summary of legislation that is applicable to the
document.

— Policy application—explains to whom the policies are applicable.

*  Procedures

— Responsibilities —explanation of all accountable parties.

— Appointment of Compliance Officer —statement explaining how
the appointment is made and who is the current compliance officer.

— Procedure Application—explains to whom the procedures are
applicable.

— Foreign Currency Translation—explanation of how transactions in a
foreign currency will be treated.

e Compliance Operations

— Identifying Triggering Activities —explanation of how these activities
will be found in the organization.

— Receipt of funds of $3,000 or more —explains the record keeping
and ascertaining identification steps taken when these occur.

— Receipt of cash of $10,000 or more —explains the record keeping,
ascertaining identification and reporting steps taken when these
occur.

— Completed and Attempted Suspicious Transactions —explains how
these transactions are initially detected and the measures taken when
they are detected.
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— Terrorist Property Reports —explains the process for determining if
property is held and the steps taken when a positive match is found.
— Business Relationship Establishment and Ongoing Monitoring
—explains the concept and what measures are taken to satisfy
the requirements.
— Enhanced Due Diligence —establishes the measures taken and
when they would be applicable.

Risk-Based Approach

— Responsibility and Application —explains who is accountable for this
and how it applies.

— Risk Assessment—includes the four prescribed factors and classifies
all areas into a specific risk category.

— Risk Mitigation —explains the enhanced due diligence measures taken
for areas deemed to be high risk.

Training Program

— Responsibility and Application —explains who this applies to and the
person/team accountable for this program.

— Program Content—summarizes the training material.

Effectiveness Review

— Responsibility and Application —explains who is accountable for this
program component.

— Requirements —explains the methodology and frequency that will apply.

Ongoing Training Program
If you have employees, agents or other persons authorized to act on the com-
pany’s behalf, you must develop and maintain a written ongoing compliance

training program for those employees, agents or persons.

Who Must Take the AML Training?

Anyone who interacts with clients.

Anyone who sees client transaction activities.

Anyone who handles cash or funds in any way.

Anyone who is responsible for implementing or overseeing
the Compliance Regime.
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3.3.5.2

3.3.5.3

What Should Be Included in the Ongoing Training Program?

The ongoing compliance training program is required to be in writing.

Although the AML Legislation does not state what specifically is to be

included in the written training program, there are certain expectations of

what the ongoing training program should cover. Below are sample headings

to include in the ongoing training program:

e content of training material

* how training is to be delivered

e frequency of training

*  how training is to be tracked and documented

e who is to receive training

* new hire training and any restrictions on their responsibilities prior to
completion of training

« how to address individuals that were not present for training

The actual content of the training program should focus on the areas of
greatest importance, and would ideally be role-specific. In an Accounting
Firm, the most important concept to teach all staff members is the defini-
tion of a Triggering Activity and how to recognize one when it occurs. This
key piece of information is a prerequisite to all requirements that come as a
result of the Triggering Activity being conducted and should be understood
by all staff at your organization. The various indicators of suspicious transac-
tions should be taught to all staff as well. Staff members are the first line of
defense in regards to flagging suspicious transactions to the compliance team
and being aware of what types of transactions to flag will go a long way in the
goal of having an effective Compliance Regime. Finally, the training material
should also include a step-by-step process for all staff upon receiving funds
for an engagement that includes Triggering Activities. These three areas are a
must for all staff to understand and should be expanded on depending on the
specific role that the staff member has at your organization.

Sample Training Schedule

A training schedule shows that you have ongoing training in place. It also
provides a summary of your ongoing training program that can be used to
manage internal resources when it comes to training. The training sched-

ule should align with your ongoing training program and indicate who is to
receive training and when training is to roll out. It is important to ensure that
the material provided to staff is in context to their role within the organiza-
tion. The following is a sample training schedule. It is recommended that the
date of each training effort be documented.
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Ascer-
taining Money
Identify- Identifica- | Launder-
ing Trig- tion and ing Meth- | Reporting | FINTRAC
Type of gering Record ods and Transac- Exam
Staff Activities | Keeping Detection | tions Process
Leadership Annual Annual
Compliance Annual Annual Annual Annual Annual

Administrators

Professional Annual Bi-Annual Annual Bi-Annual
Staff
Administrators  Annual Annual Annual Annual

Effectiveness Review

Accountants and Accounting Firms are required to have an effectiveness
review done every two years. The review can be conducted by your internal
or external auditor or by you or the firm if you do not have an auditor.

Important Note: The effectiveness review should be reported to a Senior
Officer within 30 days after the assessment and is to include:
e The findings of the review.
e Any updates made to the policies and procedures based on the
assessment.
e The status of the implementation of the updates that were made
to those policies and procedures.

What Does the Effectiveness Review Cover?

The effectiveness review is a documented review of the effectiveness
of the following areas of the Compliance Regime:

¢ policies and procedures

* risk assessment

e training program

The review must be documented into a report that includes information about
the methodology that was used to conduct the review; the scope of the
review; what was reviewed; and the findings. When testing the effectiveness
of each specific Compliance Regime element above, there are several factors
to consider.
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Within the Policies and Procedures, testing the effectiveness should include:

Checking for the presence of all legislative requirements within the docu-
ment and that they include a policy statement.

Checking for the presence of specific procedures that satisfy each policy
statement.

Verifying that the procedures are actually being adhered to by staff on a
consistent basis throughout the organization.

Reviewing documentation such as client information records and transac-
tion records to test the procedures.

Reviewing reported transactions such as LCTRs and STRs to verify the
timing and quality component.

The Risk Assessment can be tested in a similar method except the verification
process would be tailored with different documentation reviews:

Checking for the presence of all four prescribed factors within the risk
assessment documentation.

Checking for the presence of inherently low, medium and high risk factors
and analyzing whether the risk rankings are current and accurate to the
organization.

Checking for the presence of policy statements related to the risk-based
approach specific to high risk areas that require mitigation measures.
Testing high risk areas through a review of client information and transac-
tions to verify whether the risk mitigation measures have been followed.
Reviewing reported STRs and any transactions flagged as unusual to
verify the process specific to high risk clients.

The Training Program is tested for effectiveness through several measures
including:

Comparing the training material against the specific recipient role within
the organization to test the applicability.

Testing whether all applicable staff are receiving training and whether any
gaps exist through a comparison of current and past employees against
a training tracking sheet.

Reviewing any testing materials in place to ensure that appropriate ques-
tioning is being used.

Checking staff quiz/test scores to test the process of adequate retention
of material.

Interviewing staff to test their understanding and retention of training
material along with the practical applicability of the material specific

to their role.
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3.3.6.2 Sample Scope
The effectiveness review should include the scope of the review that takes
into account the required component of the Compliance Regime. Below is
a sample scope that can be used to ensure that all components are being
covered in the effectiveness review:

Required Components _ Items to Test

Policies and Procedures Document Evaluation AML Policies and Procedures

Operational Evaluation Client identification records
FINTRAC reports

Receipt of funds records

Risk Assessment Document Evaluation Risk assessment document

. Procedures/methodol-
ogy of risk assessment

. Procedures on enhanced
due diligence for high
risk clients

. Documented risk assess-
ment of organization

Operational Evaluation High risk clients

Application of enhanced
due diligence

Monitoring processes

Training Program Document Evaluation Ongoing training program

Training materials

Operational Evaluation Training log

Interviews with staff to
test knowledge of AML

Included in Appendix N—Self-Review Checklist is a checklist against which an
Accountant or Accounting Firm can evaluate their progress towards an effec-
tive compliance program.
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CHAPTER 4

AML and Privacy Obligations

In Canada, Accountants and Accounting Firms have both AML and privacy obligations.
One of the privacy principles is to “minimize collection.” This means Accountants and
Accounting Firms must only collect personal information that you need.

The AML Legislation requires certain information to be collected by reporting entities
and prescribes certain measures for “Know Your Client” (KYC) and “Customer Due
Diligence” (CDD). These measures align with privacy principles as the information
that is required is for KYC purposes.

4.1 Summary of KYC/CDD Requirements

KYC/CDD Requirements Not Required for KYC/CDD

. Identification information (type of . Copy of the identification document
identification document, identification . The inclusion of your client’s Social
reference number, place of issue) Insurance Number in a report to

. Occupation information FINTRAC

. Date of birth

. Address

4.2 Where AML and Privacy Get Complicated

The AML legislation requires that reporting entities apply a risk-based
approach. This means that resources are allocated to areas of high risk in
order to mitigate the risks. Based on the risk assessment that is required to
be conducted and documented by all reporting entities, clients that have
been identified as a high risk for money laundering or a terrorist financing
offence should be subjected to enhanced due diligence (EDD) measures.
However, the AML Legislation is not prescriptive when it comes to defining
EDD measures.

47



48 Guide to Comply with Canada’s Anti-Money Laundering (AML) Legislation

4.3 What Does the AML Legislation Say About
EDD Measures?

The AML Legislation requires enhanced measures be applied and prescribes
certain measures that should be included as part of EDD. The Legislation also
states that “any other enhanced measures” are to be applied to mitigate the
risks. This allows reporting entities to apply their own controls, on top of the
prescribed EDD.

4.4 What Is Required for EDD Measures?

When applying “other enhanced measures” for high risk clients, it is important
that these measures be defined in the compliance policies and procedures
and that these measures are clearly articulated with documented reasoning
for collecting additional information.

4.5 What Information Should Be Documented?
1.  Rationale—For collecting information that is in addition to the standard

request.
2. Process—What information is to be collected for EDD, when EDD
is to be applied, and when and how information is to be collected.

The Privacy Commissioner of Canada has issued two publications about
privacy obligations and the PCMLTFA, a guide for point of service workers
(www.priv.gc.ca/information/pub/faqgs_pcmltfa_02_e.asp), and a questions
and answers page (wWww.priv.gc.ca/information/pub/fags_pcmltfa_0O1_e.
asp#00).

Important Notes. Remember that it is acceptable to let the client know that
the information that you are asking for is required under the Proceeds of
Crime (Money Laundering) and Terrorist Financing Act, unless disclosing
this would tip off the client about a completed or attempted suspicious
transaction report.


http://www.priv.gc.ca/information/pub/faqs_pcmltfa_02_e.asp
http://www.priv.gc.ca/information/pub/faqs_pcmltfa_01_e.asp#001
http://www.priv.gc.ca/information/pub/faqs_pcmltfa_01_e.asp#001
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CHAPTER 5
Interactions with Other
Reporting Entities

There are several things to keep in mind when you are dealing with other reporting enti-
ties. All reporting entities, as defined in the AML Legislation, have specific AML obliga-
tions that are unique to their type of entity, as with Accountants and Accounting Firms.
In the course of your interactions with other financial entities, when you are conducting
services on behalf of your clients, you may be called upon to provide other information
based on the activities of your clients.

Be aware that AML obligations require that reporting entities are adequately identify-
ing their clients, understanding their clients’ activities and are applying a risk based
approach to their clients’ activities. Information that may be requested will have to do
with complying with these obligations.
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CHAPTER 6

FINTRAC Examinations

The Financial Transactions and Reports Analysis Centre of Canada (FINTRAC) is
Canada’s financial intelligence unit. It is an independent agency that was established to
ensure compliance with the Proceeds of Crime (Money Laundering) and Terrorist Financ-
ing Act (PCMLTFA). The PCMLTFA allows FINTRAC to conduct examinations

on reporting entities.

The exam involves a review of records and inquiries into the business for the purpose
of ensuring compliance with the AML Legislation.

6.1

6.2

FINTRAC’s Powers

FINTRAC examinations are legislated under section 62(1) of the PCMLTFA. It
specifically states that “An authorized person may, from time to time, examine
the records and inquire into the business and affairs of any person or entity
referred to in section 5 for the purposes of ensuring compliance with Part 1...”

This power includes allowing an authorized person to enter any premises
where there are records related to the business and access any computer
system to examine any data and to reproduce those records. Authorized
persons would be FINTRAC Compliance Officers who have been authorized
by the Director to ensuring compliance under the legislation. In section 62(2)
of the PCMLTFA, it explicitly states that reasonable assistance shall be given
to authorized persons.

How to Prepare

FINTRAC may select you or your firm to conduct a compliance exam. These
exams are to ensure that you are complying with the PCMLTFA and its
enacted Regulations. When you receive confirmation from FINTRAC that
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they will be conducting an exam, there are a few points to keep in mind. The

FINTRAC Compliance Officer will call and explain the process after notifi-

cation of a compliance examination. A notification letter will be received

shortly after the initial conversation outlining what documentation FINTRAC

will require. Before receiving the letter, it is suggested that all compliance

documentation be assembled and a review of past FINTRAC interactions be

completed. The logistics of the examination should be finalized to ensure all

documentation is assembled as quickly as possible and that sufficient staff is

available to answer any regulator questions. A room should be set aside for

FINTRAC staff if they are coming to the premises and a photocopier should

be made available for their use. Here are some additional things to keep in

mind if you are having a FINTRAC compliance examination:

 Be aware of the deadlines that are noted in the letter from FINTRAC.

e If uncertain of any process, do not hesitate to call the FINTRAC Officer
conducting the exam.

* Provide all documents and transactions that are listed in the letter from
FINTRAC.

« Answer all questions calmly and honestly. Have resources available on
hand during the exam.

What to Expect

The following list provides a summary of the exam process that you can
expect during the exam.

1. Notification of Exam: You will receive a call from FINTRAC notifying
that they will be conducting a compliance exam. The call may include
questions regarding your “Triggering Activities.”

2. Information Request: Following the call, FINTRAC will send a letter
requesting specific information.

Important Note: You have 30 days from the date of the letter to provide
all the information to FINTRAC.

3. Date of Exam: The letter will also indicate the date when they will be
conducting the exam. This can be either via conference call or on-site.
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4. Exam: During the exam, FINTRAC will be asking the Compliance Officer
specific questions. These questions can range from the following about
your organization:

* general business information

e compliance regime

e AML policies and procedures

* risk assessment

e ongoing training program

» effectiveness compliance review
* receipt of funds transactions

5. Exit Interview: At the end of the exam, FINTRAC will summarize deficien-
cies that were noted from the exam. They will also mention that a letter
summarizing the deficiencies will be sent to you. Any guestions stemming
from deficiencies should be asked at this time including obtaining sugges-
tions on how best to remedy all deficiencies.

Follow Up

After FINTRAC’s exam, you should expect to receive a letter from FINTRAC
summarizing all deficiencies found during the exam. The language of the let-
ter will clearly communicate the expectations that FINTRAC has from you in
addition to any further actions being considered by FINTRAC. An action plan
should be developed and implemented internally to rectify all deficiencies in
a timely manner. At a later date, FINTRAC may decide to conduct a follow-up
exam to ensure that you have addressed the deficiencies and have imple-
mented your action plan. Therefore, it is important that you follow your action
plan and that you document what has been done to address those deficiencies.

The consequences of non-compliance vary from minor such as the issuance
of a findings letter asking for continued cooperation to the severe with the
issuance of a monetary penalty and a public naming summarizing all areas

of non-compliance. The penalty amounts can be quite severe and it is not
uncommon to see penalties in the six figure range. When egregious non-com-
pliance has been observed by FINTRAC, the findings letter will explicitly state
that administrative monetary penalties (AMPs) are being considered. Regard-
less of the decision, FINTRAC will send additional correspondence notifying
your organization of their final decision. Should no AMP be pursued, the letter
will state that fact explicitly. However if, FINTRAC decides to pursue an AMP
based on its analysis, a notice of violation will be issued to your organization.
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If a notice of violation is received, your organization has several options avail-
able. Paying the penalty would close the proceedings and result in an admis-
sion of all violations from the non-compliance, and give FINTRAC the right to
publically report the penalty in most cases. Another option is to appeal the
penalty directly with FINTRAC’s Director by providing explanations or argu-
ments for any or all violations cited. This involves a secondary review of all
violations to determine if any of the reasons within the appeal are reasonable.
However, the request for a review must be in writing and submitted within
30 days of receiving the notice of violation. If this appeal is unsuccessful,

a second appeal can be made to the Federal Court. It is prudent to obtain
legal advice and professional AML assistance to help manage responses
and appeals.

Important Note: Always document your progress. Documentation is important
when it comes to showing FINTRAC that you are complying with the AML
Legislation and that you have addressed those deficiencies as stated in your
action plan letter to FINTRAC.

Compliance Assessment Report

All reporting entities, including Accountants and Accounting Firms, may

be asked by FINTRAC to complete a compliance assessment report (CAR).
The CAR is essentially a questionnaire which attempts to obtain a high level
overview of your organization’s operations and if applicable, current level of
compliance. The first section of the questionnaire will ask questions related
to your scale of operations including financial information. The next section
will ask questions regarding Qualifying Activities to determine whether your
organization is subject to the PCMLTFA. If the response to the Qualifying
Activities questions is positive, the remainder of the questionnaire will be
specific to your legislative obligations and whether a Compliance Regime has
been developed and implemented. It is important to answer these questions
truthfully as FINTRAC relies on this to populate their understanding of your
organization and may contact your organization in the future to verify any
information. If any part of the CAR is not fully understood, it is recommended
that your organization contacts FINTRAC for clarification.



55

CHAPTER 7
Appendix A—
Canada’s AML Legislation

7.1

7.2

Provenance

Canada is a founding member of the Financial Action Task Force (FATF),
the international standard setting body for anti-money laundering and anti-
terrorist financing activities. The objective of the FATF is to set standards and
promote effective implementation of legal, regulatory and operational mea-
sures for combating money laundering, terrorist financing and other related
threats to the integrity of the international financial system.

As a member of the FATF, Canada has made a political commitment to imple-
ment the FATF Recommendations that includes implementing measures to
ensure that the financial institutions and intermediaries are adequately able

to identify their customers; to understand their activities; and to conduct
ongoing scrutiny of customers’ activities.

The PCMLTFA and its enacted Regulations sets out Canada’s AML regime
whereby designated financial and non-financial entities that provide access
to Canada’s financial system are obligated to comply with these standards.

Purpose

The objective of the PCMLTFA is to implement specific measures to detect
and deter money laundering and the financing of terrorist activities and to
facilitate the investigation and prosecution of money laundering offences
and terrorist activity financing offences.
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Canada’s AML regime was developed to respond to the threat posed by orga-
nized crime by providing law enforcement officials with the resources they
need and to assist Canada in fulfilling its international commitment in protect-
ing the integrity of the international financial system.

Players

There are a wide range of players that are part of Canada’s AML regime.
They range from individuals to entities and from federal departments to
international entities. Below is summary of the players:

Who has reporting requirements to
FINTRAC?

What is FINTRAC?

Reporting Entities:

. financial institutions

. life insurance companies and
life insurance brokers or agents

. legal counsel and legal firms

. securities dealers

. money service businesses

. Accountants and Accounting Firms

. British Columbia notaries

. real estate brokers, sales representatives
and developers

. dealers in precious metals and stones

. casinos

Entities that may also report:

. public

. federal agencies (e.g. Canada Border
Services Agency, Canada Revenue
Agency, Canadian Security Intelligence
Service)

. foreign financial intelligence units

All reporting entities have reporting require-
ments to FINTRAC.

FINTRAC is Canada’s financial intelligence
unit and is responsible for the overall
supervision of reporting entities to determine
compliance with Canada’s AML regime.

FINTRAC reports to the Department of
Finance and is overseen by the following

departments:
. Office of the Privacy Commissioner
of Canada

. Office of the Auditor General of Canada
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Who does FINTRAC share information with? FINTRAC may disclose information if it has
reasonable grounds to suspect that the infor-
mation would be relevant to an investigation
or prosecution of a money laundering or ter-
rorist activity financing offence, or relevant
to threats to the security of Canada.

The following is a list of agencies FINTRAC
may disclose information to:

. law enforcement

. Canadian Security Intelligence Service
. Canada Revenue Agency

. Canada Border Services Agency

. foreign financial intelligence units

Penalties and Criminal Fines for Non-Compliance
FINTRAC has legislative authority to issue criminal and administrative
penalties against the entity and other persons where non-compliance

has been identified.

Administrative Monetary Penalty (AMPs)
AMPs allow for a measured and proportionate response to particular
instances of non-compliance. Violations are classified as follows:

Classification Penalty

Minor Carries maximum penalties up to $1,000
Serious Carries maximum penalties up to $100,000
Very Serious Carries maximum penalties up to $500,000

Penalties are determined in relation to the degree at which the violation
obstructs the ability to detect and deter money laundering and terrorist
activities.

Criminal Penalties

FINTRAC may disclose cases of non-compliance to law enforcement when

there is excessive non-compliance or little expectation of immediate or future

compliance. Criminal penalties include:

»  Failure to report suspicious transactions: up to $2 million and/or five years
imprisonment.

e Failure to report a large cash transaction: up to $500,000 for the first
offence, and $1 million for subsequent offences.

*  Failure to meet record keeping requirements: up to $500,000 and/or
five years imprisonment.
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e Failure to provide assistance or provide information during compliance
investigation: up to $500,000 and/or five years imprisonment.

« Disclosing a fact that a suspicious transaction report was made,
or disclosing contents or the report, with the intent to prejudice
a criminal investigation: up to two years imprisonment.
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Appendix B—
Links to FINTRAC Guidance®®

FINTRAC Guidelines for the accounting sector are divided into separate sections
specific to the subject matter. The following Guidelines are applicable to Accountants
and Accounting Firms:

Guideline 1T—Backgrounder:
www.fintrac-canafe.gc.ca/publications/guide/Guidel/1-eng.asp

Guideline 2 —Suspicious Transactions:
www.fintrac-canafe.gc.ca/publications/guide/Guide2/2-eng.asp

Guideline 3A —Submitting Suspicious Transaction Reports to FINTRAC Electronically:
www.fintrac-canafe.gc.ca/publications/guide/Guide3A/str-eng.asp

Guideline 3B —Submitting Suspicious Transaction Reports to FINTRAC by Paper:
www.fintrac-canafe.gc.ca/publications/guide/Guide3B/3b-eng.asp

Guideline 4 —Implementation of a Compliance Regime:
www.fintrac-canafe.gc.ca/publications/guide/Guide4/4-eng.asp

Guideline 5—Submitting Terrorist Property Reports:
www.fintrac-canafe.gc.ca/publications/guide/Guide5/5-eng.asp

Guideline 6 —Record Keeping and Client Identification:
www.fintrac-canafe.gc.ca/publications/guide/Guide6/6-eng.asp

50 Please note that the information on FINTRAC’s website is subject to change and is not intended to replace the
PCMLTFA and associated Regulations.


http://www.fintrac-canafe.gc.ca/publications/guide/Guide1/1-eng.asp
http://www.fintrac-canafe.gc.ca/publications/guide/Guide2/2-eng.asp
http://www.fintrac-canafe.gc.ca/publications/guide/Guide3A/str-eng.asp
http://www.fintrac-canafe.gc.ca/publications/guide/Guide3B/3b-eng.asp
http://www.fintrac-canafe.gc.ca/publications/guide/Guide4/4-eng.asp
http://www.fintrac-canafe.gc.ca/publications/guide/Guide5/5-eng.asp
http://www.fintrac-canafe.gc.ca/publications/guide/Guide6/6-eng.asp
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Guideline 7A—Submitting Large Cash Transaction Reports to FINTRAC Electronically:
www.fintrac-canafe.gc.ca/publications/guide/Guide7A/Ictr-eng.asp

Guideline 7B—Submitting Large Cash Transaction Reports to FINTRAC by Paper:
www.fintrac-canafe.gc.ca/publications/guide/Guide7B/7b-eng.asp

Please note that the Guidelines are periodically updated to reflect any changes in the
legislation or any significant guidance that FINTRAC issues.


http://www.fintrac-canafe.gc.ca/publications/guide/Guide7A/lctr-eng.asp
http://www.fintrac-canafe.gc.ca/publications/guide/Guide7B/7b-eng.asp
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Appendix C—

Summary of Changes
Effective February 1, 2014

Regulatory amendments known as SOR/2013-15 were published on January 31, 2013 in
the Canada Gazette (http://gazette.gc.ca/rp-pr/p2/2013/2013-02-13/html/sor-dors15-
eng.html) with an effective date of February 1, 2014. They have created new require-
ments for Accountants and Accounting Firms which have been incorporated into this
guidance that include:

1.  The requirement to recognize the establishment of a “business relationship” with
clients for which a first Triggering Activity is performed following the effective
date of the amendments, and to document the “purpose and intended nature
of the business relationship.”

2. The requirement to conduct and document “ongoing monitoring” measures in
respect of all business relationships established following the effective date of
the amendments for the purpose of:
¢ Detecting reportable transactions.

*  Keeping client identification up-to-date.

¢ Re-assessing the level of risk associated with the client’s transactions and
activities.

¢ Determining if the transactions and activities are consistent with the informa-
tion received from the client (including the “purpose and intended nature of
the business relationship”).


http://gazette.gc.ca/rp-pr/p2/2013/2013-02-13/html/sor-dors15-eng.html
http://gazette.gc.ca/rp-pr/p2/2013/2013-02-13/html/sor-dors15-eng.html




CHAPTER 10

Appendix D —
FINTRAC Interpretation
Notice No. 2

Source: www.fintrac-canafe.gc.ca/publications/FINS/2008-07-08-eng.asp

NOTE: As of November 1, 2013, the name of the Canadian Institute of Chartered
Accountants (CICA) Handbook changed to the Chartered Professional
Accountants of Canada (CPA Canada) Handbook.
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CHAPTER 1

Appendix E—
FINTRAC Interpretation
Notice No. 7

Source: www.fintrac-canafe.gc.ca/publications/FINS/2011-02-17-eng.asp
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CHAPTER 12
Appendix F—
Sample Receipt
of Funds Record

RECEIPT OF FUNDS RECORD

The following information must be collected, retained and recorded for each prescribed transaction where
the organization receives funds with a value of CAD 3,000 or more in any form from a client in respect of
Triggering Activities.

INFORMATION ON THE INDIVIDUAL FROM WHOM YOU RECEIVED THE FUNDS

Last Name First Name

Street Address Apartment/Unit #
City Prov. Postal Code

Date of Birth Nature of Principal Business

or Occupation

TRANSACTION INFORMATION

Transaction Amount Currency
Date

Purpose, Other Persons

Details and or Entities

Type of Involved

Transaction

If funds were received in cash, how the cash was
received

IF AN ACCOUNT WAS AFFECTED BY THE TRANSACTION
Account # Type of Account

Accountholder’s Full Name Currency of Transaction

ENTITY INFORMATION, IF APPLICABLE

Name of Entity Nature of Principal Business
Street Address Apartment/Unit #
City Prov. Postal Code

If the receipt of funds record is about a corporation, you also need to keep a copy of the part of the
official corporate records showing the provisions relating to the power to bind the corporation regarding
the transaction.
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Instructions on completing the Receipt of Funds Record
Information on the person providing the funds should be included on this form and be
as specific as possible. Specifically:

The address should be their physical location and not a PO Box.

The occupation should be as specific as possible and should avoid vague
occupations such as “self-employed,” “consultant” and “import export.”

The purpose of the transaction should explain the whole transaction such as
“received funds from client to wire.”

If the funds are in cash form, this should be explained using such wording as

“in person” “mailed” or “courier.”

The sections on accounts would be applicable if the funds were received in a form
other than cash. For instance, if the client gave you a cheque, the account informa-
tion related to that cheque should be recorded.

The section on entity information would be applicable if the client is not an individ-
ual. In that case, information on the individual conducting the transaction on behalf
of the entity and the information on the entity would both be required.

If the client is an entity that is incorporated, a copy of their record that binds them to
the transaction needs to be kept.



CHAPTER 13

Appendix G—

|dentification of Individuals
In Person: Method and Form

13.1

13.2

Requirements

A client’s identification must be ascertained when any of the following occur
as part of an engagement for which Triggering Activities have occurred.

e receipt of funds of $3,000 or above

¢ large cash transaction

e suspicious transaction (completed or attempted)

When dealing with an entity, both the entity and the individual conducting
the transaction on the entity’s behalf must be identified.

Method

Face-to-face client identification means that you can physically meet the

client and can refer to their identification document. For an identification

document to be valid, it must include the following:

¢ Not be prohibited by provincial or territorial legislation for identification
purposes.

¢ Must have a unique identifier number.

¢ Must have been issued by a provincial, territorial or federal government.

e Cannot have been expired.

¢ Must be an original and not a copy of the document.
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Some examples of identification documents that FINTRAC has provided

include:

* Insurance Corporation of British Columbia

e Alberta Registries

* Saskatchewan Government Insurance

 Department of Service Nova Scotia and Municipal Relations

* Department of Transportation and Public Works of the Province of Prince
Edward Island

*  Service New Brunswick

«  Department of Government Services and Lands of the Province of New-
foundland and Labrador

 Department of Transportation of the Northwest Territories

e Department of Community Government and Transportation of the Terri-
tory of Nunavut

What information needs to be collected when referring to the identification
document?

When you refer to a client’s identification document, you must keep a record
of the following information:

e The type of identification document.

* The reference number on the identification document.

e The place of issue of the identification document.

You do not need to take a copy of the identification document, as long as you
keep the required information about the identification document.
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13.3 Form

Collect the following information for each individual (personal) client or for individuals who can authorize
a transaction on behalf of the entity.

Acceptable identification must be an original (not a copy), valid (not expired), bear a unique reference
number and be issued by a provincial, federal or similar government.

The name and address information here must match the identification documents and the address must
be a physical address and not a PO Box or general delivery address.

Last Name First

Home Address Apartment/Unit #
City Prov. Postal Code

Date of Birth Occupation

ID Type [ ]Driver's License [ ] Passport [ ] Other (Specify)

ID number Place of issue

(Province or Country)

EXAMPLES OF ACCEPTABLE IDENTIFICATION DOCUMENTS

. Insurance Corporation of British Columbia

. Alberta Registries

. Saskatchewan Government Insurance

. Department of Service Nova Scotia and Municipal Relations

. Department of Transportation and Public Works of the Province of Prince Edward Island

. Service New Brunswick

. Department of Government Services and Lands of the Province of Newfoundland and Labrador
. Department of Transportation of the Northwest Territories

. Department of Community Government and Transportation of the Territory of Nunavut

71






73

CHAPTER 14

Appendix H—

|dentification of Individuals
Non-Face-to-Face: Methods

14.1 Requirements
A client’s identification must be ascertained when any of the following occur
as part of an engagement for which Triggering Activities have occurred.
e receipt of funds of $3,000 or above
¢ large cash transaction
e suspicious transaction (completed or attempted)

When dealing with an entity, both the entity and the individual conducting
the transaction on the entity’s behalf must be identified.

14.2 Methods

If you are unable to identify a client face-to-face, there are prescribed non-
face-to-face methods that can be used. Non-face-to-face identification
involves a combination method that gives you the option of selecting
two of the following five options.

1. Identification Product Method: Refer to an independent and reliable
identification product that is based on personal information and Canadian
credit history about the individual of at least six months duration.

2. Credit File Method: With the individual’s permission, refer to a credit file.
The credit file must have been in existence for at least six months.
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Attestation Method: Obtain an attestation that an original identification
document for the individual has been seen by a commissioner of oaths
or a guarantor.

Cleared Cheque Method: Confirm that a cheque drawn on a deposit
account that the individual has with a financial entity has cleared.

Deposit Account Method: Confirm that the individual has a deposit
account with a financial entity. This requirement would be specific to

an account held with a Canadian financial institution and it must be a
deposit account (e.g., a chequing or savings account and not a credit
card account). To confirm that a client has a deposit account, you can
either receive confirmation from the financial institution or ask your client
for a copy of their deposit account statement (paper or electronic ver-
sions are both acceptable).

The AML Legislation restricts the type of combinations that you can use
depending on the options. The following is a list of combinations that can
be used for non-face-to-face client identification:

identification product and attestation

identification product and cleared cheque

identification product and confirmation of deposit account
credit file and attestation

credit file and cleared cheque

credit file and confirmation of deposit account

attestation and cleared cheque
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Appendix | —

|dentification of Individuals
by Third Parties: Methods

15.1

15.2

Requirements

A client’s identification must be ascertained when any of the following occur
as part of an engagement for which Triggering Activities have occurred.

e receipt of funds of $3,000 or above

¢ large cash transaction

e suspicious transaction (completed or attempted)

When dealing with an entity, both the entity and the individual conducting
the transaction on the entity’s behalf must be identified.

Methods

You can also rely on an agent or mandatary (a person engaged to perform

a mandate on your behalf) to conduct client identification for you using the
face-to-face method. This requires that you have in place a written agreement
with the agent or mandatary that sets out what you expect from them and
that you obtain from them the client identification information prior to the
performance of the identification function. It is recommended that the effec-
tive date of the agreement and the signature of the agent/mandatary and the
Accountant or Accounting Firm also be included on the agreement. An agent
or mandatary can be any individual or entity.
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An agent/mandatary agreement should explicitly state that the agreement is
for the purpose of ascertaining client identification on behalf of the Accoun-
tant or Accounting Firm under the obligations of the PCMLTFA. It should also
describe what will be done to confirm the identification (e.g., original ID will be
reviewed and compared to the client to confirm that it is the person in ques-
tion). It should also obligate the agent/mandatary to remit to the Accountant or
Accounting Firm details collected in respect of each identification conducted.

When an agent/mandatary ascertains the client’s identification under the
agreement, a record should document the client’s personal information
including their name, address, occupation and date of birth, and details of
the identification include the identification type, reference number and place
of issue. The form included in Appendix G—Ildentification of Individuals in
Person: Method and Form can be adapted for that purpose.
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Appendix J—

Confirming the Existence
of an Entity

16.1

16.2

Requirements

A client’s identification must be ascertained when any of the following occur
as part of an engagement for which Triggering Activities have occurred.

e receipt of funds of $3,000 or above

¢ large cash transaction

e suspicious transaction (completed or attempted)

When dealing with an entity, both the entity and the individual conducting
the transaction on the entity’s behalf must be identified.

Method

Where you are required to identify an entity, you must identify that entity
within 30 days of the transaction associated to the record. Identifying an
entity involves the following:

1. Confirming the existence of the entity.

2. For entities that are corporations
a. obtain the corporation’s name, address
b. the names of its directors
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To confirm the existence of the entity, you can refer to following documents:
. partnership agreement

* articles of association

e business registration

* trust agreement

To confirm the existence of a corporation, and the corporation’s name and

address, you can refer to the following documents:

e corporation’s certificate status

e record that has to be filed annually under provincial securities legislation

e letter or notice of assessment for the corporation from a municipal,
provincial, territorial or federal government

e corporation’s published annual report signed by an independent audit firm

If you received funds from an entity, you must obtain and keep a copy of the
official corporate records that contains any provisions relating to the power
to bind the corporation.

16.3 Form
ENTITY INFORMATION

Name of Entity

Street Address Apartment/Unit #
City Prov. Postal Code
Country

Principal Business
Names of Directors (if entity is a corporation)

COPY OF RECORD CONFIRMING EXISTENCE OF ENTITY

To confirm the existence of a Corporation, refer to the articles of incorporation, certification of corporate
status, published annual report or government notice of assessment.

To confirm the existence of an entity that is not a corporation, refer to partnership agreement, articles of
association or applicable documentation that confirms the formation/existence of the entity.

If record is paper format, a copy must be kept. If electronic version, a record of the entity’s registration
number and type and source of record must be indicated on this form.

If you received funds from an entity, you must obtain and keep a copy of the official corporate records
that contains any provisions relating to the power to bind the corporation.

Type of entity
Type of verification record
Source of verification record

Registration number of entity
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CHAPTER 17

Appendix K—

Large Cash Transaction
Report Form

This form is reproduced with permission from the Financial Transactions and Reports
Analysis Centre of Canada and was up-to-date at the time of printing. As this form

may change, we recommend you check the website to ensure you are using the
latest version.

Source: www.fintrac-canafe.gc.ca/publications/LCTR-2008-eng.pdf
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I * Financial Transactions and Centre d'analyse des opérations
Reports Analysis Centre of Canada et déclarations financieres du Canada

Large Cash Transaction Report

If you have the capability to report electronically, DO NOT use this paper form.
Refer to the reporting section of FINTRAC's Web site — http://www.fintrac-canafe.gc.ca

Use this form if you are a reporting entity and you have to report a large cash transaction to FINTRAC. A large

Is this report about a transaction cash transaction is the receipt of an amount of $10,000 or more in cash in the course of a single transaction.
of less than $10,000 that is part A large cash transaction also includes the receipt of two or more cash amounts of less than $10,000 made by or
of a group of two or more such on behalf of the same individual or entity within 24 consecutive hours of each other that total $10,000 or more.
;ash transactlonshmade V‘f"“"?] For more information about this or about who is considered a reporting entity and for instructions on how to
4h°°"hse°"t'vles 13';;‘;0 eac complete this form, see Guideline 7B: Submitting Large Cash Transaction Reports to FINTRAC by Paper or call
2:0‘:;; at total 310,000 or FINTRAC's toll-free enquiries line at 1-866-346-8722.
Send completed form by mail: FINTRAC, Section A, 234 Laurier Avenue West, 24th Floor, Ottawa, Ontario K1P 1H7

ONO or send completed form by fax:  1-866-226-2346

Include each large cash

transaction in a separate Is this Report a correction to a Report previously submitted?

report.

O YES e Enter the original Report’s Date and Time
Date VEER 0 Time

MONTH DAY HOUR MINUTE

o COMPLETE PART A — whether the information has changed or not

O YES
Include each transaction that
is part of a 24-hour rule group
in the same large cash
transaction report, unless

they were conducted at e |f removing information from a field, strike a line through the field

e Provide the new information ONLY for the affected fields in Part B through Part G

different locations.

REPORTING DATE (2101 1 1 | 4 1) TIME i ) |

HOUR MINUTE

—

Al fields of the report marked with an asterisk (¥) must be completed. The ones that are also marked
“if applicable” must be completed if they are applicable to you or the transaction being reported.
For all other fields, you have to make reasonable efforts to get the information.

1. Reporting entity’s identifier number* (if applicable)

O I s

2. Reporting entity’s full name*
L e

Where did the transaction take place?
3. Street address ™

O e e e N I By B
4.ciy®

G e e e A O B

5. Province ® 6. Postal code ™

O e N o G oy

Whom can FINTRAC contact about this report?
BA. Reporting entity report reference number

O S s I oy

7. Contact — Sumame ¥ 8. Contact — Given name ¥ 9. Contact — Initial/Other
O e G e s o
10. Contact — Telephone number (with area cnde)* 10A. Contact — Telephone extension number
O s o G By By
11. Which one of the following types of reporting entities best describes yuu?*
O Accountant O Casino O Dealer in Precious Metals and Stones O Provincial Savings Office
O Bank O Co-op Credit Society O Life Insurance Broker or Agent O Real Estate
O British Columbia Notary (O Credit Union O Life Insurance Company O Securities Dealer
O Caisse Populaire O Crown Agent O Money Services Business O Trust and/or Loan Company —

(Sells/Redeems Money Orders) [T ]
Canadd

Revised December 2008
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{ NOTE: Please copy this page for each additional, related, large cash transaction (if required).

ated { Transaction D of D}

PART B1 — Information about how the transaction was ini

1. Date of the transact\un* 2. Time of the transaction 4. Date of posting (if different from date of transaction)
G N G Iy @ L
YEAR MONTH DAY HOUR  MINUTES SECONDS  YEAR MONTH DAY
or )
3. Night deposit mdmator* 3A. Quick drop indicator
O If the transaction was not a night drop, leave this box empty. D If the transaction was not a quick drop, leave this box empty.

5. Amount of transaction ™
G ey B B

6. Transaction currency cude* — Enter CAD if Canadian dollars or USD for United States dollars. If another type of currency is involved, see Appendix 1 in Guideline 3B: Submitting
Suspicious Transaction Reports to FINTRAC by Paper.
G

7. How was the transaction conducted? *

O Armoured car QO Courier O Nightdeposit (O Other | | | I I A I A A |

1
DESCRIPTION [OTHER]
O Automated banking O In-branch/Office/Store O Quick drop
machine

O Mail deposit O Telephone

Large Cash Transaction Report
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{ NOTE: Please copy this page for each additional, related, disposition (per transaction) (if required).
{ Transaction D Disposition D of D}
PART B2 — Information about how the transaction was completed

Indicate whether this transaction was conducted on behalf of anyone other than the individual who conducted it. If not, indicate “not applicable.”

On behalf of: O notapplicable © an entity (other than an individual) O another individual © employee depositing cash

(also complete PART F) (also complete PART G) to employer’s business account
8. Disposition of funds*
O Cash out O Outgoing electronic funds transfer O Purchase of jewellery O Purchase of traveller's cheques
O Conducted currency O Purchase of bank draft O Purchase of money order O Real estate purchase/deposit
exchange O Purchase of casino chips O Purchase of precious metals (O Securities purchase/deposit
O Deposit to an account O Purchase of diamonds O Purchase of precious stones
O Life insurance policy (excluding diamonds) Oother L [ [ | | [ | [ | | | | | 1)
purchase/deposit DESCRIPTION (OTHER|
e e e e

POLICY NUMBER

9. Amount of d\sposmun*

O S A

10. Disposition currency cnde* — Enter CAD if Canadian dollars or USD for United States dollars. If another type of currency is involved, see Appendix 1 in Guideline 3B: Submitting Suspicious Transaction
Reports to FINTRAC by Paper.

[ -

Additional information about the funds described in field 8 above
11. Other institution name and number or other entity or person name* (if applicable)

L e e Iy o

12. Other entity or person account number or policy number* (if applicable)

O e e e o A s s By

Large Cash Transaction Report
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{ NOTE: Please copy this page for each additional disposition (if applicable).

PART C — Account information, if the transaction involved an account { Transaction D Disposition D }

Complete this Part ONLY if the transaction involved an account.

1. Branch or transit number where the account is he\d* (if this part is applicable)

L J
2. Account number ™ (if this part is applicable)
S e e e e I A s B I
3. Type of accmum* (if this part is applicable)
Q Personal O Business O Trust Oother \ | | | | [ | | [ [ [ [ bty }
DESCRIPTION [OTHER]

4. Account currency sode* (if this part is applicable) — Enter CAD if Canadian dollars or USD for United States dollars. If another type of currency is involved, see Appendix 1 in Guideline 3B: Submitting
Suspicious Transaction Reports to FINTRAC by Paper.
G

5. Full name of each account holder (the individual(s) or the entity that hold the account) * i this part is applicable)

Large Cash Transaction Report



84 Guide to Comply with Canada’s Anti-Money Laundering (AML) Legislation

NOTE: Please copy this page for each additional tr tion (if applicable).

{ Transaction D }

PART D — Information about the individual conducting the transaction if it is not a deposit into a business account (if applicable)

If the transaction is reportable as one of multiple cash transactions of less than $10,000 each and, because of this, information for any mandatory fields in this part was not obtained at the time of the
transaction (and is not available from your records), you can leave those fields blank

1. Suname * (if this part is applicable) 2. Given name™* (if this part is applicable) 3. Other/Initial
O e e O G A B
4. Client number assigned by reporting emity* (if applicable and if this part is applicable)

O Ay By

5. Street address ¥ (if this part is applicable)

e e e I By B

6 Cny* (if this part is applicable)

G e e e A O B

7. Province or State* (if this part is applicable) 8 Cuumrv* (if this part is applicable)

e o o G e oy Ay
9. Postal or Zip code® (if this part is applicable)

GO Y B

10. Country of residence

G o o A I A |

11. Home telephone number (with area code)

O e sy oy

12. Individual's \demiﬂer* (if this part is applicable)

O Birth certificate O Driver's licence O Passport O Provincial health card O Record of landing / Permanent resident card

Oother L | | | [ | | | | ¢ 1)
DESCAIPTION (OTHER)

13. 1D number (from question 12) * (if this part is applicable)

s B B |
14. Place of issue — Province or State* (if this part is applicable) 15. Place of issue — Cuumry* (if this part is applicable)
e e O e o A I B I
16. Individual's date of birth * (if this part is applicable)
17. Individual's occupanun* (if this part is applicable)
GO e e e A o s s I
18. Individual's business telephone number (with area code) 18A. Telephone extension number
GO o I I A O I B

Large Cash Transaction Report



CHAPTER 17 | Appendix K—Large Cash Transaction Report Form

NOTE: Please copy this page for each additional transaction (if applicable).

{ Transaction D }

PART E — Information about the individual conducting the transaction if it is a deposit into a business account —

other than a night deposit or quick drop (if applicable)

If the transaction is reportable as one of multiple cash transactions of less than $10,000 each and, because of this, information for any mandatory fields in this part was not obtained at the time of the
transaction (and is not available from your records), you can leave those fields blank.

1 Sumams* (if this part is applicable) 2. Given name* (if this part is applicable) 3. Other/Initial

e e e G e e G I I

Large Cash Transaction Report
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NOTE: Please copy this page for each additional disposition (if required).

Transaction[j Disposition D }

PART F — Information about the entity on whose behalf the transaction was conducted (if applicable)

If the transaction is reportable as one of multiple cash transactions of less than $10,000 each and, because of this, information for any mandatory fields in this part was not obtained at the time of the
transaction (and is not available from your records), you can leave those fields blank.

1. Name of corporation, trust or other enmv* (if this part is applicable)

L e e By
2. Type of business® (if this part is applicable)

G o o Iy A |

3

L

Street address* (if this part is applicable)
o |
*
4. City™ (if this part is applicable)
G e e e A O B
Province or state ™ {if this part is applicable) 6. Country ™ (if this part is applicable)
e e o o G e e
Postal or Zip code® (if this part is applicable)
GO ) A B
Business telephone number (with area code) 8A. Telephone extension number

G o I I A O e I

o

~

©

©

Incorporation number* (if applicable and if this part is applicable)

1 T T Y I I
2 3 T T T O O O
3 T e Y I I

Large Cash Transaction Report
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NOTE: Please copy this page for each additional disposition (if required).

TransactionD Disposition D }

PART G — Information about the individual on whose behalf the transaction was conducted (if applicable)

If the transaction is reportable as one of multiple cash transactions of less than $10,000 each and, because of this, information for any mandatory fields in this part was not obtained at the time of the
transaction (and is not available from your records), you can leave those fields blank.

1. Surname™® (if this part is applicable) 2. Given name™® (if this part is applicable) 3. Other/Initial
e e e G e e G I I
4. Street address* (if this part is applicable)

G e e e o A A I

5 C‘ny* (if this part is applicable)

O e e e Iy Iy By

6. Province or State ™ (if this part is applicable) 7 Counlry* (if this part is applicable)

O e e O O o A s S s I
8. Postal or Zip cmde* (if this part is applicable)

Oy I

9. Home telephone number (with area code)

O ey By

10. Business telephone number (with area code) 10A. Telephone extension number

e e e D o Gy B

11. Individual’s date of birth

VEAR \MT‘H—‘DAV

12. Individual’s identifier

O Birth certificate O Driver's licence O Passport O Provincial health card O Record of landing / Permanent resident card
O Other DESCR‘PWNWEM\ O I B
13. D number (from question 12) 14. Country of residence
o e G e e e A I |
15. Place of issue of individual’s identifier — Province or State 16. Place of issue of individual’s identifier — Country
o e e e ) A O B B e e e e e e |
17. Individual’s occupation
e e
Relationship

18. Relationship of the individual named in Part D or Part E to the individual named above (fields 1 to 3)

O Accountant O Borrower O Customer O Friend O Relative

O Agent O Broker O Employee O Legal counsel O Other ey A Y|
DESCRIPTION [OTHER]

The information on this form is collected under the Proceeds of Crime (Money Laundering) and Terrorist Financing Act (the Act). It will be used for analytical purposes and may also be used for the purposes of ensuring
compliance with the Act. Any personal information is protected under the provisions of the Privacy Act. For more information, consult the Financial Transactions and Reports Analysis Centre of Canada chapter in the Sources
of Federal Government Information publication, available on the Government of Canada Info Source Web site (http://www.infosource.gc.ca).

Large Cash Transaction Report
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Source: www.fintrac-canafe.gc.ca/publications/guide/Guide7B/7b-eng.aspis441

5. Instructions for Completing a Large Cash Transaction Report

The Rk i i B ton comaspond with the paper form calad tha Large Cash Transsctmon Qapart, Ad sxplened m
fdction 3.4, compliting & paper repont @ ooly parmetted of you g not Bines th capablity o repert slectrorecally.

Fezlds i repoeits are either mandabory, mandatory where apphcable, or reguire “reasonable efforts” to complete, as
Todaws!

= Mandatory: 21 felds of 3 neport marked with 3m asterisk (%) have to be complebed.

& Mandatory whene applicable: Tha felds that hayve both an asterisk and “whene apphcable™ navt to e have
to b completed i they are appéoable bo you of the Dransachon bemg reperted.

= Raasonable alforts: For ol cther Gelda that do mot have B0 satensk, you hive 1S mks reasonable afforti ta gt
Eha nfarmataen, “Raasonabls aMfortd” mesnd that you tned to oot the nfamalssa reguedted on the repet. I the
wTermatiosn i Syvalable B0 Vo, you must provede it @ the repart. [T the information was not Svadable an the time
of the transackon, and it is nob oontasned novour fles o records, the feld may b kel blank.

I Erten crousatances, coly b drected in the nitructiorm Tor certan alds, if you reed to mndicats that & fguned
fiilkd i i Fapart il not apphcably, anter “NA" of "A'i", Do RSl mlntituts by other abbrivistions, special chareten
5., ", "% of =) o weeds [0.g., unknown)),

i wrplasnad i subsecon 1.1, & lange caih ramaction report can be sbout multigle trammactions of e than §10,000
aach corductisd within 74 consecutnog hourt of asch cther that add up 15 $10,000 or mone, Bechuis thaps ndeidual

LrArRAE Gor. wbte wee $10,000, the mlormation for goma mandatory Felde i the fepact may not be avadable i your
racerds of from the Gme of the ranisction. bn this cais, “reaionabie #lforts® apples to thes othanwise mandatory

Thetre are sght parts to the large cash transacton report, but some are only to be completed  apphcable. To report a
Lirge cash ranasston follow the following four Gbeps:

® » Complats Part & fo provide misrmatssn aboul th reporting snbily and sbSut whie tha tranassbon took

« Step 2 - Complete Part BL to provide detads about the transacton. 1f you have to ncude more than one
AN AC BN i your report (For cash transacDions of bess than $10,000 each mopde wikhin 24 congaoutrg howrs of
anch atfvis that bt $10,000 o mora], repeat dtepe 3, 1 and 4 for asch o,

If the transaction was a neght deposit o a quick drop (o a busness account, make sure bo ndscate this m fekd
B3.

» Gpes ] - Complete Part I3 to provice datals sbeut the tranascter's dupostion, [T the tremmas tion's degitsn
wdd related be an #oount, ko OomplEte Part C. [T ths ranssction’s degositen wid on bahall of a corporaben of
other entity (other than an employes deposibng cash nbo his o her empioyers busmess acoount), Jeo complete
Part F. If the transachon's deposition was on behalf of an ndnadual (other than an employee depositing cash into
his or her employer's busness account], complete Part G,

If tFeiri wad mons Ehan ohe dpedition for the trarmaction, repsat thi atap fer such dipestion,

» S0 4 - Comphete Part D of E to provide information about the mdnadull conduc irg the randachon, dependng
on whather or ot the Fansachon’s dEposton Was 3 eposit ©e a business ocount. If the ransacton had no
othar depostions than depesits (o 3 bussness account, complets Part E. If the transascbon mwolved 2 dEposdtion
that was mot a deposit o a buseess account, complebe Part D. Mlm,lhhﬂxbmwnlrwmt
or 3 queck drop to a business soocunt, nelther Part O nor Part E is requenesd.

The resit of ths secton will conver aach part of th Lange Caeh Trangscton Repart foim.

whan complating the paper frm, enter the date and Gme when pou Bsgin complating it ot tha top of tha ferme IF you
hines 1o file 8 COMeciEon o & rprt on pagsl, ollowr tha ngtructiong on the Grit page of the fam, 7 you nasd o g8t &
paper form,

pLI-E

F4-hioaur-nle

If this repodt is about one ransacbon of $10,000 or MORe, FEWE D To tha 24-hour-rube quesbon. In ths case, your
meport shoulkd ondy nclsde one bransacion.

If this report is abowt a transacbon that is part of 3 group of two or more cash transactons of less than $10,000 each
made wikhin 24 consecutive hows of each other that total $10,000 or mone, SnSwer yes to the 24- hour-ruke guss bon.
Inchide exch Such Tansscbon i th sams lage cash TFaaction report, unkess they were not ol conducted at the
same locaton, If the Erarmactions n juch & group werg Sond d a1 differant lecations, separate largs cash
rarRACion reportl would be requined to group them for sach lacation,
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cHAPTER 17 | Appendix K—Large Cash Transaction Report Form

Part &: Information aboul where the transaction ook place

Thi part i for nfermibon Mbsul the repsrtng antity required 19 raport the Fandscten to FINTRAC. It @ alie fer
miformation about the phrysical lecation whare the brarmacticn tock place.

1f yious need mone information about what type of indeddual or entity is a reporbng enbity, see section 2 of this
puedelre.

If was have midtiphs Branch o offics lecations, th information in ths part shauld refer ta tha Branch of offics locatsn
wheere thee Eransacition book place. Trarsachons that happened at defferent branch or offics lecabons should be
meported of SEparate reporis.

Soma Faparteg bt hivve St e busl Srangasanti with sosscns oulisds e anlity 19 Condact Brirnise b on
thar babalf, For axampls, & moniy seraces buinass aranges fof raraactierm, such ia slectreneg fusds tranghecs, 1S
b conducted for thim at & grocery Sece. IF you have thil bype of smangement, 38 the repdrting @ntity, your name
belongs i Part A Howewer, snce the ransac bon was conducbed 3t somecna oise’s place of Busness, it & that
address that must appear in Pt A

Field A1* Reporting entity”s dentifier number (i applicabbe )

This & the instibuton of koence numbser, o other identification number for the reporbing entity, as cutbned below. If you
i A PEpOCtng Nty that hud Sultipls Branch of affics lccations, the identificaton numbsse dhould rafer 1o the Branch
of affice whids tha ranesobon took plics.

= If you are an scopwniank, enter wour provinoal chastened accountant (CA), proviecal cerbdfed mansgemant
FCCoUnEant [CMAL, or peovincil certified ganaral accountant [CGA]) numier.

® [f woul are 3 bank, calsse popullaire, cooperative oredit sockeby or credit unbon, enter vour financial
wribibuiben frbar mauad by the Canpdan Payments Asiccaben [CPA).

® [T o are an agent of the Crown that sells o resdeams. manay orders, antar yoor poit offics or gl

& [T dan e & life insarancs broker or agent, anler your pedanoll Bk &f hgent Boanos mambeer,

o [T o are @ Tederally regulated Be i pamy, anter pour Gifcs of the Supsmmtendsat of Fnancl
[P Bt bend (OS] Iratibuten Code,

tﬁmm;ﬂhmmw“kulmwmwmwmmm.m

* If you are a provincial savings office, enter your financal nstitution number ssued by the OPA.

# [f wou are 3 real estabe broker or sales representative, enber your provncial broker number,

® [f wou are 3 seourlties deaber, enter your provincal dealer Boence rumbaer,

# [f you are 3 trust and leam company, snter your financial msbbubion musber issued by the CPS.

# If you are 3 provincial trust and loan that s not a member of the CP&, enber your Megsration rambaer.

-Emlmmmwwwmmrmmmwmw

# T o are a deaber in precious metals and stones, bave the Geld Blank.

® [T wo are 4 British Columbia public netary, enter your membarifap rusbar, [T you are a natary conporalian
of British Columbin, antar your perml fuesbar,

o [ i ar & real estale dincsloper, énbed your procncial Boancs fumbar if you Ries ona. Dthacwiis, Bavs the
fiekd i

Field A2* Reporting entity"s full name

Enter the full legal name of the busness of comporation that is the reporting enbty. If you are a reporting enbty that
does not have 3 business name | for eramphe, you ane a reportng enbity that s an ndnadual], enter your full name.

Fields AZ® to AG® Reperting entity’s full address

Dnter the chaic addeid, town of cily, provincs and poatal coda whare the EEmaction tock place. If you huve man
than o lecation, this mformation should reler 16 mhers the Eraniaction took place. As xpliifved abows, IFARGES
that huppened at dffarent Branch or affice lscatons should be reported on separale repsrts,

Field atA Reporting entity report reference numbser

1¥ o use 3 reforence numissr for your cwn ntemal papssses, you Can enter it n your report to FINTRAC. This feld can
conktar up bo 20 alpha or numenc characters and must be uregue for each of your reportng &nbty's reparts.

If yeu do Aot weth 1o ube such an nternal referencs rumbar, ave thil feld ssmpty.
Fields aAy=; Al*® and A9 Conlact name

Entir tha name of tha indwidual FINTRAC can contact for clanfcation about this repart.
Field A10* Contact teleplhone number

nker the elephons numBer, nchaling ke ared code. of tha ndeadual FINTRAC can contact For clanfication, Inchide
tha axtenson, il apphcable, m feld 406,
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Field ALL® Which one of the following bypes of reporting entitics best desoribes you?

Entier tha type of JCtivity apphcable to you. IF you e nyolved in mone than one Sty Bype, indsc e the one
apphcable to the transscbon besng reported. If thene i more than one SCtty Boar one of mone transscbons on tha
rapart, chack only ore box o madcate your princpal typs of acinwty.

Part B1: Informatien aboeut how the transaction was initiated
This part i for nformation Mot how s ramaction was ratiated (i, whin the monay Came from),
Yo ahoukd make separsts lirge caih rarmaction reports Tor aach Gnghs rarmaction of §10.000 o et

If yious are reporting two of more cash transactons of less than $100000 each made by or on behall of the same
nainsdusl withen 24 corsacutive hours of @ach obher that total 310,000 or more, o should groug those in the sama
report. [f the information in Part & & dfferent for amy of those malbpls ransascbons, however, you will have B0 send
separate reports to group thees by locabon.

Wihath you fesbd 16 MpSrt Mot than ons ranasc en, complits & dapacate P 01 for aach trandac s, To do this, you
cin copy Part 0. Fill in ik "Trangaction ___ of __" area &t the bop of Part 0] o deitrguesh babwaen sech
ranRaction, Whan you provide the detals of the trasaaction in Part D or I the detais of degositon m Part 012, a8 wel
i the sddnicnal detals of dupostion in Pae C, F and G, & sapplcable, ndicate 1o whch trane % Ehak ink

Appbe.

Fields 1%, B2 and B3 When the transaction loek place

Dnter che date (e mmedd) and Gme (Bhimmiss) of the Lags cash Crardaction, Use & 34-hour format for tme, Foar
arample, snbir *15: 10:00% 1o reprasent 330 pos

The v of thr traniscton [Relkd 02) can ba bt blank if it i ot avalable from the momaent of th aniscten of
Yo recordi,

Tha dats of ranaaciss [Aald B1) @ mandatory, Mowever, if tha raraaceen was 3 night dapeait, and yeu do not
provid thed date, yow can leas fekd 01 Blank, [n thes case, maks fure U0 uss the mght depost mdicator At ield 01 and
makn sure (o provide the date of poiting in fiekd D4,

If the trarsaction was eittes a night deposit o a quidk drop to 3 business aocount, make sure o select the
appropriate ndcator at feld B3. In this case, nesther of Parts D, E, F or G will apply to tha tansscon.

Field 154 Date of posting

Unker tha date (yyypyommedd) the rarmaction claaned, if this dffery from tha date of the tremmaction provided in Gald
01, Ir eha caie of & right degenit, if you do nat provids tha date of ranescton at Geld B1, you must provda tha date
al papting Tor the rardacesn i Geld B4,

Field B5® Amount of transaction

Enter the total amount of cash emvohoed in the bransackion, This s the total cash amounk recenved o start the
transaction. What happens as 3 result of that cash amoont will be sxplaned n Part B2 28 one of mone depositioens.

IF s caih wak fob 0 Canadisn Bunds, pou do nat Ris B cofmeart it But you hiee 19 proveds the cumency
mdgrrnation n Sakd BE.

Field BE® Transactien currency code

Enter tha code for the typss of curmency for th transsecton. Enter CAD if Canadan dolars, or USD for United States
dollars. [f the transscton was in another typee of currency, see the kst of owmency codes in Appendi 1 in Guedphng 78:
Submitting Suspcous Transacton Reports bo FINTRAC by Paper.

Flehd 57" How was the transaction comdoctes)?
Chack the approgenate boa to ndecate how the transacton was conducted. For example, i the transacton was donss

thowsgh an sutemated banking maching, chack that bowx, 1f the selechons provided do not cowesr thes partioular
transaction, ndicate *Other” and provsde datals in the feld proveded.

Part B2: How the transaction was corm pheted

This part & Tor nformaton about how the ransacton was comgpleted [ie., whene the money went).
=0 behall of” indicator

iy the top of Part I, you have o indicabe wihather the indnidual who conducted the trarmaction wak doing &0 on
afrponi slia’s bahall. You Funs o felect o of the following for the aniry:

# Mot applhcable
Tres means that nedther Part F nor Paet G apples (o s report. “hot applcable”™ ndcates that nons of the other
"0 bahall &F selsctond m apphcable o th ranibston. For sxhimpla, the depoiiben wii ol on bivgons el
bahall L., it wie on Behall of e Fdeadual that - d it).
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w O beeheall of an entiby
Thiz indecates that the depositon was on behalf of an snbty, such a5 3 business, 3 partnership, & COEOrAton, a
brumt o @lfver enlbily, Bul wal nol n emgleyes deposling cash 10 he o her employer's busrness account. Fer &
umﬁﬁnﬂﬂﬁmudmw!ﬂmmm:mhnl for thi répsrt 1o provide the misrmatson
about k Ey.

& O behall of another individusl
This ndacates that the desposibon was on behalf of another indeadual but was not an employes deposibng cash
to ks or har employer's busingss »000unt. For 3 transscbon that was conducted on behald of another ndiveiiul,
compla e Pa G o provide the mlformation about Ehat Sther rdhadusl

+ Emiployes depositing cash to employer's business acoount

This indcates that the deposibon was 50 emplyyss depomting cash to his or her employers business account. IF
it was an employes deposting cash bo his or her employer's busiess account, nelther Part F nor Part G of thes
repedt appdes. Do ot use this mdcakor if the employes deposited othar than cash or if the employer's acoounk
Wik othesr than 3 bussnags account.

Undess the transaction was 3 meght deposit or a quech: drop, wou hawe to prowide informarbon about the rdeadual
mmuumummnnrnnwma]lmumhmm;m ot despoesi o thaen & deposit to 3 Dusiness
account, complate Part E. If the transscbon mvolved 3 dspostion that was not 3 deposit bo 3 business sooount,
complete Part D If the ransacbon was a night deposit or a queck drop, neither of Parts D, E, F or G apples.

More than one dispasition

There could e mone than one disposition for 3 parboulsr transachon. For example, your chent could mwbake 3
ransac bon i cash, serd an elecironc funds transfer (EFT] for part of it (depositon 17, order a bank draft for another
part [dispostion 2] and deposit the rest (depositon 3). In that cass, make sure you inchede tha ndemation for sach
despogition. 1§ you are nchudeng mone than one transaecton n s report (for cash bransactbions of lkess than 310,000
@ach mada withen 24 corsecutive howrs of aach other thak tobal $10,000 or more), yoi have to complete Part B2 for 2l
deipoiiter for sach Erarmaction,

If yous have to nchsde more than one despostion, complabe J separste Part B2 Tor each one. To do ths, you Can copy
Part B2. Fll in the "Trarsachon __ Disposibon _ of " area at tha top of Part B2 to desbnguish babwesn each
desposition. 18 you have to mnchede more thaen one ransackon in this report, ndcate to which transscbon the
desposition information appes, based on the number you assigned the Tansaciion in Part B1. When you provide the
dutals of dispostion in Parts C, F and G, &5 apphcable, also indcate Lo which disposion and wihech Drarsaction that
nfarmation applsd,

Field BE® Disposition of funds
This degcribed what happenad to the fedh mvehesd i the refmaction.

If tha dapomticn ed funds was 3 ke ingurance policy purchass or dapeait, chack that ko and prenada tha ife insurancs
palcy faanbar i U Apprcprinte Bkl T e pelactioni provaded &0 Aot cover Bhil pamicull® degaditesn, mdisile "D
and provide datals in the approgeiate eld.

If the trarsaction being reported was an employes deposibng cash to a0 employer's busmess account [as indcated by
Hhar "on bl of mclcator at the top of Part B2}, the despostion of funds in feld B3 shoold e “deposit to an scoount®.

If yous are @ dealer in precious metals and stones, select the dispositon of funds in Seld B8 that best describes what
wour chent purchased.

Field 59* Amount of disposition

Enter the amount of funds mvolved in the dispossticn. [f the amount was nokt n Canadian funds, you do nok have to
WEMWWWWNEM?WHMBW-

Field B10™ Disposithon currency code

nter tha code for the Dypss of curmansy for the dapeamion. Dnter CaD if Canadan dollar, of USD for Urited States
#ﬂﬂh“mﬁ\ﬂﬂﬂm of currancy, mﬂﬂlﬁmﬂmﬁWIﬁm#

Fields 510® and 12* Oher imstfution, EI'II!" o peersen name, nemiber and account or m number
(if applicatde)

These fields are for addibonal nformaton about the deposition described n feld B8, Where appScable, in field 811,
prosade the name (nchsding the nstitubon idenbScation number i appbcable) of any other nstibubon, ndradual or
enbity rreobved i the disposibon. In addibon, where apphcabde, in field B12, provide the account mumber of sy other
il o #nbity ivechead in the Sipoaition. Also provide any policy rumber related Eo the other antity of ndnaiual in
Feiskdd 12, iF gl ibis,

91
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Part € ; Account information, il the transaction invelved an aceount

This part i for mformation sbout the ccount mwehed in the transaction, il it in fct ircbod B scccunt, e expliined
hiiser, it i poidble U9 have more than one ARERCESA par Mport and mone than ol Sepsdition il armaction,
Prgoich e account miformation, of apphcable, fof aach duipsmitmon mchudid oo e faport.

1# yous have bo nchsde account mdemabion for more than one deposibon, complete 3 separate Part © to provide

ndmation for each Fooownt Emeolved. To do this, you can oopry Part . Fill in the "Trarsacbon IDRsposibon -
milhlﬂ#ﬁ“’ﬂ:lbﬁmﬁ babwasisn gach duapoiion, haisd on e nomber you issgnad the dapomiben n
Part 03,

Field ©1= Branch or transit number where the account is held (il this part is applicabile)

Dnter Bha Branch mumbar, Rl ramber of ather appropnati slantifpng fumber of the antity whisns B rakivant
account is hald, f 50 sccount i spplcabla b the Bracsacton,

Field C2* Acoount numbeer (if this part is applicabde )

Enter tha rumbaer of thes relevant acoounk.

Field C3® Type of aocount (if this part is applicable)

IndSicaty W Byps of the relevent acccunt, For exampls, & businass sccount would B ong that, ot the me it was
epaned, wii for & buliness o Tor & non-profit ofganization, etc. (i.e., other than b perecnal of Dt scoount). 1f the
sslecticrn "paricnal, businesi o Bt do REl cover this particular secount, indcats "Other® and provide detals in the
ppropriate fald,

I the tracmaction bewng raported wai an employes depsiitng caih to 0 employert busrsas account (as mdcated by
tha “on Bshall of mdicator at the top of Part 2], the account bypa in Beld O shouddd B "Buiiniia”.

Field C4® Acoount currency code {if this part is applicable)

inter the code Sor the Typs of curmancy fof the relevant account. nter CaD if Canadien dollars, o LISD for Lnated
Cuated dollas. 1f the Jocount s Jnother Dypl of curmency, See thi L of oufmisncy codes in Appendis 1 n Guslskiog 58
SubirwCivng Rapoits b FINTRAC by Faper.

Field C5® Full mame of the individual(s) or entity that hold the scooant (i this part s appScabla)
Enter tha full name of aach acoount holder (up bo threa).

This i for nformation atsut sach mdvedual or enbty that holds the account. For example, in the case of a joent
account for ushand ard wile, nclude the names of each spouse at feld C5.

They Bccount Biokder might ba differant from thi indnadualia] suthanied to gove malrustiong B the ascdunt, For
axample, 30 account for B comporation will hass ahi or more ndeaduals suthorited bo ghve netnections for thit sccount.
Irs they e, it i tha rema of B corporation that kelds tha sccount that i reguinsd i fald C5. Infematisn about
incvaduals authonzed o bind the enbity o to act with respect to the account belongs in Part F, o applicable, in feld
Flz.

Part D: Information about the individual conducting the transaction il it is not a deposit into
a business aceount (il applicable)

This part s Tor nformation about the mdendual who conducted the transscbon  any of this ransachon's disposticns
was mot 3 deposit into a business acoount. If the transscton nvolved notheng other than deposits bo 2 busness
acoount, complets Part E.

IF thep Erarmiaclicn wirk @ reght deposit of & quick drop to B busenads account, naither of Parta O, 0, F of G appleis,
Af auplanad aaresr, it @ podoble B have mons than ohe BrANEsCHN Per Mt Provids fformation sbout the ndiedu
wha conducted the transscbon n etber Part O or Part E, as appropnate, for each fransscbon mcluded in the report.

Fill ini the “Transacton ___* area at the top of Part D to distinguesh between each ransacton, based on the number
you assgned the transacton n Part B1.

IF yeua are @ daaler in prociau matals and dtonas, the corductor of tha transsc Bon o the ndeidual from whem you
Bought o 1o whis you sold precicus matabs o $ten,

Fields o1, D3* and 03 Dndividual's full name (if this part s applicable)
Enter tha last name, frst name and medde nital (if applcable) of the mdeadual who conducBed the ransscbon.
IF they Erarriachion g répsrtable ad ors of multipls Chil Eraciactiong of lds than §10,000 aach and, becauss of this,

indemation for fields D1 and D2 was nok olstasnad at the tBma of the transscbon (and is not avalabde from your
records), wou cam leawe these faids blank.
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Field D4® Entity client number (if applicable and i this part is applicabie)
Enter the Chent number you isswed to the ndeidual whe conducted the transacbon, if applcable.
Fields 053* to 09* Individual's full address (if this part is applicabde)

nter the civic addiiid, town of Cily, Provincs of 41ate, country and podtal code af the ndividual who Conducbed the
Erafd AL Bon,

If thee Eraresaciion is reportable as one of multiple cash trarsactions of kess than $10, 0030 each and, because of this,
mfprmaticn for fiedds DS to O9 was nob cbtaned at the bme of the transscbon [and is not avaslable from your reconds),
WU beanve these felds blani.

Field D10 Country of residence

inter the country of permanent fesdercs of the mdnadull whe conducted the tranisction.

Field D11 Home telephomne numbier

Enber tha home belephorse number, nclsdng the arsa code, of the ndisdual wiho conducted the bransacton.

I gheh fsrrlsir w8 o from Canbda of the Urtad S1ated, enter the ares code and local nufbsr. The should be in the
Telicwireg format: “BR-55F- 19990,

If ithee: reimibsssr &5 Brom cutsides Canada or the United Stabes, provede the oownbry code, city code and local numssr
comporants. A% each of thoss Ccomporents Can vary in length, use 3 dash (- ) D separate &uch one. For scample,
*949- 999-35F9- 9999 would indcate 3 two-digit country code, a three-digit city code and an elght diget lecad number.

Field 01 2® Individual's identifier (i this part s aqplicabibe)
Chack the approgeiate bee to e B documant uied Eo idantify B indradual who cordus bed The tarmaction,

ious can refer bo an ndnadual’s provinoial health cand, provided there is no provinoal or temitonal legeslation preventing
wosu from using o requesting i

1¥ thee seleciiens provided o not cover the shentifier used, ndicate "Other® and provsds detads in the appropriate Seld.

Pliacin robe that althugh a Social Irsursrcs Mumbar (SIN] cand Can b wied o dntificaten purpoiss Tor emiac tong
wusch bl tha Sparang of an socount, tha SN (L., the numBse] dhauld st be grovided on this fers. IF you uvied & SIN
card and no othar identifying decument for the mdnadual, indkcats SIM card in the "Other® ares of Beld D12, but do ot
provwide e number in feld D13,

If e Erarmaction i repsrtable ad ons of multiphs Caek Erarmactisn of leae than §$10,000 sach and, becauss of this,
mfprmation for feld D12 wid ot cbtaned &t the bma of the raniaction (and i not acslable from your reécsrda), you
an laave s Sald Blank,

Field 13® 10 Humber (If this part is applicable)

Enter the rumbaer of the document descnbed n feld D12 that was uwsed to denbfy the mdradual who conducted the
transackion. Resember thak a health card rumber is not sooeptable for this punpose in somae peovinces. Furthensore, as
anplairsed above, 3 SIN shoald not be prosided on this foem. 18 the sdentifier document in field 012 [and DL24) is a SIN
card, anber "HAT in field D13 to indicate the rusber is not appicable.

If thee Eraresaction is reportable as one of multiple cash trarsactions of kess than $10, 030 each and, because of this,
nfremation for field DI was not obtained at the bme of the transaction (and is not aeslable from your reconds), you
can leave thes feld blank.

Fhelds D14 and D15 Place of ssue (if this part is applicable)

Entar tha province or skate and country of sne of tha dscumant usad ko idantify tha indradual wha condusted the
tranmacticn, 1F the document wa missd nationally and there was o provines of BLate incheded in the plece of i,
ladres Eha provings o atate Held blnk.

If thee Eraresaciion is reportable as one of multiple cash trarsactions of kess than $10, 0030 each and, because of this,
mndfpemation for fiedds D14 and D15 was not obbanad ab the tma of the transacton [and s not avalable from your
racords), you can bave these falds Dlark.

Field m16= Individuals date of birth (if this part is applicable )

inter the date [yyyymm=dd) of bith of the ndnadal who osnducted the raniaction.

If thee Eraresaciion is reportable as one of multiple cash trarsactions of less than $10, 0030 each and, because of this,
mdtamaticn for feld D18 wan fot chtaned ot the e of the transaction (and i nat sealably fres your reserda), you
Can e e Sald Blank,
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Field D17* Individual's occupation (if this part ks applicable)
Enter the oooupabon of the ndivedual who conducted e Eransaction.

Be 35 descnpiive 35 possible regardng cooupabon. Provide information that clearty descnbes it rather than use a
geeneral berm. For acampbe, i the case of a consultant, the occupation should reflect the anea of consulbing, such as
IT consultant” or "consulting frrestor. &s snother example, in the case of a professional, the occupation should reflect
the nature of the work, such as “patroleum engineer” of “Eamilly physicin”.

I thee indraidual s not employed o engaged n any type of busness or profession, provide nfemabon that best
descrbes thesr Sthaabon, such 35 "shedent”, “unesployed™, “rebned™, o,

IF whd ErarriBcRisn i repsrtabbi Bd ord of mdBgls Chil Brieiac tisnd of ks than §10,000 asch and, bechuis of thii,
nformation o Held D07 wid not obtsned &t the Bme of e raniaction (80d @ not aealabl fros your reconds), you
can leave tes fald blank.

Field D18 Individual's business teleplhone number

Enter the business telephone number, nciuding the area code, of the ndridual who conducted the fransacton. Inchede
i sxbanisen of appheably m feld DIRA.

If thee nusmbeesr s one from Canada or the Ursked States, enber the area code and local number. Thes should be n the
folowing format: “999-999-9999°,

I thes ruamibeer m from cutdicde Canada or the Ursted S1ated, provads the country code, City cods and lcal mamBier
compondnts. A% &ach of thods compondnts Cah vary in length, use & dash (- to separate each ond. For examphs,
TR DO0-FER- 099" would mdcate a two-dgit coundry Code. a thees-dget city code and an eight dget bocal b,

Part E: Information aboul the individual conducting the transaction if it is a deposit into a
business account - other than a quick drop or night deposit (it applicable)

This part s for nformation about the rdeadual who conducted the transscton o this trarsaction had no other
deposborsg than deposits into a business acoount. A5 eaplaned carker, it s possbde to have more than one
transaction per report. Frovide this mdomation for each transachon mciuded n the report. Fill m the “Transascbon ___°
m:tiﬂlhpnf?lrtitndlh@ﬂhﬂﬂm-nm transaschon, based on the number you assigned the Eransachon
i Part 01,

If thed Erarmactions rwohvid iy dpodition hat wik not & deposst to & bulnesl Aocount, complats Part D. 1f the
EFAMAACES wirl B right Sepsiit of & quick drep bo & businasd socount, naitfer of Pans D o I appled.

Fields E1%, EZ® and E3 Individual's full name (if this part is applicabile )
Unber Bha lagl ndma, Rrik Alss bhd medds mubal (i apphcable) of the redondull whs duciad i trang
IF the Erarmaction i@ reportable s or of multiphy cash trarmactions of s than $10,000 sach and, becauss of this,

mdprmation B felds 11 and I3 was not cbtenad at the tmg of the ransscton [and i not rvalable from your
racerdi], you can ks thaes Selds black.

Part F: Information about the entity on whose behalf the transaction was conducted (if
applicable)

Thi part only applsd if the transaction’s dupostion was conductid on behalf of & third party that is an entity, ad
wakcated n Pt 02, I 50 argloyes depomited caih m hi oF bid esployer's busrness sccount, of if the IFanes e wid
5 dapasit B0 & business sccount by right depasit of quick drop, Part F does not apply.

Complats a asparats Part F i aach depoaibon that was conducted on Bshall of an entity, Te do this, you can copry
Part F, Fll i the "Trardactien __ Deipediten " S 2t tha top of Part F o dstinguish Babwaan asch dupagitesn,
Baisd on the numbier you Sisgred the depeiiten m Part 12,

Field F1® Name of corporation, brust or other entity (il this part is applicable)

Enter tha full name of the Busness, corporation, nsst or othes enbity on whose behalf the transacton was conducted.
IF thed Erarmiachion i reportable a9 o of multipds Cagh Erarmactiong of lag than §10,000 sach and, becauss of thiy,
mfrmation for feld Pl wan not htarsd At e tims of tha ranasctsn [and @ not avadable Fom your reconrdd], you
can leave s Sild Blank.

Field F2*® Type of business (if this part is applicable)

Dwscnba the type of business o snbity on whose behalf the transacbon was conducted.

if the Erarmaction i reportable s one of multiphs cash rarmactions of ke than $10,000 sach and, becouss of this,

ndmation for field F2 was not obtared at the Gee of the transacton [and is not avadable from your reconds], you
can leave thes fald blank.
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Field F2*® Type of business (il this part is applicable )
Desonbe the type of business o entity on whose bebalf the transacton was conducted.

IF thes Eracmaction i repeortable ad o of multiphs caik rardactions of lds than $10,000 sach and, becauss of this,
mfarmation for fielkd F2 was not obitarssd at the tiss of the transaction [and @ not avadable from your reconda], yoa
Can e e Sald Blank,

Fields F3*® to FF* Full address of entity (i this part is applicable)

Entor tha oivic Jdkdress, town oF city, province OF state, counbry and postal code of tha busimess, Coporation of other
wnbity on whose behalf the transachon was conducted.

If e Erarmaction it reportable as o of multiphe Caih tracdactioni of leas than 510,000 sach and, becaue of thii,
wifpimation for hekd P to PP wid nat shtienad At ths bma of the traniksbon (and i@ not salabls from your feconds),
you can ks thase Falds blank.

Field F8 Business telephone number

Enter the telaphons numbser, inChsding the area code, of the busness, corporabon of other entity on whose behall the
bransac bion was conduc ted. Inchsde the extensson, if apphcable, at feld FRA.

If thed il m o from Canada o tes United Stated, enter the ared code and local numbser. Thel should ba n the
Tl format: “9o0-908- 499",
If nhss il m frem cutside Chnada of 1R Uratad S1ated, pronads the Sounitry coda, ity coda and local nurmiser

comporaniti. &l aach of thids comparents cin vary n length, we & daih (=) W saparate asch o, For axamphs,
T GO0 TR 099" would ndelale & Dwo-SGiL Country Sode, A thre-Sgit city code and B aight Sgit kel rasbar,

Fields F2® to F11*® Incerporation information (if applicable and if this part is applicable)

If thee Eraresaction was conducted on behalf of an enbity thakt s 3 corporation, gerovide the mooeporabon numiesr. Also
provaide e provence of stabe, and country of the ncorporation nembers place of ssue. [ a0 noeporaton number does
nob exst for the corporation, enber “HA" o fedds FS, F10 and F11. 1T the moorporabon number was issued nabonally
and there was no prowince oF state ncluded n the place of issue, leave the province of stabe Seld blanik.

IV uhd Erierriie Biten o rdpeSrbabli 84 ors of moltpls Shik Brardactisnd of e than $10,000 aach and, Bedchuis of thii,
mdformation o feld 3, F10 and F11 was not shearssd an the e of che randsc bon [and @ not avadable Fom your
records), wou can beave these Selds blark.

Fiehd ¥ 12 Dnfividual(s) authorized to bbind the entity or act with respect 1o the account [up 1o three]

Prosade the names of up to thres indeiduals who have aathonty to bind the enbty o conduct bransac bors. Heough the
accounk.

Part G Information abaut the individual on whose behalf the transaction was conducted (if
applicable)

Thit part only spples when the traniscton's depoiten win conducted on bahall of a thard party that @ ndeodual,
af relicated n Pam 03,

1 theh wedpckunl conductid the Iraniastion's dapoiiten on b or R cwn Babal, the pare ded nat apply. bn that case,
fas Part D or Part 1.

If am employes deposited Cash o hs of by smployers business account, of if the ransscbon was 3 depost to 3
businass Sooount by meght deposst or queck drop, Part G does not apply. I e ransacton's deposibon was conduched
on bebalf of an enbty [sech as 3 business, 3 patnershep, a ceporabon, otc. ], sea PatF.

Complete 3 saparata P & for each depodition that wis conducted on behalf of an indiddual. To do this, wou can
copy Part G Fll ;n the "Tramsachon Casmperesi buom 'mﬂhtﬂpnl?ﬂﬁhﬁlmmmm
desposbon, based on the number you assgned the daposibon m Part B2.

Fields 1%, G3* and G3 Individual™s full mame (i this part & applicable )

Enter the last name, first name and medde mibal (il appbcable) of the mdendual on whose behall the transscbon was
iafrhus bid..

If the traresaction is reportable as one of multiple cash trarsactions of kess than $10,000 each and, because of this,
mndpemation for fields G1 and G2 was nob obtanad at the Bme of the transscbon (and i not avadable from your
records), wou can beawe these Selds blark.

Fields G4* to GE* Individual's full address (if this part is applicabde )

Unter the cric adkdoiid, town of Cily, provncl of JLME, country and podtal code of the ndnadual on wicds Bahall the
LrARRAC SN Wik Sonduc fad.
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IF thed Eraroaction i riportabli ad o of multiphs caik trarmacBons of s than $10,000 sach and, becauss of thii,
mnfprmation for ek G910 GE wak not cbtangd At the tma of the tranescton (and s not svalabds from your recondi ],
Wil 250 ledvd thesa felds blank.

Field G9 Home lelephone number

Entir tha homa telephors number, inchsding the area code, of the indeidual on whosa behalf the transaction was
Conduc tedl

IF the il o6 Ol from Candda of the United STates, enfer the aned code and local number. Thet should be n the
folowing format: “099-995-9999°,

If thed rusrnksier i Brom cutside Canbda of the United S1006, provade the couniry coda, city code and local numie
comporanli. AL abch of theis compersnti Can wary in length, wie & dash (=) e separaty esch one. For sxamgls,
o G- R 0T would e ale B DwosSGit coundry codlh, B Ehedd- gt City code and a0 aight Soit I2al fusbar,
Field G110 Business telephone number

Enter the business telephons nusber, mcudng the area code, of the ndvidual on whose behalf the transscbon was
conducted. Inchsie the sxtenson o apphcable at Seld G104,

I ithe nusmitens o5 o from Canada or the United States, enter the ares code and local numiser. Thes should be n the
folowing format: “099-995-9999°,

1¥ thee: masmibeesr &5 Srom cutsides Canada or the Uneted States, prowvede the cownbry oode, oity code and bocal numEsesr
comparents. As aach of those Components Can vary in length, use 3 dash (- ) D separate each one. For exampls,
0 099- F5PI- 9999 would iIndicate a two-dgit country code, a three-digit City code and an eight diget lecal number,

Fiehd G001 Drefividual's date of birth
Enter the date of barth (yyyy-mm-dd) of the ndnvedual on whose behall the ransaction was conducted,
Fhehd G012 Dredividual's identifier

Check the apprognate boa to shoe the document used to dentify the ndividual on whose behall the trarsacton was
conducted.

You can rafer to an ndvaduals provincial bealth card, provided there is no provincssl or termional legeslation preasnting
you From uting of requerting it

1f thee sedectiong provided do not cover the dentifier used, ndicabe "Other” and provide detads in the appropeiabe Seid.

Plaada robe that althaugh o Social [raurnss Nusbaer [SIM] Cand can B uied for sfantifcation purpoisd for traniastiong
fusch o tha ogeerang of an socount, th SN (e, the numBssr) dhould rst be provided on cthid Ters, IF you uied a SIN
card and ro othar identifying decument for the mdnadual, ndcate SIM cord in the "Oukser® area of Bald G12, but do met
perosvdie thee nusmiber i feld G13,

Field G13 10 number

Enter the rumber of the document descrbed in feld G132 that was used to denbdfy the mdindual on bebalf of whom tha
transacton was conducted. Remember that a healthi card number s not acceptable for this parpose N SOMES PIOVINCES.
Furthermone, 35 explained above, 3 SIN should not be provided on thes form. If the identifier document in feld G12 (and
GIIA] W b SN card, drvler "RUAT i Bald G110 bo ndstats tha rusbar i nob spplcabls.

Field G14 Country of residenos
nter the counbny af permanent nesdencs of the ndhadusl on whops behall the Iranisction was conducted,
Fields G15 and G16 Place of issue of the individual's identifier

nter the province of akate, and country of imeue of the document wed 1o dently the Rdeadual on whots bahall the
rardachon wii conductad. IF the decumant wad fdusd Albonally and thidd wid /s procancs o D18 Phaded n tha
placs of miue, Mave the provincs of atats fiekd blank.

Field G1F Individual's occupation

Enter the cooupatsn of the ndvedel on whose behal! the transacton was conducbed.,

Be 35 descnptive 38 possible regardng cooupabon. Provide information that clearty desonbes it, rather than use 3
general berm. For example; in the case of a consultant, the occupation should reflect the area of consulting, such as
IT consutant” or “consulting frrester”. As another excample, n the case of a professional, the occupation should reflect
thie mavture of Hhe work, such a5 “pe brolewm engineer o “famdy plysion®.

If the indradual s not employed o engaged n any type of busness or profession, prowide nforma ton that best
duscrbes thesr Steabon, such as “shedent”, "unesployed™, “rebred™, st
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Field G18 Relationship of the individual named in Part D or Part E to the individsal named abowe

Chack th approgdiate Box to ndesits the relatenahe of the mdnadul cond 5 tha tr i ot ieadual on
whasa bahald the trarssckion was conduciad.
IF thel Sl Ricand piceided d0 nat cover the relasnshis, mdicate "Ohe® & proveds detals i the appropriate ek,
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CHAPTER 18

Appendix L—
Suspicious Transaction
Report Form

This form is reproduced with permission from the Financial Transactions and Reports
Analysis Centre of Canada and was up-to-date at the time of printing. As this form

may change, we recommend you check the website to ensure you are using the
latest version.

Source: www.fintrac-canafe.gc.ca/publications/STR-2008-eng.pdf


http://www.fintrac-canafe.gc.ca/publications/STR-2008-eng.pdf
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I * Financial Transactions and Centre d’analyse des opérations
Reports Analysis Centre of Canada et déclarations financiéres du Canada

Suspicious Transaction Report

If you have the capability to report electronically, DO NOT use this paper form.

Refer to the reporting section of FINTRAC's Web site — http://www.fintrac-canafe.gc.ca

Use this form if you are a reporting entity and you have reason to suspect that a financial transaction is
related to money laundering or terrorist activity financing. For more information about who is considered a
reporting entity and for instructions on how to complete this form, see Guideline 3B: Submitting Suspicious
Transaction Reports to FINTRAC by Paper or call FINTRAC's toll-free enquiries line at 1-866-346-8722.

Send completed form by mail: FINTRAC, Section A, 234 Laurier Avenue West, 24th Floor, Ottawa, Ontario K1P 1H7
or send completed form by fax: ~ 1-866-226-2346

Is this Report a correction to a Report previously submitted?

O YES < Enter the original Report's Date and Time

Date 2100 | | | | | J Time L | |
Transactio" S‘ﬂ‘us i“dica(or * YEAR MONTH DAY HOUR MINUTE
o COMPLETE PART A — whether the information has changed or not
(O COMPLETED  Provide the new information ONLY for the affected fields
in Part B through Part H
(J ATTEMPTED e |f removing information from a field, strike a line through the field

REPORTING DATE (210 | g )1 TIME 1 y | J

MONTH DAY HOUR MINUTE

All fields of the report marked with an asterisk (*) must be completed. The ones that are also
marked “if applicable” must be completed if they are applicable to you or the transaction being
reported. For all other fields, you have to make reasonable efforts to get the information.

1. Reporting entity’s identifier number* (if applicable)

If you are an employee of a

S T reporting entity and you are
2. Reporting entity's full name * making this report about a
G e e e e A suspicious transaction that you
Where did the transaction take place? did not report to your superior,
3. Street address there are special instructions
B B for you to complete several of
o ciy* the fields in this part. Please
T Y Y O A B BB B refer to the instructions for
% % completing a suspicious

5. Province 6. Postal code transaction report in Guideline
O e e o A s G | N A 3B: Submitting Suspicious
Whom can FINTRAC contact about this report? Transaction ngg/fs to
BA. Reporting entity report reference number FINTRAC by Papeﬁ
O e A A
7. Contact — Sumame ¥ 8. Contact - Given name ¥ 9. Contact — Initial/Other
L\\\\\\\\\\\\\\\\\\\JL\\\\\\\\\\\\\\JL\\\\\\\\}J
10. Contact — Telephone number (with area code)* 10A. Contact — Telephone extension number
O I N
11. Which one of the following types of reporting entities best describes y0u7*

O Accountant O Casino O Dealer in Precious Metals and Stones O Provincial Savings Office

O Bank O Co-op Credit Society O Life Insurance Broker or Agent O Real Estate

O British Columbia Notary (O Credit Union O Life Insurance Company O Securities Dealer

O Caisse Populaire O Crown Agent O Money Services Business O Trust and/or Loan Company —

(Sells/Redeems Money Orders)

i+l
Revised December 2008 Canada
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NOTE: Please copy this page for each additional, related, suspicious transaction (if required).

{ Transaction D of D}

PART B1 — Information about how the transaction was initiated

If the transaction being reported was attempted and, because of this, information for any mandatory fields in this part is not available, you can leave those fields blank.

1. Date of thetransacuon* 2. Time of the transaction 4. Date of posting (if different from date of transaction)
0 G I I O @ W
YEAR MONTH DAY HOUR MINUTES ~ SECONDS YEAR MONTH DAY
or )
*

3. Night deposit indicator

O If the transaction was not a night deposit, leave this box empty.

5. Detail of funds involved in initiating the transacnon*

O Cashin O Negotiated bank O Negotiated securities O Real estate
O Diamonds ra O Negotiated traveller's O Redeemed casino chips
. O Negotiated cheque cheques .
O Incoming | ) . O Withdrawal from account
1 ic funds O N J|.19 O Precious metals
transfer insurance policy O Precious stones O Other Ll Ll L L Ll 11y
o y @] iated money order (excluding diamonds) DESCRIPTION (OTHER]

6. Amount of transaction ™

G ey B B

7. Transaction currency code ™ — Enter CAD if Canadian dollars or USD for United States dollars. If another type of currency is involved, see Appendix 1in
Guideline 3B: Submitting Suspicious Transaction Reports to FINTRAC by Paper.

Additional information about the funds described in field 5 above
8. Other institution name and number or other entity or person name* (if applicable)

o e Iy B
9. Other entity or person account number* (if applicable)

G e o A I B

10. How was the transaction conducted? *

O Armoured car O In-branch/Office/Store O Quick drop
O Automated banking machine O Mail deposit O Telephone
O Courier O Night deposit O Other SO Y o B

DESCRIPTION (OTHER]

11. 1D number of the person initially identifying a suspicious transaction

GO Sy B B —

Suspicious Transaction Report
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NOTE: Please copy this page for each additional, related, disposition (per transaction) (if required).

Transaction D Disposition D of D}

PART B2 — Information about how the transaction was completed

If the transaction being reported was attempted and, because of this, information for any mandatory fields in this part is not available, you can leave those fields blank

Indicate whether this transaction was conducted on behalf of anyone other than the individual who conducted it. If not, indicate “not applicable.”

On behalf of: O not applicable o another individual (also complete PART F)

O an entity (other than an individual) O employee depositing cash to employer’s business account
(also complete PART E)

12. Disposition of funds®

O Cash out O Outgoing electronic funds transfer (O Purchase of jewellery O Purchase of traveller's cheques
O Conducted currency O Purchase of bank draft O Purchase of money order O Real estate purchase/deposit

exchange O Purchase of casino chips O Purchase of precious metals (O Securities purchase/deposit
O Deposit to an account O Purchase of diamonds O Purchase of precious stones Oother UL L L1 1 L 1 L L 1 1 11119
O Life insurance policy (excluding diamonds) er

N DESCRIPTION (OTHER)
purchase/deposit
e e e e

POLICY NUMBER

13. Amount ufdlspusmuﬂ*

GO Y Iy B

14. Disposition currency cnde* — Enter CAD if Canadian dollars or USD for United States dollars. If another type of currency is involved, see Appendix 1 in Guideline 3B: Submitting Suspicious
Transaction Reports to FINTRAC by Paper.

[ -

Additional information about the funds described in field 12 above
*

15. Other institution name and number or other entity or person name ™ (if applicable)

L e e Iy oy
16. Other entity or person account number or policy number* (if applicable)

S e e e o N s B

Suspicious Transaction Report
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NOTE: Please copy this page for each additional disposition (if applicable).

PART C — Account information, if the transaction involved an account Transaction D Disposition D }

If the transaction being reported was attempted and, because of this, information for any mandatory fields in this part is not
available, you can leave those fields blank.

Complete this Part ONLY if the transaction involved an account.

1. Branch gr transit number where the account 2. Account number* (if this part is applicable)
is held ® (if this part is applicable)

o e G e e e e e e Iy
3. Type ufaccmunt* (if this part is applicable)

O Business O Personal O Trust O Other | | | S A o | }
DESCRIPTION (OTHER)

4. Account currency code® (if this part is applicable) — Enter CAD if Canadian dollars or USD for United States dollars. If another type of currency is involved, see Appendix 1 in
Guideline 3B: Submitting Suspicious Transaction Reports to FINTRAC by Paper.

G

5. Full name of each account holder (the individual (s) or entity that hold the accoum)* (if this part is applicable)

L1 O e e e s I s
O e e e
O e e e o s O
6. Date opened 7. Date closed 8. Status of the account at the time the transaction was initiated * (if this part is applicable)

T N - I i i

VEAR MONTH DAY YEAR MONTH DAY O Active O Inactive O Dormant

Suspicious Transaction Report
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{ NOTE: Please copy this page for each additional tr tion (if applicable). ]ﬁ
PART D — Information about the individual conducting the transaction { Transaction D }

1. Surname 2. Given name 3. Other/Initial
e e e G e e e G I
4. Client number assigned by reporting emnv* (if applicable)

O I s

5. Street address

S e e e N e I By B

6. City

G e e e

7. Province or State 8. Country

L e e O e o A s s A |
9. Postal or Zip code

GO ) A B

10. Country of residence 10A. Country of citizenship

L e e O e o s s A |
11. Home telephone number (with area code)

O e sy oy

12. Individual's identifier

O Birth certificate O Driver's licence O Passport O Provincial health card O Record of landing / Permanent resident card
O Other e I oy B

DESCRIPTION (OTHER]

13. ID number (from question 12)
S o I o
14. Place of issue — Province or State 15. Place of issue — Country
e O e e e e e s I I

16. Individual’s date of birth

&m‘—‘—‘—“VMT‘H—‘UAV
17. Individual’s occupation
S e e e
18. Individual’s business telephone number (with area code) 18A. Telephone extension number
GO o I I A O I B
about indivi 's employ
19. Individual’s employer
O e e e e e e o A B
20. Employer's street address
O e e e N I By B
21. Employer's city
G e e e A O B
22. Employer's province or state 23. Employer's country
e o o G e oy Ay
24. Postal or Zip code
GO ) A B
25. Employer’s business telephone number (with area code) 25A. Telephone extension number

GO o I I A O I B

Suspicious Transaction Report
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{ NOTE: Please copy this page for each additional disposition (if required).

{ Transaction D Disposition D }
PART E — Information about the entity on whose behalf the transaction was conducted (if applicable)

1. Name of corporation, trust or other entity
e O o A
2. Type of business

G o I I |

3. Street address

G e e e o A A I

4. City

O e e e Iy Iy By

5. Province or State 6. Country

e e e e o G e sy v

7. Postal or Zip code

10. Place of issue — Province or State 11. Place of issue — Country

O e Y I
o e ) v
o e ) v

Suspicious Transaction Report
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{ NOTE: Please copy this page for each additional disposition (if required).

{ Transaction D Disposition D }
PART F — Information about the individual on whose behalf the transaction was conducted (if applicable)

1. Surname 2. Given name 3. Other/Initial
O e e G s B
4. Street address

e e e I By B

5. City

G e e e A O B

6. Province or State 7. Country

e e e G e o By
8. Postal or Zip code

GO ) A B

9. Home telephone number (with area code)

G o o Iy A |

10. Business telephone number (with area code) 10A. Telephone extension number

O e S s S e G B B |

11. Individual's date of birth

YEAR MONTH DAY

12. Individual's identifier

O Birth certificate O Driver's licence O Passport O Provincial health card O Record of landing/Permanent resident card
O Other N I I A s

DESCRIPTION (OTHER]

13. ID number (from question 12)

s B B |
14. Country of residence 14A. Country of citizenship
e e
15. Place of issue of individual’s identifier — Province or State 16. Place of issue of individual's identifier — Country
e e O e o A I B I
17. Individual’s occupation
O e e e N I By B
about indivi s emp
18. Individual's employer
L e
19. Employer's street address
O e e e N I By B
20. Employer's city
G e e e A O B
21. Employer's province or state 22. Employer's country
e e o o G e e
23. Postal or Zip code
O ) B B
24. Employer's business telephone number (with area code) 24A. Telephone extension number
O e S s S e G B B |
Relationship
25. Relationship of the individual named in Part D to the individual named above (fields 1 to 3)
O Accountant O Borrower O Customer O Friend O Relative
O Agent O Broker O Employee O Legal counsel O Other I S I S Y |

DESCRIPTION [OTHER]

Suspicious Transaction Report
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PART G — Description of suspicious activity

1. Please describe clearly and completely the factors or unusual circumstances that led to the suspicion of money laundering or terrorist activity fmancmgv*
Provide as many details as possible to explain what you found suspicious.

If this report is about one or more transactions that were attempted, also describe why each one was not completed

PART H — Description of action taken (if applicable)

1. Please describe what action, if any, was or will be taken by you as a result of the suspicious transaction(s) *(\f this part is applicable)

The information on this form is collected under the Proceeds of Crime (Money Laundering) and Terrorist Financing Act (the Act). It will be used for analytical purposes and may also be used for the purposes of ensuring
compliance with the Act. Any personal information is protected under the provisions of the Privacy Act. For more information, consult the Financial Transactions and Reports Analysis Centre of Canada chapter in the Sources
of Federal Government Information publication, available on the Government of Canada Info Source Web site (http://www.infosource.gc.ca).

Suspicious Transaction Report
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Source: www.fintrac-canafe.gc.ca/publications/guide/Guide3B/3b-eng.asp#s441

5. Instructions for Completing a Suspicious Transaction Report

The fakds i thes secbon comespond with the paper form caled the Suspeoous Transsobon Bonort. As eaplaned o
subsecton 3.3, completing a paper report i ondy permitted if you do ot have the capabdty bo report electroncally

Fplds i reg=rta ara @ither mandatory, mandatory if applcable, of reguans “reassnable o forta® io complate, as follaes:

= Mandabory: AN fields of a report marked with an astensi [*] hawe to be completed.

« Mandnatory i applicable: Tha falds that have both an astensk and W apphcabla™ naxt e them have ta ba
complated of ey are applcabl 15 you o the ranescton birsg reportad.

* Roasonable aforts: For all ather Rkl that do not R an aeternk, you haes to make reascnabl sl b
et 't information. “Reaicnable effors™ sand that you ied 1o gat the nformation riquasted on the mpert. T
eha informataen o svslable to yow, you mull provide it in thi report, 1F the nfsmaticn win not seailasle at the
e of th tranescton, and it o Aot contamed n your flas or recondd, the Rekd mey ba kit blank,

1A SRrtEn crcusatances, ooby b drected n the nstructierd for certam falds, if you reed B0 ndicate That 3 mquaned
fiald ity & raport i not spphcabla, anter "RUA" of /A", Do rot sbatibuts sy othar abbravistions, special charscten (for
axample, v, 0 o ") or words [ for eaampls, “unknoen® ).

Vitwn compliting the paper form, enter the date snd tma when you begin comphlang it at the top of the Torm. If you
Furvn b5 fil 3@ COMRcEcn to & MO on pags, follow Bha ngtrucliong on (B Brit page of tha Sarm. IF you need bo gt A
P form, dad Esction 4,
Thera e sght pam on the Suipecieos Tranischion Beport Torm, but some are only to be complated il spphicatie. To
fRpErt B i rani Sollowe Eha Follgwarsg fvi dbapa:
= Step I - Complete Part & to provide informabion about the reporting enbity and about whisne the transacbon book
plece of was attempted.

& Step 3 - Complete Part Bl bo prowde detads abowt the bransackson.

* Stap 1 - Complate Pacl (1 to provide datails about the randacton’s dimpostion, [T the transaction’s depomiten
wid falibid o an scotunt, Abo complate Fark C. T the traniaction’s deapoiiten wid on behall of a Bulineid, &
Cofparalisn of Stfsa anbily [athar than b amplsyss depodting Cidh il hel of Fc amplineir's bulinaid b a
alio complate Fal L. If the rardaction’s dispesition was on behall of a0 ndradual [other than an employes
dupoiting cash into Fes of her empleyer’s Bulingid sCoount), complate Pam IF,

If theesre was more than cne disposibon for the trarsaction, repsat this step for esch disposstion.

'l'm*'_mwlﬁmm#mNWGMW#JMNﬂhMI L]
Erarmiacte.

® Step 5 - Complete Part G fo evplan the reason for your suspionn. In the case of a repoet about attempied
Erdcrriac ticnd, thig monl nchude e reddon wivy Bhay wits not complatsd. Also, complate 2art i to provide
wlformaticn about any Boton taken, if appcabla,

I# yous have bo nchsde momne Bhan one trarsacton i your report, repeat steps 2, 3 and 4 for each one. You may neeed
bo use Extra copies of Parts B1, 82, C. D, E o F 2 complate wour nepart.

Thee raait ST Fe gac Bon will Sinvier aach part of the Scipicous Trangacton Repart farm,
Transactkon status Indlcator

Te raprt & complebed rantscbon, check "Comglated” a8 the randacton Gtalul mScator, This apples to the enting
rapart, 15 you dhould Aot inchude afry SR IRARABCERS in el feport if thy ware AEEampted,

To report an attempted ransacton, check *Attempted a5 the transacbon status indicator. Thes apples to the enbre
rRpert, B0 you should ot mchads any St ITanaRs Boed 0 el report of they were comple ted.

¥ yoas naed maore informabon about when s transacton is completed or attempbed, see Gudelng 2; Suspeoous
Transactos.

Part & : Information about where the transaction took place

This part & for mformation about the reporting entity requined bo report the ransachon to FINTRAC. It is also for
mndmation about the physical lncation where the rarsackon ook place or was atbempbed.

1f wous need more informaton about what type of indeadual or entity is a reportng enbity, see section Z of this
U
1 iaa iy bl Branch o ofie koibons, e misemibon m the paet showld rafer 12 Eha Branch of office leoatsn

wharre i Eransacion took place O was attempied. Trarsachons that heppened o were attempbed 3t different branch
o oifice locabons should ba reported on separate reparts.
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Some reporting enbbies have Conbractus STangements with somaont outnde ther entity o condsct FarSIctions on
ther behalf. For example, 2 money services busness aranges for ransactions, such as electrons. funds ransfers, to
ba comductad for tham at a grocery gteea. [F wou hawe this bype of arangamant, aa tha repoeting antity, your nama
Bidargi wi Pl A Howdodd, fndd Bhe Irandss Bon wid Sordus bisd 5% fomacng elie’s place of Buiifiid, /8 o that
addrddn that musl SpEsar in PR i

1f you are an employes of 3 reporting entity and you ane maiang this report about 3 SUSMIOOUS transscbon that you
ed Mok report B Wour supenid, thare are special mstnscbons for you to comglate several of the fields in thes part.

Field 819 Reporting entity®s kdentifler number (if applicable)

Thit m ted Fdtitutesn of kkence numbse, of othar identification nusbar for the repertng entity, i cuthned Ballow, If you
B A Peporting enGty that Fud sevecal branch locatoed, the dantification mnumBdar ihculd refer 1o the branch or cdfice
whath U ErAfRACTion cSourmad.

# [f wou are an accownbsnk, enter wour provincal chartered accountant (CA), proviecal :ﬂ'hh-clﬂurw
accountant [CMA), o provineul certified ganscal accountant (CGAY mmier.

w I you ara & bank, caisse populainn, cooperative credil socely o oredit union, anter your fraecal
e Bl by fruber iiiusd By the Chredhan Phymanti Addociaben [CPA).

w If yow are an agent of the Crown that sells or rsdesms manary ordars, anter pour poil affics or gl

& [T dan e & life insurancs broker or agent, anler your pedanoll Beoki &f bgent Boanos manber,

L HMHiMW.lH-HHWFMMQHEiT“WHFM
[resEvburbgns {OSFD) Dresfabu by Coade.

# [f woiu are 3 life insuranos company that iz not federally regulated, enter your prowincial boenca rumbaer,

# If you are a provincial savings office, enter your financal nstitution number ssued by the OPA.

# [f wou are a real estabe broker or sales representative, enter your provncial broker number,

# If woui are 3 securitles deaber, enter your provincial daealer kcence rasmbar,

# If you are 3 trust and loan company, enter your financial mstitubon rumsber issued by the CPA.

® [ yei are 3 provinclal trust angd loan that = et 2 mamber of tha CPA, enber your regsbration rombar,

L fm# money services Business, anter your mondy §ervised Buiingis regeibeiion rusbar igtuad by

= [T wa are 4 deaber in precious metals and stones, Bave e eld Blank,

® [T e are 4 British Colambia public natary, anter your mesbaribap raesbar, [ you are 4 natary conparalian
of British Columbidn, enter your permel fuesbar,

. mﬂiﬂmlim.ﬂhwmmmwi'mhhﬂ“-m‘mh
D

|immmwﬂammwnmmmmmmumhmmtm
e MOk FEpOrt T yOUr SUpnior, anter "EMIPLOYEE" i fold &1,

Field AZ® Reporting entity™s full mamse

Enber the full kegal name of the busness or comporation that is the reporting enbty. If you ane a reporting enbiy that
does not have 3 business name [ for saamphe, you She 3 Feportng enbity that s an indnadual], enter your full name.

If you are an employes of a reporting entity and you ane maiong this report about 3 SUSMHOOUS Transscbon that you
e Dk FEpOrt 10 0L SUpEor, VDT Woul OWE nama in feld A2,

Fields AZ® to AG™ Reporting entity's full address

Entor tha owvic Jddress, town of city, province and postal code where the ransaction took place o was attempted. IF
wou hase more than one lecabon, this nfomation should refer fo where the fransacbon book place o was atbemphbed.
A= sxplaned above, rarsactons that happened at ddfferent beanch or office locabons should be reported on separate
neparts.

I yous are an employes of 3 reperting entity and you are making this report about 3 suEspicous transaction that you

el ﬂ:;ﬁ#:;lﬁ-rhl' fupsiricr, antar the complate ddreds of whins the ranascisen took plece or wag agtampled in
Rk A7 1o A8,

Field AGA Reporting entity report reference number

If yois use 3 reference number for your own mSemal PIEses, Wil can enter it in your report to FINTRAC. This feld can
contan up to 30 alpha or numenc charactens and must be unique for each of your reporting enbity's reports,

IV iy o At wdh 05wk puch an miernal réference rombar, Bavs thi feld espty.
Fields A7®, AB® and AQ Contact name
Enter the name of the ndividusl FINTRAC can contact for clanfcation aboaut this nepaort.

I yeia mie i amnployen of & repanting sality khd you are making this fepset Mboul 5 fuipicious IRaniastion that yéu
il nal raport 1o pour BLpEniod, aRler your owmm contast nformation in thess felds,

109
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Field A10* Contact teleplhone number

Enper the belephone numser, nchading the anea code, of the mdridual FINTEAC cam contact Tor claification. Include
Hhr ekension i appcable n felkd A 08.

Field A11* Which one of the Tollowing Dypes of reporting entities best describes you?

Enter tha type of actiity applcable to vou I wou are nvobeed in mone than one actiaty Bype, ndscate tha o
apphcable o the transscbon beng reported. If thene s mons than one sctevity for one or more transacbons on the
neport; U.'Etm“mtmm“wwmﬂ'ﬁm.ﬁmmﬂlﬁﬂm&

If yewa aré an amployess o & repating snbily bfd you and making his epsrt Bboul & fuRpidnis ranilihon That you
dad NOE FRport B your Supanicd, antar thay type of reporting antity for your empleyer in thes Sald.

Fart Bl : Information about how the transaction was initiated

This part i for mformation about how the Tansaction was mbated (i€, whine the monay came from) for the
trarmaction that kd you 1o tha sumpedion o & conmsction 1o moniy laundanng o beronyt financing. [n the ciie of an
Atbarmpted tranaction, this would inclsds mformation st how it wal propodsd to B mikiabed,

Your suspecion could be based on a senes of fransactbons. In that case, mnchude n thes report the mdemabion for each
transacton that bed bo the suspéoson.

Wihsrh you Fesid 10 repsrt mong Than ong Iranass n, complabe & saparate Pt 0] for aach ranascen, To 35 this, you
can copy Part BL. Fill in the *Transacton ___ of ___ " area ak the top of Part BI to dstinguish beteeen each
bransachon. When you provide the detads of the transaction in Part D, tha detsls of despostion in Part B2, a5 well as
the sddtonal detads of disposton in Parts C, E, and F, 35 apphcable, indicate to which transschon that informaomn
apphes,

Fields B1®, B3 and B3* When the transaction tooek place

Entar tha date (yyyy-mm-dd) and bma (Rhmmiss) of the puspicous traneschon. Liss 3 24-hour fmat for bma. For
axampls, sriber *15:10:00" 1o repradent 3:30 pos

The bme of the transscbon {feld B2 can be ket blank o it s not avadable from the moment of the transscbon o o
WO NeCards,

The dati oF tha tranisstion (feld 01) & mandabeny. Howeser, if e Iranession wid & night dapedt, s you da net
preide e date, you can lave field 01 Bank, In the Cide, maks Sure Do Rckcate thak it was a reght depost at Sk
[:EB

If thee Erarsaction being reporbed was attempbed and, because of thes, mformation for feld B1 or B3 is not avaslable, you
can leave the Sl blank.

Field 54 Date of posting

Enter tha date (yyyy-mm-dd) the arsacton cleansd, if this dffers from the dabe of the transacton provided abovwe.
In thet case of an attempted ransacton, thes Seld would not appdy.

Field B5* Detail of funds involved in initiating transaction

Chack the approgenata box to descnba the bype of funds involved in inftating the transachion. For acamplbe, if your chent
twrowsght in cash, "Cash in® is the type of funds, or o your clent is cashing in a e insurance policy, "Negotiated e
wurares pobcy® m the descrpion of funds, 1f the sslecbicrn provdid do nob cover the particulir i b, Eichsale
"Crbea® B proside Satih i the Bald pronded, Pad aximphe, o GifulEd wats Frvaboid B Flilng e e N
wadicate "Ouhar" ahd prowide mfcmation skt the typa of vty w the "Oghaer” Held,

If theere was moee than one Bype of fumds, ndcate only one that best represents how the ransacton was mitiabed.
Prosde nformabeon about B rest of the types of funds in Pt G.

If the Erargacion being reported was attempted and, because of thes, mformation for figld B5 is not avadable, you can
Baderd Eha sl Bllank:,

If ywous are a deader in precious metals and stones, seleck the bype of furds in fiekd B5 that best desonbes what you
received in the ransacton, or what wou were supposed o recenne n an atbempbed trarasaction. I you were

preCious mirtals or shones, indecabe the bype of funds that best descorbes what you bought or atbempted to Buy. The
same would apply if you were o receive precious metals or stones from a cient for a trade-m sale. If wou were saling
precious metals or stones by a chent, indscate the type of funds based on how the chent pad or attempted to pay. For
avhmphe, if tha chent paid chih, ndcate "ciih " o if tha chant paid By dabit card of cradit card, walaata "Othar” and
preside detmls i the "Ochar® field,

Field B&® Amount of transaction

ntar tha total aseunt of funds mshesd in e ranisction. Ths i@ the 1oTa sscunt recsnnd bo GLAM Che Irandec i,
wihat happens ad & result of that amcunt will Be explianed n Par 013 a0 ofl of Mo deposition.

If thig amsunt wid ot in Canadian funds, you do nat Ricss 1o Sofreart it bul you hinsd 1o prowida the curtancy
mirmation in Gald T,
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If thee Erarsaction being reported was attempbed and, because of the, nformation for field BG s not avalable, you can
Beaee bha feeld Blank.

Field B7* Transactisn curmency code

nter the curishcy code applcable to the tranasc taon, ain il i wad in Canadien funds. Dntes CAD for Canadian dollarg
of UKD for Unibed States dolars. IF the IrandecBon wid in aodthed Cype of cufrency, s the T of curency codet i
Apparsds | At the and of thel guididneg.

If thed Erariaciion Being reported was attempled and, B af the, mfermation for fiekd 07 = net avadable, you can
bpaee the fisld Blank.

Fields BE® and BO® Other institution, entity or person nams, number and account numbser (if
applicabie)

These fields are for addibonal information about the fumds descnbed n Aeld B5. Where applcable, i field B8, provede
the name (ncludng the insttution identificaton number if applcable) of any other institution, enbty o ndeadual
mwodyed in the ransecton. bn addibon, whaers appecabde, in fald B9, provide the sccount rombaer of any othar indesdual
o enbity rrwolved i the deposibon. 1 more than one other ndendual or Fstibubon was involved, put the nformation
abeoit e othars o Part G.

Fleld B1O® How was the transaction was conducted?

Chack thi appropriate Box bo ndecats how Che Drandad tion wis conductad o atbempted, For exampbs, if the

ranmac tion win donae through an subomated Banking machis, chick that Box. If the salsctons provided do nat cowver
thel pirticulid BAnAERCHON, wdcite Ot bl prowde Setali m the Beld prosvided,

If the tramsaction beng reported was attempted and, because of thes, infomation for field BL0 & not avadable, you can
Bearrd tha Rl Blank.

Field B11 ID number of the person initially identifying a suspicious transaction

inter the dentificaten number of the ndradual who fret idenbSed the suipscicus behavicur lsading o tha repert. If
that ndradual deas et have 0 5D number, this feld may be ket Blank.

Part B2: Informatien aboeut how the transaction was complebed

Thig part i for nformation bout how the Erafiaction wag complatad (i, whate the mordy went), In the s of an
Bttt Erafiac tion, thil woukd nchade miforsation oot how i wak propoiad bo be complated.

" biehall of” indicalos

A% the top of Part I3, you have to indecate whather the indnadual who conducted or Mttempled the raniacbon wad
dhoarte 0 of Afmydn alia's bahall. You Fune o delect o of the following for the entry:

& Mot applicabbe
This means that nedther Part E nor Part F apphes to this report. Mot appcabls” indicates that, ko your
krerwbidgn, none o 1R othar "0n Bshall of" elechorm m apphcable 1o the raraacbon, For axamgls, th
ErAraction wak i reght depoiit of & quick drop, o e dEpoation wag nol on sergcrs alia's Behall (e, it wai on
bahall o e mdradual that conducted o attempted i),

* O beehall of an entity
This indhcates thait the depositon was on behalf of an enbty, such a5 2 busness, 3 partnershp, & CEPORAtoN, a
sk o sihar ankity, But was nok an amplayes daponting cash to his or her amployers busnass account. Fer a
Erarmaction that wid conducbied of sltemplsd on Behall of an entity, complate Part I i thel report o peovide
tha informataon about that entity.

O beebalil of ancther individusl

This ndecates that the deposibon was on behalf of another indeadual but was not an employes deposibng cash
to his o her employer's business »ooount. For a transac bon that was conducted or attempbed on behalf of
aiathar drndual, Somplabe Part | Bo prownda the mlformation sEsul thal atfud wdnadubl

+ Employes depositing cash to employer's business aooount
This indcates that the deposibon was an empleyss deposting cash to his or her employers busness account. If
it waes an emplypst deposting cash to his or her smployers busness Jccount. neither Part E nor Part F apples
for thes report. Do rot use this mdcakor if the employes deposited other than cash or if the employer's acoount
wid Sl than & busags account.

Mora Ehan on dispasitien

There could be more than one dsposidion Tor 2 parboular ransachon. For example, your clent could wbake a
bransac bion i cash, serdd an ehecironec funds transfer (EFT] for part of it {depositson 1), order a bank draft for anothar
part [dispositicn 2} and depsosit the rest (depositon 3). In that cass, make sure you inchade the ndemation for each
dapaiition, 1F you ane Rcluding mons than ok IraREaction in thel report, you have to complate Part B2 for sl
despositions Nor gach Erarmaction,

m
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If yous have to nchsde more than one despostion, complete 3 separate Part B2 for each one. To do this, you Can copy
Part B2, Fll n the "Trarsackon Caspecesibon of * area at the top of Part B2 to dsbnguish bebween each
m#-“mml“mﬂlm“ﬂm#hmmhmﬂlﬁmﬁmm“
dmpogiticn mlormation spplied, based on tha rusbar you aetigned the raraactian n Part B1, Whan you provide the
dathls of dpodstioh i PatE C, I, bhd I, &i Epheibles, Mes mndhlite bo which Sipodtion ihd whelh Barbctisn that
wfprmation apphe,

Field B12* Disposition of funds

This describes what happenad to the funds involved in the ransacbon.

IF the dimapositicn of funds win & e nbrancs policy purchass of dapodil, chack that boa and proveds the Ble mauranss
policy rambal i Ul appropaiabe Gald, [T the gilictioni prenadad da et covel thil paiticull’ dpoditsn, mdithbe "OHhe"
and provide datali i e appropniate Fekd.
|t“h'mlh'lHFWHH“HWWWWHWWHGMIﬂMHHM

tha “on EBahall of mdcator at the top of Part 2], the dnposticn of funds in ekl 103 iRould Be “depoit 1o an
Bocount”,

If yeaa are a dealer in procicus matals and atones, sslect the dapestion of funds in Geld B17 that best describes what
wein il o Aol (of what you attempted 1o pay of 4l to the conducton of i raniaction. IT you were buying

pEracious Mmatall of atones, dakect the dupoatisn of funds Ehat Bt decried b you piid o Atbemptad o puny fof
thisthi, For dmampls, if you pied s cail, indicati "caih out® of if you paid By chaqus, indicabs "Other” S proveis ditade
" the

"Othar® field. IF you were selling précous metall o atones (inchadng & trade-in fale), select the dupomtion of
furadi that best describel wihat your client purchaisd of Attempied 1o purchucs.

Field B13* Amount of disposition

ntar tha smount of fusd mvehad in tse dipostion. [T the amsunt was ok in Cansdan funds, you ds not Fune s
it it bull you Riced B prowda the curmancy nfarmation in Ssld B4,

I¥ thedt ErarriacRion H"l'llﬂl'mﬂll'ﬂﬂ wils artempled and, Bchuie of tha, nlivmation for feld 010 = not avadable, you can
laaree tha fiekd biank.

Ficld B14* Disposition currency code

Unker the code for the curméncy of the dupogtian, daven i it wad m Cansdan furnds, Dnter CAD S Cangdan dollam or
D For Uit Seabed dolaei. IF i trandis bod wid i S5t bypa of durinsy, Gds tha kD of Suffency Sdid i
sppends 1 at the end of thes guidelne.

If thee Erarsaction being reporbed was attempbed and, because of thes, mformation for feld B14 s not avalable, you can
haave tha Teeld blank.

Fields B15* and B16* Other institution, entity or person namse, number and sccount ﬁl‘mnlﬂibﬂ‘
(if applicabde)

These fields are for addvbonal informatbion about the depontion desconbed in feld 812, Where apoécable, in fiekd B15,
proside thee name (nchedng the nstitubon idenbScation rombaer i applcable) of any other nstibubon, ndisdual or

wnbity wrvchved n the dsposibon. In addbion, where apphcable, n Seld B18, provide the account rember of any other
mndivsdua or enbity ieobved o the deposibon. Slso provede any polcy rmber related o the other entity or ndivedual in

fedd B16, if apphcabie.
IF i ERdif eafvi Gbeir dineadianl, anbty oF Frilitu s wid mvobeed, put e Ailemation et the ather n PTG,

Part C: Account information, il the transaction involved an acocount

'ﬂ'li-l)h'lli rwnwmmwun:mmﬁudnhumw il ity Fact wrechoad an a-::n-.rr: In tha Cada
af an i 1, M ik sl wltrmatisn about tha Ecount that wid proposed 1o b nvobeed

As sxplaned earker, it & possble t have more than one ransacton per repoet, and more than one depositon per
transaction. Provide the account ndomation, if appcable, for sach dsposibon mciuded in the report.

1 wou have bo inchsde account ndpemabion for more than one deposibon, complete 3 separate Part © to provide

ndprmation for each sooount mvebied. To do this, wou can ooy Part C. Fill in the "Trarsaction Crspositon "
anes at the inpﬁfixtttn-ﬂ:tlu.uhlhlhnm aach despostcn, based on the nember you sssagned the depaoesibon n
Part B2.

Field C1* Branch or transit number where the acoeunt s held (if this part is applicable)

Unter the Branch numbsr, et rambar, &F athed appropriate identifyrg number af the enbity wheare the relivant
Bocount m hald, of 4n Bocount m apphcabla 1o the ardacEon,

If the trarmaction being raported wak attempbed and, becanme of the, mfomation for feld C1 i nat swalable, you can
idired Eha Feld Blank.
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Fiehd ©2* Account number (il this part is applicabde)
Cnter the rumber of e delivant Booount.

If i Erarmaction being reported wak attempbed and, Baciie of tha, nfemagion for feld CF @ not aealable, you can
bpavee tha Ffiskd Blank.

Field ©3® Type of account (if this part is appicable)

IS aba e Bypa all tha relivbnl BSccunt, P dimpls, &l bl B ol REL, BE the Eama i wid
opened, was for 3 business o for @ non-profit crganization, etc. (i.e., other than a personad o brust account). 1f the
SabipC baores "parsonal, business of nestt do not coseer this partcular acoounk; ndec ate Ot and prossdae detals i the
fedd prosswded.

If i Erarmaction being raported wak an smployes Sipoditing <aih to a0 employers Bulireds account [an ndcatsd by
i "on Bl of ndScator At tha top of Part 03], the account type in fsld C) shauld B "Buriitunia®.

If thee Eraraaction being reported was attempled and, because of the, nfomation for feld €3 5 not available, you can
Beaew tha feehd blank.

Field C4* Account currency code (il this part is applicable)

Onter tha code of the currency fer thee relavant sccount. Dnter CAD For Canedan dollam or USD for Unitsd SLates
dallnrd, T 1hi Bcccut o i thid Bypa oF Surrindy, i Eha BEL ol currency Soded o Appands | AE the and of e
el

If thee Erarsaction being reported was attempbed and, because of thes, nfomation for feld C4 s not avadlablie, you can
braee tha feeld blank.

Field €5 Full name of the individual(s) or entity that hold the account (if this part is applcable)

Unter the full nasae of sach sccount Bolder (g ta threa).

This s for nformation about sach mdnvadual or enbty that holds the aoosunt. For sxample, in the case of 2 joent
account for husband ard wie, nclude the names of esach spouse at feld C5.

The account hokder might ba diffacent friom the ndrddualil] suthofized to g Matnactions i e acoount, Fo

avamgle, n account foe & corparation will have aha o mons indeiduall autherited to ghve ngtnactions for et acceunt.

i thel Cai, it 18 the rema of thi corporation that kolds the sccount that i regansd & fald C5, Information about
ncividuals authorped o bind the entity of L BEL with respect 1o th account belongs in Pt £, if apphcable, in Sekd
ElZ.

IF thes Erarmation Baing raportid was attemgbid and, B af tha, wiformation for fekd C8 @ nat svslsbli, you can
Bearrd tha Rl Blank,

Field & Date opened

Enter the dabe (yyyy-mm-dd) the aooounk was opensd,

Fiehd ©F Date closed

Enter tha date (yyyy-mm-dd) the scoount was closad, if applcable,

Field CB* Status of the acoount al the time Uhe ransaction was initiated (if this part is applicabile)
Il ate wihathar the Bccount wad SStve, PBsag of dormant bt the tma thi IRAnESon was Feliabed.

The status of an Sccount is debemnsd by wour poboes and procedunes. For example, your polcy may be to assign
nactive status o all sooounts i there is no clent sctvity for an acoount over 3 certaen pencd of tme, and dorsant
stahus if that nactnaty is profoenged.

|f¥'ﬁ$fﬂlm‘lﬂﬁh polcHs of procadurid o Algn rscin of dormant ATa%u 1o unuked accounila, amply Mane
s Edank.

If ke Erardaction baing reported wak attempbed and, b of thel, mformation for feld OB i nat avslabde, you can
bpaee the fisld Blank.

Part [ Information abaut the individual conducting the transaction

This part i for nformation sbout the rdhvidusl whe conducted of attempted to conduct the Erafmaction. A% sxplansd
dilsr, i'l_ilr:-ﬂh 15 havis more Than one FARARCHSN par repert. Frovids this nformation fr aach Iransscton
nchudid i i gt

I youw nand t9 feport Mo thisn ohe rarmaction, complale B Separats Part D B aach transacbon. To do this, you can
©ofry Part . Fill in the "Trarmaction __" &faa at the top of Pt D to ditinguish batwesn sach randsctcn, bimed on
i faambaf you Sidsyrsd the Irandactsn o Part 1.

If youw are & dealsr in proacioud Satals and atoned, the indnidual who corducted of mtsmpted bo comnduct the
ErardaacEion il the o from whos you wire buying of 1o wham you wers ialling pracious matals or aEohal,

13
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Fields DL to 03 Individual's Tull name

Enter tha last name, first name and midda nital (if apphcable) of the ndevidual who conductad oF attempbed o
conduct e BRI tion,

Field D4® Entity client number (i1 applicable)

[ﬂwmﬂﬂll faanbied you miusd to e rdadual whe conducted of attempied 1o conduct the traniction, if

Fields D5 to 9 Individual's full address

inikar Eha crad addtiid, town of cily, [Hovncs & GLADe, Sountiy and podtal codi of the indradual who conducted of
atbempted to cofhuct the trafiaction.

Field D10 Country of residencs

Enter tha counbry of pemanent ressdence of the mdyadual who conducted or attempted to oonduct ithe Eransacbon.
Field D1OA Country of citirenship

Enter the counbry of citizershp of the ndnadual who conducied or attempbed to conduct the transacion.

Field D11 Home telephone number

inikar Eha Foma tabaphocs numbied, incladng the ares code, of the indradual wha cenducted of attempled 1S Condast
13w tr s Boan.

1f thee: masmibeesr &5 ona from Canada or the United States, enter the area code and kocal number. Thes should be n the
feleversy hormbt: “G00-500-0009°,

If the ks i from eulside Canada or e Urited S1abes, provide the counlry codi, ity code and lecal mumier
oomponenits. &% sach of those components can vary in length, use 3 dash (-) B separate each one. For sxample,
G- 999-5rFF9- 199" would induate a two-dgit country code, a three-digit city code and an eight it lecal number,

Field D12 Dnedividual’s identifier

Cheechk the approgeiate box to show the doDument used to dentify the indmwdual who conducted or attempted to
CONQUCE T Trans.pcben.

Yious can rafer bo an rdviduals provinoial bealth card, provided there is no provinoal or termional legeslation praventing
wiou from using or requesting it

IF thed fblirc titeni prosnidad do net cover the sfentifer ulsd, mdcate "0ther” nd proveds detads in the feld proveded.

Plagn robe that althsogh a Social [reursncs Nusber (SiM] card can be uisd for slantification purposss Tor ERemisc iong
m:hnl:hlm-'-unrmmm.n!m{u.,ﬂmm]m&mrunwhﬂdmﬂﬂmnmmﬂ:!m
card and ro ather ientifying documaent for the ndnedual, ndcate SIM card in the "Other” area of Seld D12, but do ot
prosvdie thee nusmiber i feld D13,

Field D13 10 Numbser

Enter the ramber of the document descnbed n feld 12 that was used to idenbdy the rdenidual whe conduched or
attempted (0 Conduct the fransaction. Remember that a health cand numbsr is not accepiable for this pUFpOSE N Some
preancas, Furthermers, ag axpliined sbss, & SIN should not be provided on this form. OF the identifer documant n
Feisked D 0F [and DU2A) 18 b SN Chid, anter "R i Bekd D10 1o indecats the romber i ol spphcabls,

Fields D14 and D15 Place of Ssue of individoal’s dentifier

Enter tha provncs or skate and coundry of Esue of the dooument used to dentify the ndiadual who conducted or
atbempted o conduck the transacbon. If the: document wag srued nabonaly and there wags no province oF state
wichudid in the place of mdus, hivs the pronancs of PLATE Bald blank,

Field D16 Individual's date of birth

nter the date [yrypy-mmedd) of Birth of the ndnadal whe conducted o Stlampted to conduct the armaction,

Field D17 Individual's occupation

Enter the cooupabon of the indivedual who conducted o attempted to conduct the ransacton,

b 3 chencripthen aa podsilile reganSing ceoupaition. Provide inlorsation that cleady describag it rather thie use &
grisnvieral beem, P axample, in e cadn of & Consultant, th sccupation should reflect the area of conmulting, Puch 9
TT coniultant” of "coniulting Sarwdter”, A4 analher auimple, i the cass of & prafesiional, the cccupation should raflect
Ui rtai oF thy work, such an “patnolum engineer” o “lamilly phytician”.

If thed rsdinichual m Aot amployed of engaged n ay Dype of beinest of profieion, provide nmformataen that Bt
dhirfrisad thiar setudtion, fuch ad "Phudent”, “utisployed”, “rbred”, #c.
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Field D18 Individual's business telephene number

Enber th business belephone nusber, mchuding the anes codie, of the mdeidusl who conductiod of Jttempgited b
conduct the transacton. [nchede tha extenson f applcable at feld D14,

If iy sl oo from Canada o thee Unitad STated, entar tha ared code and local numsr. Thel should ba in the
followineg foamat: “999- 995 9999°.

If thes b i from cutside Canada o the Unitied STated, provide the country code, City Coda and local murmer
comparinld. Ad abch of thode cofperants Cin vary m kngth, ue & dash [-) 6 Saparate abch o, For xaimgss,
*99-999-9399-9999° would indCate 3 teo-dgit Country Code, A three-digit Ciby code and an eight St ksl rumber,

Field 019 Dndividual's employer

initer the fuims of the entify o ndhadusl whe 8 the employer of the fdbadual whe conducted of attempted o conduct
i Iranisson.

Fields 020 to DES Cmployer’s business address

Enter the crnic address, town or ciby, prosnce o state, counbry and postal code of the employer of the ndrsdual who
conducted o attempted to conduct the rarsacbon.

Field 025 Employer's business telephone number

nter the Businiis telephons fusber, mchuding the aed code, of the employer of the rdnadusl whe conducted or
attampted o conduct thae tremaction. [nchais the extenson of apphcabla st fald D254,

1¥ thee rsmises i o from Canasda or the United States, enter the ares code and local nambser. Thes should ba n the
felicwirsg format: “O0H-we- 0999,

1 the number is from cutside Canada or the Unted States, provede the counbry code, City code and local numiber
comporariti. &l aach of thidg comporants cin vary in length, ue & daih (-] (o Separats esch one. For exampls,
" GO0 TR 0009%° would ndetate B Dwo=Sgit Couniry Sode, A thresSgit city code and B aight gt el rasbar,

Part E: Information about the entity on whose behalf the transaction was conducted (if
applicable )

This part only apples if the ransacbon's dispostion was conducted or attempbed on behall of a third party that s an
enbity, 3 indicabed in Part B2, If an employee deposited Cash i hes of ber employer's business account, Part E does
not apply.

Complete o daparats Part Il for aach dipoditon that wak condicted of attemgted on bahall &f & busreas, oapocabaen
o gther ankity, To do R, you can Copry Part I, Fll i tha "Tranabcten ___ Deposition " ared &t tha top of
Part [ 1o datnguesh Between each dipodibon, based on the rusber you aisighed the duposticn n Part B2,

Field £1 Mame of corporation, trust or other enlity

Enber the full name of the business, coporation, bnest or otfer snbty on whose behalf the transacbon was conducted
o aktempbed.

Field £2 Type of business
Dscribi thi type of busineit o entity on whose behall the randacton wil conducted o Atbespled,
Fields E3 to EF Full address of business or corporation

nbisr tha chvic addrad, Bown of City, prosince of A1M0, counbny and podial Code of the Bumifiss, Comparation of other
ity oy wihoss Baball the trandsc Bn wid conductid o STbspted,

initir tha belaphonsy nuimbssr, nchaing the aned cods, of the bkness, Corporaton of ather antity on wiscds Behall the
ErardBcEien wil cenductid o aibempted, Inchude the axtermion, of apphcatie, at eld DA,

IV whep arnbeit m Gre from Cansda of the Urited S2ated, enter the ares coda and lecal number. The should ba m tha
folowirg formak: "9 S a999°,

1V whep kit m from cutiide Canbda of thi Uretad Stated, proveds the countey Soda, city code and local nurmbr
compordniti. AL aach of theis comporantd ah wary in length, e & daik () e deparate aach one. For sxampls,
G GO SR GG wiould ke At B bwos il ouiry cod, B theaa s gt city code and B aight it ksl rusbar,

Fields E9 o EL1 Incorporation infonmation

1N b brieri tian wiid conducted of attempbed on behall &7 &n antity that W & corporstion, phinels the mcoiporition
rembeer. Aleo provede the province or state and country of the incorporation number's place of issue. If a0 Noorporaton
rimber doses Ot oSt for thae Ooeporaton, enber *MYA" i fedds B9, E10 and E11. 1f the incorporabon numbsr was ssued
nabonally and there was no province o stabe ncheded n the place of ssee, ave the province of state feld Blank.
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Fiesld E 12 Individual(s] authorized te bind the entity or ad with resped to the acoount (up te thres)
Provide e names of up 1o thies indiiduals who hive sutharty b conduct IFansacions thiough the sccount,

Part Fi Information about the individual on whose beball the transaction was conducted {if
applicalle)

This part only appkes when the fransacbon's deposibon was conducted or attespted on befall of 2 third party that is
N ndeadual; as ndcated n Part B2,

If thee indendual conducted o attempbed the ransachon’s diEposton on his or her osm behalfl, this Part does not apply.
In that case, nformation about the mdnaduall showld be pul n Part D

If an employis deposited cish n hi o e employers business account, Part F does not sppdy. I the transss mon's
despoiition wik conductid o Attempted on behall of & business, comporation of other entity, Parm i should be
aomphitid.

Compilate a daparate Pact F e sach dapomition that was conducted of attemgted cn behall of an indridual. To da this,
you can copy Pam F, Fill in the “Trarmacton ___ Diepesition " ared at the top of Part F to distinguish Babeeen
wch dupeition, Based on the musber pou atigned the daposten in Part B2,

Fields F1 to F3 Individual's full name

Enter tha last name, frsk name and medde nital (if applcable) of the mdeadual on whose behall the transscbon was
conducted or atbempted.

Fields P4 1o r8 Individual's full address

Enter the crac address, town o ciby, province o state, oounbry and postal code of the ndividual on whose behall the
trangacbon wak conductad o attempted,

Field F@ Home telephone mumber

nter the Fome telaphors number, ncloding thi sres code, of the indradual on whede Bahall the araactsn wii
cafhicbed o Atlampted.

I¥ tha number i ona from Canada er the Uritad SEatea, anker tha area coda and local numisr. Tha should ba in e
folowing format: 099 995 9999°,

1f ithee numiber is from carbside Canada o the Uneted States, provede the counbry code, oity code and local namisesr

comparents. As aach of those Components Can vary in length, use 3 dash (- ) D separate each one. For exampls,
*95-999- ¥F3-9999" would ndcate a two-dgit Country oode, a three-dgit City code and an esight gt local rumber,

Fleld F10 Business telephone number

mwmmﬂmﬁw irchudineg the ares codi, of the indhidual on whais bahall the traniestion wa
conductid of huchi the axtermion il applicable in Sald F 04,

Ilhmumﬁmi:mm«hwmm. enter the area code and local number. Thes should ba o the
follewireg format: “#88- G- 19ee°,

1¥ thee: masmibeesr &5 Srom cutside Canada or the Uneted States, prowvede the counbry code, oity code and bocal numisesr
comporents. &5 sach of those components can vary in length, use a dash (-} to separate sach one. For soamphs,
*95-999- FrFI-9999" would mdcate a two-dgit Coundry oode, a three-dgit City code and an eight dgit local ramber.
Field ra1 pndividual's date of birtk

Unter tha date of bath [yyyy-mm=&d) of the ndnadasl on wihcie bahall the ranmiaction was conducted or attemated,
Field F12 Dnedividual’s identifier

Chack e appropdiate Bsa 1o ghow the dstumant uisd to dantify the indiaiual on whsds Bahall the rarmsction wan
conducted o Bibimpted,

Yiu can rabir 1o an ndhidusls provincisl Fealth card, providied thers i no provincal or terntonal legulation pravnting
you Hem Liifng oF requarling i

1 the sedecticrs prowided Do not cover the shentifier used, ndicates "Other® and provede detads in the feld proveded.

Flzase robe that althowgh a Social Insurance Mumber (SIM] card can b used for slentification purposes for ransacbons
susch as the opeeng of an aocount, the SN (e, the numbser) should mot be prowided on this form.  [f you used 2 SIN

card and s athar identifyng decumant for the mdnadusl, Felcate STM card i tha "Otkee” ares of Gald 117, But de not
reica tFe number o feld P
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Fiehd FL3 1D numbier

Enter the ramber of the document descrbed n field F12 that was used to identify the ndradual on behall of whom the
Lranac N wil conductsd of Attempted, Remember that a haalth card rumber s nat sColptals for this purpoie n
Aoma provinces. Furtharmons, i asplarss abows, & SIN ihould nat b proadad on this form, 1F the slantifier decumant
wh Rkl P12 [aned FO2A] 0SB card, arter "W 0 Feld T2 0o waScate the nombier oSSt apphcalle,

Field F14 Country of residence

Enter tha country of parmangnt ressdsnce of the indnadual on wihoss behall the fransacton was conducted or
Attampbed,

Fild F144 Country of citizenship

Dnter tha oumbey af Sititerdhip of the Fdradusl on whops behall e traniesbon wid conducbed o Jttemplad
Fields F15 and F16 Place of Esue

Enter the province of state and country of s of the dooumaent used to entify the ndiidual on whose Behall the
transackon was conducted o atbempted. 1f the document was sseed nabonally and there was no province of stabe
mciuded in the place of issue, leave the province of stabe faeld blani.

Field 1y Individual's occupaticn

Dnter tha sooupaiasm of Bha rulvafiogl oo whens Behall e iranmastion wag condisctad of aRtamgted,

Be a5 descnpiive a5 possible reganding cooupabon. Provide nforsation that clearty descnbas it, rather than use 3
general term. For ecample, n the case of a consultant, the occupation should reflect the area of consulting, such as

IT consultant” or “ponsulting ferester. 4s anobher exampbe, in the case of a professional, the occupation should reflect
the natwre of the work, such as “petroleum engineer” o "famdy physican™.

1f e iredichual is not employed or engaged o any type of busness o profession, proside nformaton thak best
descrbes thesr sshaybon, such as "stedent”, "unemployed”, "rebred”. sto.

Field 118 Individual's employer

Enter the name of the enbby or ndinadual who s the employer of the mdeadual n whose behall the transscbon was
oonducted o atbempted,

Fields F19 to F23 Employer's business address

Inter the crvic addiid, town of Cily, Pprovincs of 41ate, country and podtal code of the smployer of the ndiadual o
whedi Eshall tha Drardactsn wik conductid o Atbempted.

Field F24 Employer's business telephone number

Entar tha business telaphona mumbasr, ncuding the ares code, of the amployer of the indnadual on whose bahall the
bransac bion was conduc bed o attempbed. Inchede the actersion i apphcabde in Seld FI44.

If thed rurribl o from Canbsda o the United STated, enter the ared code and local numbsd. Thel should ba n the
followineg foemat: “099.- 993 9999°.

If thed furri m from cuticde Chnada of e Ureled Stated, pronads the countny code, City Coda and local nums

comparant. Ad abch of thid CoRMporanti Cin vary i Mngth, use & daih [-) 16 S8parat abch o, For dxaimgls,
*99-999-F359-9999° would ndcate a two-dgit country code, a three-digit City Code and an sight Gt lecal rumber,

Field F25 Relationship of the individeal named bn Part D to the individual named abowe

Chack the appropnate bsa Mmﬂﬂlﬂmﬁfﬂwﬂmw{f mwmhvmmwh
madnadual on whose behall the ransscbon was conducted or attempted.

IV b geblipcbiceni prosadied 30 nold Cover tha relatenahe, inScibe "0thaer and provels datal in the appropriste Sl
Part Gt Descripticn of Suspicious Activity

This Part & bo provide detais of why you suspected that the transaction or the senes of ransactons were nelabed to
sy Liandinng or berrormt fnancrng,

Field G1* Description of suspicious activity

Thig gaston saplird what lad pou 0 babiva thang wad sometfmng suapicious about tha transscten, Tha mons
mfprmaticon that you provice fo asplar the Budis of pour guipicons, the mors valsabla your rapert will bae. The idaal
rekponie would clearty and Completely descrtse ol of the Factom of unusull Srdusdtances wiech Bd you 1S & Susiecion
of money leundenng or terrorst financing. and would provide as many relevant detads as possible to support this

dhis b b

nz
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o not leave méermation about the descnption of suspicious 3CotY out of your report by mefemng to 3y othar Sles or
docuftarta. FINTRAS will nol i Socad B Bhat informalon unbisl you provide the datadi n your feport.

If this repert i abeut ahe oF Mmors IFAnEEStons that warg Sibempled, slis describe why aBch ons wad RS comphited,
Part H: Action Taken (if applicable]

This Part i for you to deacibe what acten, if arvy, wak Baken by you, a8 a meeult of the Suspscioul Erarmacton,
Field 1= Action taken (il this pan is applicable]

Idenitify whether you haee taken or will take any acbon as a result of the susgecious trarsaction, in addibon bo
mapertrsg Eo FINTRAC, For sxampds, if you are ks malking & répart to & Lk @nforcement agency, ndicals this m Par M,
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CHAPTER 19
Appendix M—
Terrorist Property Form

This form is reproduced with permission from the Financial Transactions and Reports
Analysis Centre of Canada and was up-to-date at the time of printing. As this form
may change, we recommend you check the website to ensure you are using the latest
version.

Source: www.fintrac-canafe.gc.ca/publications/TPR-2008-eng.pdf


http://www.fintrac-canafe.gc.ca/publications/TPR-2008-eng.pdf
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Guide to Comply with Canada’s Anti-Money Laundering (AML) Legislation

I * Financial Transactions and Centre d’analyse des opérations
Reports Analysis Centre of Canada et déclarations financiéres du Canada

Terrorist Property Report

Send completed form by mail: FINTRAC, Section A, 234 Laurier Avenue West, 24th Floor, Ottawa, Ontario K1P 1H7
or send completed form by fax: ~ 1-866-226-2346

Use this form if you are a reporting person or entity and you have property in your possession or control that you know is owned
or controlled by or on behalf of a terrorist or a terrorist group or you believe that the property is owned or controlled by or on
behalf of a listed person.

A terrorist or a terrorist group includes anyone that has as one of their purposes or activities facilitating or carrying out any
terrorist activity. A listed person means anyone listed in the Regulations Implementing the United Nations Resolutions on the
Suppression of Terrorism. A terrorist group or a listed person can be an individual, a corporation, a group, a trust, a partnership
or a fund. It can also be an unincorporated association or organization.

For more information about who is considered a reporting person or entity and for instructions on how to complete this form, see
Guideline 5: Submitting Terrorist Property Reports to FINTRAC or call FINTRAC's toll-free enquires line at 1-866-346-8722.

This report CANNOT presently be submitted electronically.

Is this Report a correction to a Report previously submitted?

O YES < Enter the original Report's Date and Time
Date %AL_A_A_A_A_A_J Time

MONTH DAY &{D_UR‘—‘M\NUTE
e COMPLETE PART A — whether the information has changed or not
 Provide the new information ONLY for the affected fields
in Part B through Part H
 |f removing information from a field, strike a line through the field

REPORTING DATE I TIME 1 4 |

MONTH DAY HOUR MINUTE

All fields of the report marked with an asterisk (*) must be completed. The ones that are also marked “where
applicable” must be completed if they are applicable to you or the property or transaction being reported. For all other
fields, you have to make reasonable efforts to get the information.

1. Reporting person or entity’s identifier number* (where applicable)

L J
2. Reporting person or entity's full name®
L e e Iy oy By
*
3. Street address
O e e e A o s s I
4 C\ty*
S e e Iy
5. Province ™ 6. Postal code ™
O S o G o
Whom can FINTRAC contact about this report?
7. Contact - Surname 8. Contact — Given name ¥ 9. Contact — Initial/Other
O e N G e s B
10. Contact — Phone number (with area code) * 10A. Contact — Phone extension number
O s o G I B By
. - *

11. Which of following types of reporting persons or entities best describes you?

Accountant Casino Money services business Dealer in precious metals and stones (effective December 30, 2008)
@D Bank Co-op credit society Provincial savings office @D Public notary and notary corporation of British Columbia

. 5 § o § (effective December 30, 2008)
Caisse populaire Credit union Real estate broker or sales representative
@D crown agent Life insurance broker or agent Securities dealer Real estate developer (effective February 20, 2009)

(sells/redeems money orders)

@D Life insurance company Trust and loan company

—

i+l
Revised December 2008 Canada
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NOTE: Please copy this page for each additional, related, susp t tion (if required).

PART B — Reason for

ng this repo
1. Please describe clearly and completely what led you to file this report about terrorist property. *
Provide as many details as possible to explain how you came to be in possession or control of the property.
If there is not enough room on the form, attach a separate sheet to provide all the relevant information.
Make sure to indicate that this information belongs in field 1 of Part B.

L J
L J

2. Provide as many details as possible about how you know this property is owned or controlled by or on behalf of a terrorist or a terrorist group or about how you believe that this property is
owned or controlled by or on behalf of a listed person

Also include details of what other action you have taken regarding the property, in addition to sending this report to FINTRAC.
If there is not enough room on the form, attach a separate sheet to provide all the relevant information. Make sure to indicate that this information belongs in field 2 of Part B

Note: You must disclose this property’s existence to the Royal Canadian Mounted Police and the Canadian Security Intelligence Service,
along with any about a or proposed for that property. See Guideline 5: Submitting Terrorist Property Reports to FINTRAC for more information.

Information about the terrorist, terrorist group or listed entity

Name of terrorist group, listed person or individual that owns or controls the property (or that the property is owned or controlled on behalf of). If it is an entity, complete field 3. If it is an individual,
complete fields 3A-B-C

3. Full name of terrorist group or listed person

e e e

3A. Surname of terrorist or listed person 3B. Given name of terrorist or listed person 3C. Other/Initial
L e e e e e e N e Gy I e |
4. Street address

e e s v

5. City

L e e s By

6. Province or State 7. Country

O e e e G e A e i v I
8. Postal or Zip code

G ) ) B

9. Phone number (with area code) 9A. Phane extension number

GO e N e G o v

Information about anyone who owns or controls the property on behalf of the terrorist or listed person above (where applicable)

Name of entity or individual that owns or controls the property on behalf of the terrorist or listed person named in field 3 or fields 3A-B-C (above). If it is an entity, complete field 10. If it is an individual,
complete fields 10A-B-C

10. Full name of terrorist group or listed person

L e e s Iy | J

10A. Surname of individual 108B. Given name 10C. Other/Initial
L e e e e e e N e Gy I e |
11. Street address

S e e

12. City

L e e s By

13. Province or State 14. Country

e e e
15. Postal or Zip code

o )

16. Phone number (with area code) 16A. Phone extension number

e e s N S N B v

¢

Terrorist Property Report
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Guide to Comply with Canada’s Anti-Money Laundering (AML) Legislation

{ NOTE: Please copy this page for each additional property (if applicable).

PART C — Information about the prope

1. Type of pmpertv*

Cash

Indicate the type of currency in property identifier (field 2) below. Indicate the actual or approximate value of the cash in field 4 below and provide the currency
code applicable in field 4A. Provide any additional information about the cash in the description of property (field 5) below.

Bank account

Indicate the name of the financial institution in property identifier (field 2) below. Indicate the actual or approximate value in field 4 (below) and provide the
currency code applicable in field 4A. Provide the account number(s) and other account information in Part D. If you need to provide any additional information
about the account, you can use the description of property (field 5) below.

Insurance policy

Indicate the name of the insurance policy issuer in property identifier (field 2) below, and policy number(s) in property identifier number (field 3) below. Indicate
the actual or approximate value in field 4 below and provide the currency code applicable in field 4A. Provide any additional i nformation about the insurance
policy in the description of property (field 5) below, such as the names of beneficiaries, etc

Money order

Indicate the name of issuer in property identifier (field 2) below, and any number(s) in property identifier number (field 3) below. Indicate the actual or
approximate value in field 4 (below) and provide the currency code applicable in field 4A. Provide any additional information a bout the money order in the
description of property (field 5) below, such as the name of the bearer, etc.

Real estate

Indicate the type of real estate (such as single family home, condo, commercial, land only, etc.) in property identifier (field 2) below. Indicate the actual or
approximate value in field 4 (below) and provide the currency code applicable in field 4A. Provide any additional information a bout the real estate in the
description of property (field 5) below, such as the municipal address and name of registered owner, and description of the pro perty.

Securities

Indicate the name of the securities issuer in property identifier (field 2) below, and any securities number(s) in property ide ntifier number (field 3) below. Indicate
the actual or approximate value in field 4 (below) and provide the currency code applicable in field 4A. Provide any additional information about the type of
securities (such as stocks, bonds, mutual funds, etc.) in the description of property (field 5) below. If the property involves an account, complete Part D to provide
information about the account

Traveller's cheques

Indicate name of issuer of the traveller's cheques in property identifier (field 2) below, and any number(s) in property identi fier number (field 3) below. Indicate the
actual or approximate value in field 4 (below) and provide the currency code applicable in field 4A. Provide any additional information about the traveller's
cheques in the description of property (field 5) below, such as the currency, name of the bearer, etc

Other

O e A ) A
DESCRIPTION (OTHER)

For example, this could include the commercial assets of a business or partnership. Indicate property identifier (field 2) below, and property identifier number
(field 3) below. Indicate the actual or approximate value in field 4 (below) and provide the currency code applicable in field 4A. Provide any additional information
about the property in the description of property (field 5) below. If the property involves an account, complete Part D to provide information about the account

2. Property identifier (see instructions above for type of property)

If there is not enough room to provide all the property identifier information for this property, attach a separate sheet to provide all the relevant information.
Make sure to indicate that this information belongs in field 2 of Part C.

3. Property identifier number (see instructions above for type of property)

L

If there is not enough room to provide all the property identifier numbers for this property, attach a separate sheet to provide them all
Make sure to indicate that this information belongs in field 3 of Part C.

L

L

4. Property value (actual or approximate)

* 4A. Currency code  Enter CAD if Canadian dollars or USD for United States dollars.

If another type of currency is involved, see Appendix 1 in Guideline 3: Submitting Reports to FINTRAC.
S I s N e I

5

Description of property

If there is not enough room to provide all the information to describe this property, attach a separate sheet to provide all the details
Make sure to indicate that this information belongs in field 5 of Part C.

Terrorist Property Report
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{ NOTE: Please copy this page for each additional account (if applicable).

PART D — Account information (if property involves an account) { Property D Account D of D}

1. Branch or transit numhsr* (where applicable) 2. Account number* (where applicable)

O e e e e s I I

3. Type of accuum* (where applicable)

{ Personal Business Trust Other

L \\\\\\\\\\\J}
DESCRIPTION OTHER)

4. Currency code® (where applicable)  Enter CAD if Canadian dollars or USD for United States dollars. If another type of currency is involved, see Appendix 1 in Guideline 3: Submitting Reports to FINTRAC.

[

5. Full name of each account hulder* (where applicable)

/A 0 O e

5 0 e e e o s O

L C 5 I e e Y

6. Date opened 7. Date closed

) 210 | |
YEAR

MONTH DAY

J

YEAR MONTH DAY

8. Status of the acnoum* (if there was a transaction or a proposed transaction, please provide the status at the time the transaction was initiated or proposed.)

Dormant }

{ Active @D Inactive

Terrorist Property Report
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{ NOTE: Please copy this page for each additional, related tr tion or proposed tr tion (if required).

PART E1 — Information about any transaction or proposed transaction (where applicable)

{ Property D Transaction D of D}

I there was a transaction related to the property, indicate how it was initiated, i.e., where the money came from. If there wa's a proposed transaction related to the property,
indicate how it was proposed to be initiated. If there was no transaction related to the property, do not complete this Part, or Parts E2, F, G or H.

1. Date of Uansacﬂun* (where applicable) | 2. Time of transaction 4. Date of posting (if different from date of transaction)

(2000 | g 101y G T - A

YEAR MONTH DAY HOUR MINUTE YEAR MONTH DAY

3. Night deposit mdicatur* (where applicable)

5. Type of funds or other property involved in initiating the transaction * (where applicable)

Cash @D Jewellery Negotiated life insurance policy Negotiated traveller's cheques Precious stones (excluding diamonds) Redeemed casino chips
@D piamonds @D Negotiated bank draft Negotiated money order Precious metals Real estate Withdrawl from account
Incoming electronic @D Negotiated cheque @D Negotiated securities @D other I Y A Ay
funds transfer DESCRIPTION (OTHER)
6. Amount of lransamun* (where applicable)
O I A
7. Currency code® (where applicable) ~ Enter CAD if Canadian dollars or USD for United States dollars. If another type of currency is involved, see Appendix 1 in Guideline 3: Submitting Reports to FINTRAC.
[ -
Additional information about the funds described in field 5 above.
8. Other institution, entity or person name and number* (where applicable)
O e e e e e e o A B
9. Other institution, entity or person account ﬂumber* (where applicable)
O e A B
10. How was the transaction cunducted’/* (where applicable)
@D In-branch/0ffice/Store @D Amoured car @D Maildeposit @D Other | | | | | | [ | | | | | | | | [ | | |J

DESCAIPTION (OTHER)
@D Automated banking machine Courier @D Phone

11. 1D number of the individual initially identifying a transaction for property described in Part C

O I A

Terrorist Property Report
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{ NOTE: Please copy this page for each additional, related, disposition (per transaction) (if required).

PART E2 — Information about the transaction or proposed transaction disposition(s) (where applicable)

{Property[j Tr ti D Disposition Dof D}

If there was a transaction related to the property, indicate how it was completed, i.e., where the money went. If there was a proposed transaction related to the property,
indicate how it was proposed to be completed. If there was no transaction related to the property, do not complete this Part, or Parts E1, F, G or H.

Indicate on whose behalf this transaction was conducted

On behalf of: O The individual who conducted the transaction O An entity (other than an individual)
(described in PART F) (also complete PART G)

O Another individual (besides the individual who conducted it)
(also complete PART H)

12. Disposition of funds how the transaction was cnmp\eted* (where applicable)

Cash out Outgoing electronic funds transfer Purchase of diamonds

Currency exchange

[ Purchase of precious stones (excluding diamonds) Real estate purchase/deposit

Purchase of bank draft @D Purchase of jewellery Purchase of money order Securities purchase/deposit

Deposit to an account Purchase of casino chips Purchase of precious metals Purchase of traveller's cheques

ife insurance policy i Lttty @Wote L L)L

POLICY NUMBER DESCRIPTION (OTHER]

13. Amount of d'\sposmuﬂ* (where applicable)
O O A

14. Currency code* (where applicable)  Enter CAD if Canadian dollars or USD for United States dollars. If another type of currency is involved, see Appendix 1 in Guideline 3: Submitting Reports to FINTRAC.

[

Additional information about the funds described in field 12 above

15. Other institution, entity or person name and numher* (where applicable)

e O A
16. Account number or policy number of other institution, entity or person * (where applicable)
G ey

Terrorist Property Report
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Guide to Comply with Canada’s Anti-Money Laundering (AML) Legislation

tion (if rrl' ble).

{ NOTE: Please copy this page for each additional tr

PART F — Information about the individual who conducted or propsed to conduct transaction(s) (where applicable)

{ Property D Transaction D}

1. Surname 2. Given name 3. Other/Initial

G e e e e o e G s

1A. Alias  Surname 2A. Alias  Given name 3A. Alias  Other/Initial
O e G e e e e o

4. Client number assigned by reporting person or entity (where applicable)

O I s

5. Street address

e e e I By B
6. City

G e e e A O B

7. Province or State 8. Country

L e O e o A s s A |
9. Postal or Zip code

GO ) A B

10. Country of residence

O I A

11. Home phone number (with area code)

12. Individual's identifier

@D Driver's licence @D Birth certificate Provincial health card @D Passport @D Record of Landing or Permanent resident card
@Dother (| | | [ [ | | | @y

DESCRIPTION (OTHER]

13. 1D number (from question 12) 13A. Citizenship

e e B
14. Place of issue  Province or State 15. Place of issue  Country
e e O e o A I B I

16. Individual's date of birth

YEAR \VWNT‘H—‘DAV
17. Individual's occupation
O S s I oy
18. Individual’s business phone number (with area code)
G o I I A O e I
19. Individual's employer
L e
20. Employer's street address
O e e e N I By B
21. Employer's city
G e e e A O B

23. Employer’s country

18A. Phone extension number

22. Employer’s province or state
e e o G e e e Ay
24. Postal or Zip code

GO Y B

25. Employer's business phone number (with area code)

O e S s S e G B B |

25A. Phone extension number

Terrorist Property Report
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{ NOTE: Please copy this page for each additional disposition (if required).

{ Property D Tr tion D Disposition D}
PART G — Information about the entity on whose behalf transaction was conducted or proposed to be conducted (where applicable)

1. Name of corporation, trust or other entity
e O o A
2. Type of business

GO sy

3. Street address

G e e e o A A I

4. City

G e By

5. Province or State 6. Country

e e e e o G e sy v

7. Postal or Zip code

10. Place of issue  Province or State 11. Place of issue  Country

o e G e e e A I |

12. Individual(s) authorized with respect to the account (up to three (3))

/A 0 e e e B
5 0 e e e B
L C 0 e e o o O B

Terrorist Property Report
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{ NOTE: Please copy this page for each additional disposition (if required).

{ Property D Transaction D Disposition D}
PART H — Information about the individual on whose behalf transaction was conducted or proposed to be conducted (where applicable)

1. Surname 2. Given name 3. Other/Initial

O e e G s B
1A Alias  Surname 2A. Alias  Given name 3A. Alias  Other/Initial

e e G e e e e G I
4. Street address

GO e e e A o s s I

5. City

G e s Iy

6. Province or State 7. Country

e e o o G e e

8. Postal or Zip code 9. Home phone number (with area code)

GO Y B [ e O I

10. Office phone number (with area code) 10A. Phone extension number 11. Individual's date of birth

G o I I A O e I Lvm\ [ Hmum‘u Hmw L J

12. Individual's identifier

Driver's licence @D Birth certificate Provincial health card @D Passport @D Record of Landing or Permanent resident card
@D other Y Y

DESCRIPTION (OTHER]

13. 1D number (from question 12)

s B B |
14. Place of issue  Province or State 15. Place of issue  Country

e O e e e e e s I I
16. Country of residence 16A. Citizenship

N e e

17. Individual's occupation

O S s I oy

18. Individual’s employer

L e
19. Employer’s street address

GO e e e A o s s I

20. Employer's city

G e s S Iy

21. Employer's province or state 22. Employer's country

L e e e o s s A |
23. Postal or Zip code

GO ) A B

24. Employer's business phone number (with area code) 24A. Phone extension number

G o I I A O e I

25. Relationship of the individual named in Part F to the individual named above (fields 1 to 3)

@D Accountant @D Agent @D Legal counsel @D Borrower [D Broker
D Employee @D Friend @D Relative Other S ey O A |

DESCRIPTION (OTHER]

Customer

The information on this form is collected under the Proceeds of Crime (Money Laundering) and Terrorist Financing Act (the Act). It will be used for analytical purposes and may also be used for the
purposes of ensuring compliance with the Act. Any personal information is protected under the provisions of the Privacy Act. For more information, consult the Financial Transactions and
Reports Analysis Centre of Canada chapter in the Sources of Federal Government Information publication, available on the Government of Canada Info Source Web site (http://www.infosource.gc.ca).

Terrorist Property Report
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Source: www.fintrac-canafe.gc.ca/publications/guide/Guide5/5-eng.asp#s55

5. Instructions for Completing a Terrorist Property Report

Thee fiabds i thes seckon refer ©o the rombered areas on the Terronst Property Beport fom. As explared in subsacbon
3.3, thesa reports can onby be completed and sant to FINTRAC o0 paper. Thine & M mescharess bo report
adecironecally.

Fulds of thit report are sithar mandatory, mandalery whane applcable, of réecpere “readonable afforta® 1o comglate, ad
Telicewi:

» Mandalory: &1 elds of the repert marked with 80 asbesink (®) hawve to Ba complited.

= Mandalory whers applicable: The Relia hawe both a0 aatenik 50 “whare spphoabla® naxt 1o them have o be
w.riwfﬂﬂﬂﬁmlﬂ b then progaely oF B Iraniis o of propsdid rananctien being
aprt

» Boasonable afforts: For all ctheac felda that do fst have an satensk, you hivs 1o maks reascnable afforts to gat
Eha infsernaiaes. "R assnabls o Mora® mesnd Bhat you inad ba g8t tha nfsrmatsse regquenited an e repeet. IF the
nifmation is avadable fo you, you must provede it i the report. In the case of a transacton of a proposed
trarsaction, i the mlformaton is not oontansd i your Sles or records, and it was nob avadlable at the e of the
trarsaction, the field may be et blank

nter the date and Gme whan you bagn complating the report a1 the top of the form. IF you hine 1o fils & Cofmeciaon
;ﬁlﬂlﬂlﬁm.wﬂﬂ'ﬂ'l'd-mfl:ﬂlI:l'llHHlmﬂle-“mm‘ﬁﬂllm‘mmmm

There e sght parts on the Tarrorst Propenty Report form, but some are only o be completed if appicable. To make
a terrorsh property report. foliow the following four steps:

w Stap 1 - Complete Part & e proads misrmalesn sboul you b e reaportmng anlify.

w Stap J - Complete Part I bo provice datals abut tha bemaimil, bermorml group of kited paricn, and anyons whs
oW & Sontrol tha proparty on ther Behall. Part [ m alic fer you to expln st bed yow to fla the repon, o
woill A3 haaw you Came D kce thil the property @ owned of controled By of o bahall af & temcrdt o bismodEt
growp of how you came to bobeve that the property is owned or controled by or on behalf of a ksted porson.

& Shep 3 - Complebe Part C Do prowide detsds about the property. 1F the property nvolees an Jccount, aiso
complete Part D, If there were no ransachons o proposed transscbons refated to the property, do nok cemplabe
thi rest of the report.

s Step 4 - If there was a ransachon refating to the property, complete Parts E1 and EZ to proside infiorma bomn
about o the ransscbon was ndbated snd completed. Provide the sema ndpmation il thire &3S 3 progeosad
trarsactin relating to the property. Complate Fart F (o provide informabion about; the ndeidual who conducted
of propsiad to conduct the rarmaction. [f the rardaction of proposed raniaction wad on behall of a5 entity
[k B b Soiparalisn of Brudt], Shis complate Part G oF, of it whi on Behall of Se wdeadubl, complite Part H.

Thee resk of thes sechon will ocover aach part of the Terrorst Propevty Report o,

Part A: Information about the person or entity filing this report

This part is for information about you, the reperting person of entity crea the repart. I wou havve malbpde branch or
office kocabons, the nfcrmabon o thes Part should be about the branch or office locaton whene you possess o Conbrod
tha property.

Field 1* Reporting person or entity’s identifier number (where applicable)

Thig & your msbiution or Boence numbaer, o other sdentification number as outkned balow, If you have seseral branch
kecations, th ki theation rusbaer should refar 1o th Branch of affcs whvns you podisas o contral the proparty,

# If yioul are an SOCOWNEENE, enber wour provinoal chartered accountant (CA), provincal cerbfied management
JCCoUntInt [ﬂu};ﬂmmmi Sccountant [OGA] namissr.

# If youl are 3 bank, calsse popaulaire, cooperative credit socety o oredit union, enter your financal
wesEibubion numbeer issued by the Cansdian Payments Azsociabon [CPA).

# [ you are an agent of the Crown that sells or redeemns money onders, enter your post offics rumber,

o [T o are a e insurancs broker or sgent, enter your grovncisl Broker o agent ruamibiar,

® [T wa are a Tederally requlated Be inserance compamy, anter your nablution code meued by tha OMEce af
tha Supasnntesdsnt of Fnancal Ingttutisni [O501).

= 1T o are 4 life insurancs company that is nat federally regulated, sater your prenaneial boanca rumbar,

» [T yd are 4 provincial savings office, enter your Franoal institubicn number s by the OPa,

® [T wéa are 4 real estale braker or salos reprasentative, enber your preencial bireker nombies,

w [T o are & securithes deaber, enter your proviecial deakis Boence rumber,

# [f you ane 3 trust and nam company, enber your financial nsbbution number issued by the TP

& [f wou are 3 provencial trust snd lean that & not 3 member of tha CPA, snber yoUr Regsratien rambar,

= If you are 3 money services business, enter your money Senaces business regetrabon member issued by
FINTRALC,

# [f wou are 3 deaber in precious metals and stones, leave thes feld blank.

# If you are a British Colembia public notary, enter your membershep rumber. [f wou are 3 notary conparation
of British Columbda, enter your permet nusbar,

1'w#‘iﬁ”mllm.ﬂhwmmmwi'mm#ﬂ-m‘ﬂih
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IF their was & FAAACEON of & propoded Iranasdn relating 1o the property a8 a dfferent location from wieng you
poidaid of contrel the propety, provide the detaly about that other location in Selkd 1 of Part I

Field 2% Reporting person or entity's Tull name

Enber tha full kegal name of your business o Ceporabon. 1F you o not have a busmess name (for ecampbe, you are an
madrveduad], enter your full nasme.

Fields 3* 1o 6 Reporting person or enlity's full address

Dnter your chvie Sddedi, bown of Gity, provings and poital code, IF you have soere than ong lecation, thi marma e
should b about where U progaty o poaeised or controlad.

Fields 7*, &* and 9 Contact nams:
Entir the name of the ndnoadual FIRTRAC Can contact for clanScation about this report.
Field 10 Contact telephone numbser

Ewmmm,lmmmcuﬂ,ufﬂ'ﬂmmmmhﬁi?tn!{MJ.[I'rl:h.ld'-ll:l'l-l
antension il apolicable ab field 104

Field 11% Type of reparting persan or entity

inikar Eha Typsd of Scthaly Ehal Badl degorBsd you. If you afe Freahodd 6 imdd thah 6 Sctnaly Dypa, mdcals tha o
pplcable to the property baing reportad. 1F thare i morg thin o sctiily for o of mor propartsd on the mport,
chieck only ons Box to ndiCate your prncipal type of actmly, and provide sddtional detals n Part I, el 1,

Part B: Reason for Tiling this report

This part i to provads datads of why you are Shng & report about propsrty i your poldsiscn o contral, You hiv
snplir how yiou Cams to know or balsws that the property is cwned of controlled by of on behall of & teronst,
perroniEt group of lted pevion, Thit part i sleo for you bo provids nformation abowt e Dirmorat, el group of
Eitad parion ahd arvpors (baided you) whe posiedied of controli B property on ther B,

Fiehd 1* Reason lor (ling this report

This sechon explans what ked you b make thes report. The more nformabon that you prossde to explain thes, the more
walugble wow report wil be.

inchidi & claar and complate descniptcn of the events Ehat ked you 1o maka thel report, with as many detsls o
possibly. brchads an sxplanation of how you chse to ks in pestesiion o control of the property.

If theirn is NGt enough room on the form, attach a separkte iheet T procide Al the relevant nfsrmatcn, Maks fune you
mlicate on the feparats dhaat that this mfermation Bslongs in Sald 1 of Part i

If woas can use word-processing softwane to wnte cut this nforsation, attach the prnted text to Part B. Make sure you
mahcate that it belengs in feld 1 of Part B.

Field 7 How you came [o know or bellewe that the property is terrorist property or believe that
propery is listed persomn

Bgonda i many datals bl poddilds aboul Bdw you know thil proparty @ owned of centrolad By of on bahall af &
LEPONEL Oof & Dol group of how you bebeyvs the property s ownsd of controlled By of on Behall of & kted parscn.

If there i not enough room on dhe fom, attach a separate sheet to proside al the relevant nfematon. Make sure you
wadicatn on the dapacate dhaat that this mformation belongs n Sskd 3 of Part

Field 3 Full name of terrorist, terrerist group or listed person

inter che full nass of che beronst, Darrorit group of ksted pericn that owne of controll the propenty. of on whois
Bahall e propity W owned & Controlled, As expliined in dubsectscn 1.1, & Drmemit of & Eeromil group i b an
ndividual, a group, 3 trusk, a partnership, or 3 fund. 1t can also be an unincorporated assocation or organization. &
Ested person can be an ndwvidual, a corporabon, @ sk, a parfnershap, a fund o an vrincoEcrated associabon or
RN DO

IF it iw an snbly [Hhat s, Aot an o], snter the complafe nams of tha Mot group of kbed pacion in Seld 1 OF
ol a6 Adeaduald, snter tha Barmomit of IBed parson’l Surfess, green Alme, and ather name of metial (i khowh) s
fighedn A, 0 anal .

If the property is owned o conbroled by an indeidual or entity other than the bemonst, termonist group or ksbed person,
provide the detads at fields 10 through 16 balow. For sxamphe, if you know you are dealing with a teronst group
throusgh a front organation, provide nformation about the front orgardzation i fields 10 through 16,

Fields 4 to & Terrorkst, terrorist group or listed person address

Enter the Cric address, town of city, province, country and postal code for the beronst, temonst group or ksted
poerson ramad o feld 3 above.
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Field 9 Telephone numiser

Enter th telephone numbser, inchading the ares code, of the bermanst, teroisl group o kted person ramed in Held 3
above. [mchude the extenson, i apphcable, at Seld 58,

Field 10 Mame of individeal or entity that owns or controls the property on behall of the terroerist,
terrorist group or listed person

Enter tha full name of the ndividiesl or enbty that owns of conirols the propesty on bebalf of the beronst, temonst
group of ksted parson named in feld 3 above.

If it 1% an enbiy [that s, not an ndnadual], enter the comgpleibe name of the enbty n feld 10 If & s an ndeadual, ender
the indeadual’s sumama, given name, and other name of retial (o known) n felds 104, 108 and 100

Fields 11 1o 15 Individual or entity address
Enter the cric address, town or city, prowince and postal code for the ndeadual of entity named in field 10 above.

Field 16 Telephons number

inter the telephons numbser, nchading the ared code. of the ndeddual or entity famed n fisld 10 abowve. Include the
axtarecn il spphcabis at held 160,

Part C: Information about the progerty

This part i for information about the proprty n your poEIRElon o control,

If there is more than ore propety associabed with the bermonst, tenrorst group o ksted person named in fleld 3 of Part
B, complate a separate Part C for sach property. To do thés, you can copy Part . At the top of Part C, complate the
“Propoerty (number) of [tokal number of properties m Part C)° area to dstnguish betseen sach property. If thene was
bransac bon or a proposed ransacbon related to a property descnbed i Part ©, proside the detads of the transaction n
Parta [0, I and F, a5 wall ag Part G or M, a8 apphcabla. For sach af thess, mcicabe be whech property U Eranias ion
infarmation applad,

Field 1* Type of property

Chack s appropiata B b ndeate which af tha daven Typid kted beit desonbied the proparty. Folow tha
mEtraclions naxt o the spplcably deicrption on the form B the reet of the felds n Parg C.

If nrep off tha Saven Dypas i ppreprists for the Typs of property, check the box for "OnFer®, This weuld inclede, fer
avampls, commisrcial businaed sisets [other than funds such i Bank 8. Provide & dasong i tha dpacs
prewided 1o tha night. Polow the matnactions pndamaath for the mest of the Sekls m Part C,

If the propedty immlvig an Socount, complats Pam D to provide information sboul the Bocount.
Field 3 Property identifier

Fallaw the natfucbiond e tha apphcabls proparty Dypss o fald 1. For sxamgla, if the property i "Cash®, indcate the
by of currdncy in Bald T,

If tharh i® nof enough room on the form 1o provids Al the progesy slentifier nformation for thit propecty, attach a
Aaparat dhaat to provids all the relavant mfersation. [T S vy mpeitint that you indcite claady on tha deparate
shagat that tha infermation Belongs in Feld T of Parg .

Field 3 Property identifier numbser

Follow the nstrscbons for the applcable property type i feld L. For examphe, i the property 5 an nsurance polcy,
mnafbcate the polcy number o field 3.

I ke in nof anough room on thi form 15 prenais all the proparty slantifier nforsmation for thil peeparty, attach a
sdparate dhaat o provide all the relevant mfermation, [T weny mpontant thal you indkcale claady on tha aparate
sheret that thes information belongs in feld 3 of Part C.

Field 4* Acteal or approximate vabe

Prowide the achsl or approomate value of the property. Provide the curency code apphcable to this amownt n Seld
48, If the smount s in Canadian dollars, enter CAD as the owmency oode. IF it is o United States dollars, snber S0, IF
the amount is in another type of foneign Owmency, e Appendo | n Gudelng 37 Submithing Suspeoous Transacton
Baparts bo FINTRAC for the code 1o uis.

Field 5 Description of property

Provwide @y addibonal informabon about the property that is not already provided n the rest of the Selds o Part © (ansd
i Part D il the propoerty rwobyes an accounk].

If thers is not endough room on the fom to proveds all the property dentifier information for this property, attach a
ssparaty shaut to provide all the relevant infermation. [t i wery mpoantant that you indicals chiardy on the separate
shasat that the infermation Belongs in Beld § of Pare C,
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Part D: Account information (il the property involves an account)

This part is for mformation sbout any ACCOUNt ISociated with the tarrorst proparty. As sxplinad aarer, it is povsbly
be P ifcdin Thish e propedly il iepart. Prenads th il whisa appheable, Tor @bk piogty
wschudied in th repoart.,

If there is more than ore account, complete a separate Part D for each one. To do this, you can copy Part D. Complete
the "Accoanit (namber) of (ot nuember of accounts in Part )" area at tha bogp T destaregiisin batwesn &B0h JCCount,
ﬂ"lﬂh"}' e apphsabla proparty n the Proparty (ramber )™ e,

1¥ moree of tha peroperty in thes report & asseoated to an account, do not complate Part D.
Field 1* Branch or transit numbser (if this Pant is applicable)

Enter the branch number, ranst namber or other appropnate mlentifying ramber of the entity where the relvant
Bocount i hald, f spphoabli 1o the proparty.

If the trarsaction being reported was proposed and, because of this, informabon for field 1 is not avalable, you can
laaree tha fiekd biank.

Field 2* Account numdser (if this Part is applicable)

intar the rumbaer of the rédavant account.

If thet Erarsaction being reported was proposad and, because of this, informabon for feld 2 is not avadabla, you can
laaree Ehar fiekd blank.

Field 3* Type of account (il this Part is applicabie)

Inicatn W Byps of the relieant scoount, IF the sslectaem provided do nol oonver thal particulsr Jccounl, mdicate
"Cetheae” and provide detasls n field 30,

If thet Erarsaction being reported was proposad and, because of this, informabon for feld 3 is not avadabla, you can
laaree Ehar fiekd blank.

Field 4* Currency code (if this Part is applicable )

Dnter tha oot for tha typs of curmancy for thi relivant account. Inber CAD f Canadun dollars, or USO For Urited
Staves dollars, ¥ the pccount m ancthr Typs of cumency, dee Appends | in Suxkling J: Submitting Sudpicout
Travdaction Rapored to FINTRAC for e curmancy code 1o e,

IF bl Erariaction beang raported was propoied and, becauss of this, mbsrmation for Bald 4 o not sealsbly, you can
Eadred ha sl Bllank:,

Field 5% Full name(s) of account holder{s) (il this Part is applicabde)

nter the full ness of aach sccount Bolder (up ta theeas ). [T thede are mora than thees, you &6 net feed DS proveis
L

IF bl Eraciaction bang raported was propoied and, becauss of this, mbsermation for Bald § o nat sealably, you can
Eadred ha sl Bllank:,

Field & Date opencd
Enter tha date (yyyy-mm-dd) the acoount was opendd.
Fiehd F Date chosed

Enter the date [yyyy-mm-dd) the account was closed, if apphcable.

Field &% Status of the account [ this Part s applicable)

ineicaty whathar the Bocount was Sctlive, RBEEE of dormant at the Bma you cama 1o krdw that the property was
biairenint propeity. IF Chare win b FRnLBCton o & proposed ireniaction relkling to the dccount, indscate the tate of
Uiy Bcourit a8 i tires the Dranascton wid nitiated of propeted,

The status of an account is detemnsd by your pobcss and procedurss. For axampls, your pokcy may ba to assign
St AEARuE Bo Al aSccount of tharh if no chant athaly for Bn SCCSunl dwir & certin parisd of tire, and demsant

#tatu if chat nacthity i prolenged.

If woas do mot have such pobCHs OF procedures 10 assgn Nachve oF demant Status to unused Jccounts, smply kawe
s el Edaink:.

IF the Erardachion bang reported wik propeded and, becauss of this, mfermabon for Beld 8 r nat scadabls, you can
By hay sl Bllank:,
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Part EL: Information about any transaction or propesed transaction (where applicable)

I Hheara ware avy Lracaacbions of propead iranac boen ralabed bo the berrorml proparty, you will hives o complabi
Partd 11, BF and F, Part 01 @ fof mformation about how the randacton wid nitkited of propoied to B mitiabed (that
m, misitn Wi Mahiy oF property cama from). Part 02 o for Aforsation sbsut how s ErArdaction wak Comghtad of
prepeded b be complated (that is, whers the Sonay went), Part P s for infermataen aboul the indnidual wihs
cahductind i Iraniaction of propoded 1o conduct tha 1

If thee braresaction was completed or proposed to be complebed on bebadf of anyone other than the indeadual n Part F.
you wall ahio hunvs b3 complate Part Goor W, & appropiats,

If thetre is more than o propesty i this report, you will have assagned 3 rumber to sach property at the top of Part C.
I:nIh.n:-ul,l'l-ﬂc.lhl:uMWlmmmmwmwwM[MH“ﬂhwﬂ
Fart El.

IV ke in mora than S BrArias tisn 1S repeael, complels o sapacabe Part ] k= anch ors, To do this, you can oogry
Part 1. Comphite the "Trarmac tion [ruomber) of (total mumber of ransectons in Part £)° ea at the top of et 01 o
desbnguesh batween each ransacbon. When you complete Parts EZ and F, a5 well as Part G or H, as appkcable,
mafbcate o whech rarsachkion that ndomation applees.

If there was no transacbon or proposed transacton related &0 any of the propety descrbed n Part C, Part EL s not
apphcabie. In thes case, Parts EZ, F, G and H would not be applcabde either.

Field 1% Dabe of the transaction (| this Part s applicable )

Enter tha dabe [yyyy-mm-dd) of the trarsaction. If the rarsacton was not comphabed, enter the date that the
bransac bon was proposed.

The date of ransacton fekd is mandstory. Il the transscbon was cutside noma buseess hours, and you e nok
oertain of the date, use the night deposit indcator feld below (Seld 3).

Field 3 Time of transactioen

Enter the tme (hhomm) of the transackon. 1f the rarsaction was not completed, enter tha bme that the transacbon
was proposed. The bme of transacbon feld can be keft blark o it is not avalabde after reasonable efforts have been
e,

Field 3* Might deposit indicator (il this Part ks applicable)

If th h'l'r::lil'l wiik outisdy normal busineis hour a6d you Cannat provide the date n fisld 1, uls the fight dipait
S atod '

Fiehd 4 Date of posting
Dnter tha date [yyypy-mmedd) tha racaacicn clapred, if thi Sifers from tha date of the trarmaction peovided n Gald 1,
Field 5* Type of funds ar other property imvobved in initiating transaction (i this Part s applicable)

Chack the approgeiate boo to shoe the type of funds or other property rrechred in the ransacbon or the proposed
transacbion. For example, if your cleent browght in cash, “cash® is the type of funds or, if your chent wanted to cash a
e insuranos pobcy. “negotiated Me insurance pobcy® & the desonpbon of funds.

If meoree of the selectors provided cower the partscular rarsacton, mdcake "Other” and provide detads in field 59, For
ecample, if annuibes wene imeobaed in nikiabng the transscbon, ndscate "Other” and proside infemabon about the typs
of anmety n feld 55,

IF theriy Wik mone than or Bype of hads, indicate the orm that best reprasents how the ranssciEsn wil nitated of
prepeded b be mitated, Provide information about e redt of tha typed of funds on @ separabe sheat sttechid o tha
sapert. [t wiry mportant that you indicati clarty that this msmatssn balengs m Reld S of Part i1,

If the Erarsaction being reported was proposed and, because of this, nformaton for field 5 is not avallable, you can
leee tha feekd blank.

iF o ane @ desbic in procias sataly and dtonas, sslect B Bype of fonds n feld 015 that best descrbag what you
racanvid in 1F IrEnEEIton, of what you wins Juppsded 1D retir 18 proposed ranisston. IT pou wene buying
precious matal of Abonas, ndicate the Bypa of forsls iRt baat dascnbag whal you bought o prapeded 1o by, Tha
same would apply if you were Do receive pracious metals of stones rom a chent for a trade-in sake. I you wene seling
precious metals o stones o a chent, ndscate the type of funds based on how the chent pasd or proposed to pay. For
acample, if tha cient paéd cash, ndecate "cash® or il tha chent paid by debit card or credit card, macate "Othar® and
provide detals i field 5P,

Fiehd 6* Amount of transaction (i this Part Bapplicabde)
Enter tha total of funds or vals of the property meohosd in the transaction, This = the total amount recened to

miliate the randacten. IF thil asount wid ol in Canadien fundi, you do Bot haved to CormeidT i Bl you Mot prowide
i currénsy nlfermation i feld 7,
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Yo will provide detals about what happened o was proposed to happsn to that amounk [that is, the depostion(s) of
the transscbon} o Part E2.

If thee Erarsaction being reporbed was proposed and, because of this, informabton for feld & s not available, you can
lagee tha fiekd blank.

Field #* Currency code (il this Part is applicable)

Enter the code for the ourency of the rarsacton, even if it was o Canadan funds, Enker CAD if Canadan dollaws, or
USRD for Unibed States dolars. If the account is anather bype of cumency, see Appendo 1 in Guowine 3, Submatbng
Suspesicon Tramiaebon Baparts B STNTRAC Tor tha curmency Soda 1o uls,

If the trarsaction being reported was proposed and, because of this, informabon for field 7 is not avalable, you can
laren tha fiekd blank.

Fields 4% and 9% Other institution, entity or individeal name, number and aocownt number (il this Par
i applicatsde)

Paceida th nama (nchadng the identification rsbar, if spplcabls] and sccount rumbier of any otfer o bl o
winadunl relabed te the funds or cther proparty describad n Reld §, of apphcalbls. For sxampls, if chaquas wne mvchead
iy kNG this IranEaction, you would provide the name and rusbar of the fnancial irdEibution n Geld 0, and the
ahvisiuarsg Sccount umber i fild 9,

1¥ mere than cneg other indridusal or nstiubion was orveheed, attach a separate sheet with the méematon for fielkds 8
and 5 for ach additonal indnaiual o iNELEUtSN, |1 n wery important Ehat you indecate clasrly on the saparate ihaat
that thg Flermation Bslongs o Part 11, 80 claaddy indecute what spples 1o Gald 8 and what sggles to Reld 9,

Field 10* How was the transaction conducted? (i this Part isappiicable )

Chack the appropriaben Box 1o ndcats how tha randbcton wid conductad, of propoisd to B conducted, For axampls,
o they EracriacEisn wak dons ﬂ'lﬂ'l#'lﬁ'l nmﬂﬂhhﬁqmﬁu. chack tha "Automitsd bank machirs® B IF none
of the selecbons provaded cover this parbcular bransachon, indicate "Other® and provede detads n Seld 105,

Field 11 10 number of the individual initially identifying a transaction for terrorist property

Enter tha ientificabon number of the indmidual who first idenbfed the transacbon relabing o property cwned or
conbrolied by of on bebalf of 3 temonst or 3 temonst group., 1F that mdnadual does not hase an 1D number, thes Seid may
b beft bl

Part E2: Information about the transaction or proposed transaction disposition(s) [(wheres
applicalle)

This Part is Tor nformation about how the transaction was comgbeted or progosad bo b complated.

IF thvre i mone than ore rarsaclion n s repor, ndcabe (o which property and srihich ransacieon thes deposimon
apphes 0 the “Property (numbes] Transacbon (number]” area at the top of Part EZ. Thess numbers should be the same
as the ores assegned bo the transachon n Part EL.

Thers ould B mond than o dipeaition for & particulls ranass Ben, For sxamgls, your clent could proposs To milats
B Urange b iy S aeh, Send Bl of it aa e elestronic funds tranaler (DT (dimpodetion 1), a0 vie the real 19 purchass
& bark deaft (dapesition 3], In that cade, make fure pou rcheds the information for aach dimpostion. I thens @ mans
than o diEpoation Do report Tor Ay Erardaction, compliate & Separabe Part £2 lor each oni. To do thil, you CBn Copy
Part E2. Complete the Tesposticn (nombaer) of (ot rombaer of dispositons n this rarsaction)™ area at the top of Part
E2 to desknguesh betwaen exch disposibon.

You have to provese nformation abowt the ndivedel] conduchng o proposng o conduct the transaction in Pat F. I
Hhi chspeositon was on behall of that same ndendual, chesch that box at tha top of this Part.

If thed dimposition wal on Bl of an entity [other than an ndnaiual), fuch a8 a panrecileg, comporation, Il of
obher entity, check that boa and complebe Part G to prowide the informaton about the entity. 1 the deposition was on
bethatl of amother mdvedual, check that box and complate Part H to provide the ndoemation about the ndesdual.

Field 12* Disposition of funds (if this Part is applicabsbe)
This describses what happened, or what was proposed o hapgesn, bo the funds mwobeed in the transscbion.

Check the approgeniate bom to ndscate how the ransacton was completed, or proposed ko be completed. 1F the
desposition of funds was a e nsurance policy purchase or depost , check that box and provnde the ke Fsurance
pobcy ramber n Seld 130,

If rered of the salecter provided cower this partular despostion, mdcats "Other” and provide detals in field 130, For
i'nl'fﬂ.. H.ﬁﬂlﬂw-i Fredbnid i the dupeniten of fond, ndeate "Other” and previde informatzen aboul the typs
al aninty 3P,

If thed ErArmaction being reported wal propsdad and, because of this, nformation for feld 17 @ nat available, you can
baaeed the Fisld Blank,
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Il'ﬂuﬂi#ﬂ!'ﬂﬁmm#hﬂllm.“lﬁ%ﬂwhﬂﬂillmmmﬂ
yoru puid o dold (o what you prapaisd B0 piy of dal) B the Sonductor of the trandactsn, 1F you wice Buyng precious
SaatiE of Sbonds, Select the depositean of funds that best descrbes Row wou paid of proposed o pay for tham. For

wwamphe, if your pasd i cash, madcate "cash out” or if vou paed by chesgue, ndicate "Other” and provede detads n Seld
1P, If you were selling precious metals or stones [ncluding 3 rade-n sale], select the dsposibon of funds that best

descrbes what your chenk purchased or proposed to punchase.
Field 13* Amount of disposition (if this Part is applicalbde)

Dnber the amount af haeds mvobved n the dapestion, [ the amaunt was nob n Canadan funds, you do nok hiee e
cofmvart it but you must provide tha currency infermation in Feld 14,

If the trarsaction being reported was proposed and, because of this, informabon for field 13 is not available, you can
Beavee tha feekd blank.

Field 14% Currency code (i this Part is applicalble)

nter the code fof the curmency of the trarmaction, dven if it wii m Cansdian funds, Bnter CAD if Cangdian dollar, of
UERD For Unibied Statis dolari. [T the SSddunt i ahather Bype af cuffendy, bl Agpandn | 6 Gudelng 1 Subrding
Suipcious Trandaction Raparts b0 FINTRALC for the currency oode 1o uis,

If thee Erarsaction being reported was proposed and, because of this, nformateon for field 14 s not available, you can
learve tha field blank.

Fiehds 15 and 16* Other institution, entity or individual namse, number and acoount number (whers
applicable; if this Part ks applicabis)

Provide e nama (incheding e iden Bhcabon nusbar, il spplicabla] and BScount mambier of any Gt ERbiluBon &
widnadubl Felabed Be Bhe deigniiten of hadi dedcnbad i Rald 12, iF appbeable, Fad aaampls, f chaguad waid Frneddaid
i Iranebsbon's dapogition, you would provads the rome S nambier of the fnencul ngtitulicn in Gild 15, and the
chveguirsy 3CCoUnt numbsr in fekd 16,

Algo prosde sy poloy nomber related to the obher ms bibobon, entity o indivadual, i Beld 16, if applcable.

If more than one e ndiadival of MELEUGSn wak Brechod, A5Tach & separabe sheat with the mifammatcn for ek 1%
and 16 for abch additionsl indnadual of iNELTUSicN. [T M vy MpOant that you indcate claarty on the deparate haat
that thes rmlomation Belongs i Part 132, 0d cleardy indecats what spphed 19 fald 15 and what sgples to feld 186,

If i Erardaction being reported wak propeded and, becauss of this, informaton for felds 15 and 16 @ Aot avalable,
yoru can bnes tham Blank,

Part F: Information about the individual who conducted or proposed to conduct
transaction{s) [where applicable)

Thik art i Ter wfemmition Bsut the relvidusl whe conducted the Wanisston, of wha proposed 18 conduct tha
LrAnEaE ton,

If there is mone than oree frarsaction in thes report, indscabe to which property and which transachon thes nformatsom

apphes by complebng the "Property [numbssr] Transsoton (ramber)™ ares at the top of Part F. These numbers should
b the same as the ones assgned to the ransacition in Fart E1. 11 there is more than ore Tansacbon to mnchude o ths

report and they were not ol conducted o proposed o be conducted by the same indridual, Complote 3 separate
PRt F for adch rdnadupl. Ta @6 thel, you cif copy Part 1, Complabe 1he Broparty (rumber) Trandsehon (b
Bras At R top of Pant F 1o datingursh Bstwaen each indridual whe conducted or proposd 1o conduct & Eramaction,

If youw are & dealar in procioud Selali and atoned, the indidual who conducted of Mtampted Do comnduct the
ErardaacEion il the o from whos you wire buying of 1o wham you wers ialling pracious matals or aEohal,

Fiehds 1 to 3 Individual's full name

Unter the urnases, gven nirs and othr A o mitsl (F koo of the ndnadesl who conducted o proposed o
conduct thr trisfias tion.

Ficlds 1A to 3A Allas

Enter any shas that you knew i wsed by the ndivadasl named in fiekis 1 to 3,
Field 4 Cntity cient number [where applicable)

Entor tha chent number vou sued to the ndeadual named in Salds 1 to 3, if appscable.

Fiehds 5 1o 9 Individoal's Tull address.

lnter tha crac addraed, town of City, PRovIncs oF (1abe, Sountry and podtal code af the ndivadual ramad in fislds 1t
1,

135



136

Guide to Comply with Canada’s Anti-Money Laundering (AML) Legislation

Field 10 Country of residence

Dnter tha csuntey of parmanent remdsces of the ndnadusl nesed n felds 1 e 3,

Field 11 Home tebephones number

inter the Fome tebphcrs numbear, inclading the area code, of the indrdadual named in felds 1 1o 1
Field 13 Individual's ientifier

Chack s approgeiatn Boa 1o shaw the dotumant uisd to dentify the indradual ramed n felds 1§ e 3

Wi San falid o B Selnadudlll prdancl BReaith Shid, providied thace @ no pravncl oF terntondl geleten peavanting
you from uiing of requarting if-

I ithe sedecions provided 0o not cover the identifier used, mdcate “Other and provede detads in Seld 13F,

Please robe that although 3 Social Insuranoe Number (SIM] card can be used for sientification punposes for ransactions
sapch as the openng of an account, the SN {Le., the numiser) showkd rot be provided on this form. IF you used a SIN

card and o other identifyng document for the ndivedual, ndecate STH card n the “Otter” anea of feld 12, but do not
proswede e nasmibaer o feld 130

Field 13 10 numbser

Dinter the rumbar of the document dedcribad i feld 12 that wid uisd to entify the ndrodual namaed in felds 1 ta 1.
Ramambier that & Socul Ingurancs Kumbar il nol scceptable for this puipcas, and nether is 3 health cand numBeer
SENTHE PrOvTECE

Fireld 134 Citizenship

Enter tha nama of the counbry of ctizership of the mdnadual named m felds 1 8o 3.

Fields 14 and 15 Place of issue

Enter tha provincs or skate and coundry of Eswe of the documaent used o dentify the indradiual named in fields § to 3.
Field 16 Date of birth

Enter the date {yyyy-mm-dd) of birth of the ndrsdel remed o felds 1 ko 3,

Field 17 Indiwidual’s ocoupation

Enter the oooupaton of the ndnadsl ramed n fields 1 to 3

Firld 18 Individual's besiness tebephone numbser

Unber the Buirviis Delephong rusbar, rchyding the ares code, of the mdhadual namad i fiekds 182 0, Inchuda the
wxtarden, f appicabie, at feld 100,

Field 10 Indbeidual’s emploger
Enter the name of the enbby o mdvicdus who s the employer of the mdeadual named i felds 1 Do 3.
Fields 30 1o 34 Employer’s business address

Enter the crac address, town o ciby, prosince of state, counbry and postal code of the employer of the ndrvdusl
namad = falds 10 0,

Field 25 Employer's business telephone number

nter the Butiris Delaphons rusbar, rchuding the anes code, of the employer of the rdhadusl named n felds 1 e 3.
Inchidd the axtension if apphcabie a1 fisld 354,

Part G Information about the entity on whose behalf the transaction was conducted or
proposed to be conducted (where applicable)

This part only applss if the randactcn’s dupostion was conducted, or proposed 1o be corducted, on behalf of a thind
party ather than an ndedual, 58 you mBcsied in Part I, abserve Bald 12, This mohidan an enbly fuh o & B,
Cofperateen of Wult, o &y othar entity that i not a0 Pdvndual,

Complate a aaparate Part G Tor sach entity on whoss behalf & deposition win conducted o proposed Do be conducted,
Te do this, you can copy PRt G Complaty B "Property (Pumber) Trarmacton (mumbiel) Depeiiten [fufmker] * an at
i top of Part G 13 dutrguesh Batwaen apch dipodtion, based cn the ruomber you aisgred the dapoutsn n Part 12,
Field 1 Mame of corporation, trust or other entity

Enter tha full nase of the corporabon, trust or other enbity (such as a partnarship, etc.) on whose beball the
transacbon was conducted o poposed to be Cenducted.
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Field 2 Type of husiness

Dascriba the type of business for the entity named in field 1.

Fiekds 3 1o ¥ Full address of entity

Dnter the chic addraid, town of cily, provings of P1ale, ccuniry and poatal code of the entity nased in feld 1.
Field & Business telephone numbser

Enter the telaphons numbser, inchsding the area code, of the entity named i fleld 1. Include the extension, if applcable,
at fekd S8

Fields @ 1o 11 Incorporation information {where applicable )

Prosnda the morporabon nmber, whane apphcable, fﬂ'ﬂ‘:ﬂwmwl'IML g0 provacs Che provincs of
AtE and Sounly of Bha nceparabion fumbaers plice o mdus.

Fiesld 12 Signing autharity names

Brida Fed Rammed of up 15 thies ndiaduall wihe hive Suthesily 1o conduct FaRabe Bor through the Socsunt of the
ety (il 80 account o invohead in the rarmaction),

Part H: Information about the individual on whosse behall the transaction was conducted or
propased to be conducted {where applicable)

Thit part only applss whaen the transsction's depolition wid cohducted, of propoisd to Be conductad, on bahallf of a
thard party that s an ndradual, a8 you indicated in Part 12, above Held 13,

If the indioridunl conductsd o propeded 1o condust the I ‘e deapogition on b or Ber g behall, this pan doss
nat apply. In that cais, nﬂﬂumm:hmrﬂhﬁwﬂnw:l IF hay IranapcEsn’s SMpomtion
wad cordlusted on behall of a0 entity (URat W, noet an indeidual), Pan G sFoold be complated,

Comglats b depachle Part M fed gach Sdnadubl &n whois bahall & Sdpedibon wid condudted of prapoisd by B
conductsd. To & thal, you Can Copy Part W, Complats tha "Propity [numBs] Traniestion (rusbar) Dlpogtioen
[rumbeer) * 2rea at the top of Part W to dstinguish batwesn sach desposition, based on the number you assgned the
desposibon n Part EX.

Filds 1 1o 3 Individoal's Tull name

inter tha LSt name, F-'ﬂMﬂmﬁﬂtlFﬂﬂjﬂwwﬁmthrmmrﬂ
dhucbind o parog; d 1 b

Fields 14 to 3A Individual's alias [where applicable)

Enter any alas that you ko s used by the mdnedel named n flelds 1 to 3,

Fields 4 1o 8 Individual's Tull address

?Wﬂ'ﬂmm. LWt of Cily, prowince of ATale, counthy bnd podtal code of the indnadual famed n felds 1 to

Fihd & Home tebephone number
Dnkir Eha Feoma balaphersd numbuer, inchedbng B Srad ccds, & e mdradusl named n Gelda 1 @ )
Field 10 Office telegphane momber

Enter the office belephore number, includng the area code, of the indridual named in fiedds 1 to 3. Include the
axbenesion if apoécable at field 104,

Field 11 feate of birth

Uinter the date (yyyy-mme-cd) of bith of the ndvadusl emed n fekds 3 Eo 3.

Field 13 Individual’s kentifier

Check the approgniate Box o ghaw the dotumant uisd to mantify the mdreadual named in felds 2 ta 3.

Wi £an Falie Ba a6 Sdeadull’i prcnncul Beaith Sard, peavided thade i o proncl oF teembondl egriliton pananting
youi Sm LR oF FeqUIELEnG i

If thee spbeciions prosided do not cover the dentifier used, indicate "Other® and provede detads n Seld 12F.

Plagda Febi Bhat AtFcogh b Socibl Indureds Nusbsr [SIN] chaid Shn B uisd b slintifcalien pupaidd Tl anidstioni
MHH“M'HHMhNEHM.,“W]MMHHHHHMHMHMMIFW

card and no other identrfyng document for the mdivedual, ndcate STH card in the “Other” area of Seld 17, but do not
provaida e nuamiber an faeld 130
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Field 13 T numbser

Enter the rumber of the document described in field 15 that was used to identify the indridual named in fields 1 bo 3.
Resrember that a Socid Insurance Mumber is not acceptable for this pupcse, and neither is 2 health card number in
SONTHE PO WRDES.

Fields 14 and 15 10 place of Bsue

Dnter tha provings of atate snd country of mius of the documaent uisd to dentily the indradual ramed in felds 1 o 3,
Field 16 Country of residence

Dnter tha csuntey of parmanant remdeccs of the ndnadusl resed in el 1 e 3,

Field 16A Citizenship

Enter tha nama of the counbry of ctizership of the mdnadual named m felds 1 8o 3.

Field 17 Individual’s eooupation

lntar Eha Sooupataen of the ndvedul fomed n felds 1o 3,

Field 18 Individual’s employer

Enter the ramae of the entity o ndnadual who = the employer of the indeidual named in flelds 1 to 3,

Fields 19 1o 23 Cmpdoyer's business address

inikar Eha <rac addtid, Eown of cily, proancs of G1ate, Sounbfy and podatal code of the amplayer of the ndrodual
namd i falds 1 e 0,

Field 24 Employer's business telephone number

Eniber th Business belephone nusber, mciuding the anes codi, of the employer of the indvidual named in felds 1 o 3,
Inchude thee axtension if apphcable 3t feld 2448,

Field 25 Relationship of the individual named in Part § o the individeal named above (fields 100 3)

Cherchi the appropeiate box bo ndscate the relabonship of the mdividsl who conducted or proposed o conduct the
ransaction (that s, the indnidul named in fighds § to 2 of Part F} bo the indeadual named in Aglds 1 to 3 (of Part M),

¥ ez of thae selectors provided cower the relationshep, ndecate "Otteer”™ and geowide detals n field 25).
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CHAPTER 20
Appendix N —
Self-Review Checklist

Part A: Compliance Framework Evaluation

Compliance Officer

Has the Compliance Officer been [JYES [INO
appointed, in writing, to their role?

Is the Compliance Officer indepen- []YES CINO
dent of operations?

Is the job description of the Compli- []YES INO
ance Officer described in writing, in

sufficient detail, with documented

accountability for AML/ATF program

content and design?

Does the Compliance Officer have: []YES [INO

1. appropriate qualifications

2. knowledge of regulatory
requirements

3. money laundering subject mat-
ter expertise and reference to
policies

4. adequate resources to achieve
program objectives

5. documented unfettered access to
Senior Management, the Board,
and all information and individu-
als throughout the organization

Is there a substitute Compliance [JYES [INO
Officer in case of absence by the
primary?
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Requirements Status Comments
Policies and Procedures
Do policies incorporate all the objec- []YES [INO

tives and responsibilities imposed
by the legislation, including a risk
management mandate?

Do procedures address the nature, []YES [INO
timing, responsibilities, process and
persons involved for all legislative
requirements applicable to the
organization, including:

1. record keeping

2. client identification (personal and
non-personal) and prohibitions on
accepting or dealing with clients
where identification does not occur
risk based approach measures
required mandated by law, and
elected by your organization
suspicious transaction reporting
tipping-off prohibitions

large cash transaction reporting
compliance program require-
ments (including RBA docu-
mentation, the appointment of a
compliance officer; the mainte-
nance of up-to-date policies and
procedures; the requirement for a
bi-annual compliance review; the
requirement for ongoing training
for all employees and agents)

wy

No v

Have the policies and procedures [JYES [INO
been approved by a senior officer
of the organization?

Risk Assessment & Risk Based Approach

Has an inherent risk assessment been []YES [INO
conducted and include the following
prescribed factors:
1. clients and business relationships
2. products and delivery channels
3. geographic location of the
activities
4. other relevant factors

Based on the above inherent risk CJYES [INO
assessment, are all areas classified
into respective risk levels?

Does the Risk Based Approach (RBA) |:| YES |:| NO
documentation contain the minimum
required components?
1. documented inherent risk
assessment
2. risk mitigation strategy
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(Roquroments | staws | commonts |

Does the documented risk mitiga-
tion strategy address all higher risk
areas identified in the inherent risk
assessment to a level acceptable by
the organization, with at least the
minimum standards imposed by the
legislation (ongoing monitoring and
client identification updates)?

Are risk mitigation measures inte-
grated into policies and procedures?

Have the relevant employees been
trained appropriately in the reason
and application of risk mitigation
measures?

Are policies and procedures adopted
for risk mitigation strategies being
followed?

Are risks being managed within
organizational tolerance levels (are
controls meeting their objective/
resulting in the expected outcome)?

Are resource allocations appropriate
given inherent risk assessment find-
ings and risk mitigation experience?

[]YES

[]YES
[]YES

[]YES

[]YES

[]YES

[INO

[INoO
[INoO

[INO

[INO

[INO

Does the organization have a

documented training program

which specifies:

1.  Who is to be trained

2.  With what frequency will the
training occur to satisfy the
ongoing nature of the program

3. How will the content be used for
training

4. What restrictions, if any, will be
placed on staff prior to success-
fully completing the training

5. How will content retention be
evaluated and documented

6. On what basis will employees and
agents be exempted from training

Does the training content include at

least:

1. background on money laundering
risks

2. AML/ATF requirements includ-
ing identifying reportable
transactions

3. consequences of non-compliance
and potential fines/penalties

4. organizational policies and
procedures

Are there enhanced training require-
ments for the Compliance Officer?

[]YES

[]YES

[]YES

[INO

[INO

[INO

1441
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Requirements Status Comments
Effectiveness Review
Has an effectiveness review been []YES [INO

conducted within two years of the
previous review?

Is the effectiveness review conducted CJYES [INO
by a person or firm independent of
the organization’s operations?

Is the effectiveness review conducted CJYES [INO
by a person or firm with expertise

in the AML/ATF Regulations, money

laundering risks, and an understand-

ing of the organization’s operations?

Does the effectiveness review docu- [JYES [INO
ment specify a definition for effective-

ness, the standards against which

it evaluates effectiveness, its scope,

methodology, findings, recommenda-

tions, and management undertakings

to the recommendations?

Has the effectiveness review evalu- [1YES [INO
ated the effectiveness of:
1. policies and procedures (confor-
mance to relevant standards and
operational adherence)
2. the risk assessment and risk-
based approach
3. the risk mitigation program
4. training

Has the effectiveness review report CJYES [INO
been presented to a senior officer

within 30 days after the assessment

along with any updates, if applicable,

made to policies and procedures

within the reporting period and the

status of implementing any changes, if

applicable, to policies and procedures?
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Part B: Operational Compliance Evaluation

Requirements Status Comments
Client Identification
Are legislative and internal standards [JYES [INO

being adhered to for the acceptance
of personal clients (e.g. valid identifi-
cation with details recorded)?

Are legislative and internal standards ] YES [INO
being adhered to for the acceptance

of business clients (e.g. timing, extent

of documentation)?

Are legislative and internal standards [JYES [INO
being adhered to for the acceptance
of not-for-profit clients?

Are enhanced identification processes ] YES [INO
being followed for higher risk clients?

Are non-face-to-face standards being JYES [INO
adhered to in cases where the client or

their signing authority is not physically

present when identifying themselves?

Is client information being updated JYES [INO
for higher risk clients?

Is third party determination con- []YES [INO
ducted and documented in the
required circumstances?

Large Cash Transaction Reporting (LCTR)

Does the organization have an effec- []YES INO
tive system in place to detect indi-

vidual transactions, and combinations

of transactions (24 hour rule) which

require reporting?

Are all reportable transactions []YES CINO
reported within the prescribed time-

frame and with all the required details

(timing and quality of reporting)?

Suspicious And Attempted Suspicious Transaction Reporting (STR)

Does the organization have effective [JYES [INO
systems and training in place for the

detection of transactions, attempted

transactions and combinations of

transactions which require reporting?

Does the organization have an [JYES [INO
effective system in place to evaluate

and document unusual transactions,

whether attempted or completed,

put forward by employees and

technology?
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Requirements Status Comments

Is the rationale from the evaluation []YES [INO
of unusual transactions fully docu-

mented? For both reported suspicious

transactions and unreported transac-

tions not deemed to be suspicious?

Are all reportable transactions []YES [INO
reported within the prescribed time-

frame and with all the required details

(Timing and Quality of reporting)?

Have reasonable measures been taken JYES [INO
to ascertain the identification of the
subjects within all STRs?

Have suspicious and attempted |:| YES |:| NO
suspicious transactions been linked

to risk assessment and risk mitigation

measures?

Terrorist Property Reporting (TPR)

Does the organization have effective []YES [INO
systems and training in place for the

detection of transactions and prop-

erty which require reporting?

Does the organization have an effec- []YES [INO
tive system in place to evaluate and

document potentially reportable

transactions and property?

Are all reportable transactions and []YES [INO
properties reported to FINTRAC, CSIS

and the RCMP within the prescribed

timeframe and with all the required

details?

Record-Keeping and Retention

Are the prescribed records retained []YES [INO
for a period of at least five years, in

a way that allows for their retrieval

within 30 days of a request by

FINTRAC?

Are sufficient details kept about the []YES [INO
following transactions and situations
at the prescribed thresholds:
1. large cash transaction records
2. receipt of funds records
3. copies of official corporate
records
4. copies of suspicious transaction
reports
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